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OPERATOR ADDENDUM

THIS ADDENDUM (the “Addendum”) by and between Securly, Inc.(the “Company”) and the
Board of Control of the School Association for Special Education in DuPage (the “Customer” or
the “District”), is incorporated in and effective simultaneously with the attached Terms of
Service Agreement (the “Agreement”) and modifies the Agreement (and all supplement terms
and conditions, order forms, and policles, practices, or procedures applicable to or employed
by the Company under the Agreement) as follows:

1 Customer Data. The Company shall cause each officer, director, employee, and other
representative (collectively, the “Authorized Representatives”) who shall have access
to any “Customer Data,” which is defined as all student Personally Identifiable
Information (“PII”} and other non-public information, including student data,
metadata, and user content, of the District students (hereinafter “Customer Data”),
whether provided by a student, a student’s parent, school personnel, or gathered by the
Company during the term of the Agreement to maintain in strict confidence and trust
all Customer Data, including the following:

a. “Student data” includes personally identifiable information or other material or
information that is linked to such personally identifiable information that is created
by or provided by a student or the student’s parent in the course of the student’s
use of the Company’s services for school purposes. The types of student data that
may be collected as part of using the Company’s services include student work,
student names, student e-mails, grade and age.

b. With respect to;any Customer Data that could be considered “education
records” as defined under the Family Educational Rights and Privacy Act (“FERPA”)
and/or “school §tudent records” as defined under the lllinois School Student
Records Act (“ISSRA”), the Company acknowledges that for the purposes of this
Agreement it will be designated as a “school official” with “legitimate
educational interests” in the education records, as those terms have been defined
under FERPA and ISSRA and their implementing regulations and is performing an
institutional service or function for which the Customer would otherwise use
employees, under the direct control of the school, with respect to the use and
maintenance of Customer Data. The Company agrees to abide by the FERPA and
ISSRA limitations and requirements imposed on school officials. The Company will
collect and use Customer Data only for the purpose of fulfilling its duties under
the Agreement for the Customer and the Customer’s end users’ benefits, and will
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not share Customer Data with or disclose it to any third party except as provided
for in this Addendum, required by law, or authorized in writing by the Customer.
The Company will not use Customer Data (including metadata) for advertising or
marketing purposes unless such use is specifically authorized by this Addendum
or otherwise authorized in writing by the Customer.

c. With respect to Customer Data that could be considered “education records”
Customer shall have the right to access such information for educational purposes
and Company will not implement controls to restrict Customer’s access to its
education records.

d. With respect to the Company’s collection, use or disclosure of personal
information from students, as governed by applicable laws, the Company agrees
that the Company’s use of the personal information and any other Customer Data
will be solely for the benefit of the Customer’s students and for the school system,
and that the operator will not collect personal information from students for any
purpose other than the Customer’s purpose, including any other commercial
purpose, and will not amass a profile about a student, except in furtherance of
Customer’s purposes.

e. With respect to the Company’s collection, disclosure, or use of personal
information as governed by this Addendum and all applicable laws referenced
herein, the Company agrees that such collection, disclosure or use of any
Customer Data shall be exclusively in furtherance of Customer’s school purposes,
unless otherwise permitted by law or requested by a student or the student’s
parent or unless done to allow or improve operability and functionality of the
Company’s service. if the Company discloses Customer Data to a third party, the
following conditions must be met: 1) the Customer must have a contract with the
third party; 2) the disclosure must be in furtherance of providing the contracted
service; 3) the third party must not further disclose Customer Data; and 4) the
third-party must implement and maintain reasonable security procedures and
practices that meet or exceed industry standards. The Company will provide the
customer with a list of any third parties to whom the Company is currently
disclosing Customer Data or has disclosed Customer Data. The Company will
provide this list within 14 business days of January 1 and within 14 business days
of July 1. Customer Data does not include information that has been de-identified
such that the resulting data cannot reasonably be used to identify an individual
student.
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f. The identity of Authorized Company Representatives having access to
Customer Data will be documented and access will be logged.

Limited Warranty. For the purposes of this Addendum, a “Defect” is defined as a
failure of the Company’s Products to substantially conform to the then-current
Company’s User Guides materials. For as long as the Agreement is in place, the
Company warrants that the Company’s Products will not contain Defects. If the Services
do not perform as warranted, the Company will use reasonable efforts, consistent with
industry standards, to cure the Defect in accordance with the Company’s then current
support call process. Should the Company be unable to cure the Defect or provide
a replacement product within five business days, the Customer shall be entitled to a
refund of its fees paid for the Services, as depreciated on a straight-line basis over a
12 month period commencing on the date the Customer first has access to the
Company’s Products through the date of termination.

Compliance with Law. Company shall comply with all applicable local, county,
Ilinois, and federal laws and regulations, including those regarding the provision of
educational software, copyright, student records/educational records, and student
confidentiality, including FERPA, ISSRA, COPPA, PPRA, the lllinois Student Online
Personal Protection Act (“SOPPA”), and the lllinois Children’s Privacy Protection and
Parental Empowerment Act (“ICPPEA”), to the extent applicable.

Ownership. All Customer Data will remain Customer's property and Customer shall
retain full control over all such Data shared with or collected by the Company.

Security. Company agrees to employ reasonable security measures that meet or
exceed industry standards and otherwise comply with all applicable federal and state
laws and regulations regarding data security and privacy for provision of service,
including testing its servers for viruses at reasonable intervals and maintaining backup
copies of all content. Company agrees to store and process the Customer Data in a
manner that is no less protective than those methods used to secure the Company’s
own data. This includes appropriate administrative, physical, and technical
safeguards to secure the data from unauthorized access, disclosure, use, and loss, and
includes maintaining adequate backup copies of the data. Company shall maintain
complete and accurate records of these security measures and produce such
records to Customer for purposes of audit upon reasonable prior notice during normal
business hours. The Customer reserves the right at its sole discretion to perform
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audits of the Company’s storage of Customer Data at the Customer’s expense to
ensure compliance with the terms of the Agreement and this Addendum. The Company
shall reasonably cooperate in the performance of such audits.

Security Breach. In the event of a “Security Breach,” which means an
unauthorized disclosure, access, alteration, use, or acquisition of computerized data
of Customer Data or circumstances that could have resulted in such unauthorized
disclosure, access, alteration or use, or that compromises the security, confidentiality
or integrity of Customer Data, the Company shall promptly, and in no event later
than 30 calendar days after the determination that a Security Breach has
institute the following:

i.  Provide the Customer with the name and contact information for an
employee of the Company who shall serve as the Company’s primary
security contact and shall be available to assist customer twenty-four (24)
hours per day, seven (7) days per week as a contact in resolving obligations
associated with a Security Breach;

ii. Notify the Customer of a Security Breach by immediately contacting Mindy
McGuffin by telephone at 630-955-8104 and by e-mail with a read receipt
at technology@sased.org and, if that person is different from the contact
person identified in this paragraph, by contacting the Company’s primary
business contact within the District by telephone and email as soon as
practicable, but no later than twenty-four (24) hours after the Company
becomes aware of a Security Breach; and

iii. Promptly following the Company's notification to the Customer of a
Security Breach, the parties shall coordinate with each other to investigate
the Security Breach. The Company agrees to fully cooperate with the
Customer in the handling of the matter, including, without limitation:

a. Assisting with any investigation;

b. Facilitating interviews with the Company’s employees and other involved
in the matter;

g Making available all relevant records, logs, files, data reporting and other
materials required to comply with applicable law, regulation, or as
otherwise reasonably required by the Board; and
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d. Assisting the District with any notifications the District deems necessary
related to the security breach. The Company shall not, unless required
by law, provide any notices to any individual or entity without prior
written permission from the District.

The Company shall reimburse and indemnify the Customer for any costs imposed on
the Customer or reasonably undertaken by the Customer at its discretion associated
with a Security Breach, including reimbursement of fees paid by the Customer related
to providing credit monitoring to affected individuals and payment of legal fees, audit
costs, fines, and other fees undertaken by the Customer as a result of the security
breach.

Return/Destruction of Customer Data. Upon expiration of the term of the
Agreement, upon the earlier termination of the Agreement for any reason, or upon
the Customer’s request, the Company covenants and agrees that it promptly shall
deliver to the Customer and shall return to the Customer all Customer Data. If the
Customer is not willing to receive Customer Data within a reasonable time (not to
exceed 6 months) or if it is not feasible to return the Data to the Customer, then the
Company shall destroy the data within 6 months. The non-disclosure obligations of the
Company and its Authorized Representatives regarding the information contained in
the Customer Data shall survive termination of the Agreement.

Data Storage. The Company shall not transmit to or store any Customer Data on a server
or other data storage medium located outside the United States of America.

Infringement. The Company warrants that no third party has any claim to any
trademark, patent, or proprietary interest in any services the Company provides to the
Customer. The Company will defend, hold harmless, and indemnify the Customer from
any claims brought by a third party against the Customer to the extent based on an
allegation that the Company Products infringe any U.S. patent, copyright, trademark,
trade secret or other proprietary right of a third party. If the Customer’s use of the
Company’s products is restricted as the result of a claim of infringement, the Company
shall do one of the following: (i) substitute other equally suitable product; (ii) modify the
allegedly infringing Company product to avoid the infringement; (iii} procure for the
Customer the right to continue to use the Company products free of the restrictions
caused by the infringement; or (iv) take back such Company products and refund to the
Customer the license fee previously paid for the Company products depreciated on a
straight line basis over 12 months and terminate the Customer’s license to use the
Company’s product.
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10.

11.

12.

13.

14.

Governing Law. The Agreement and this Addendum shall be construed under the laws
of Hllinois and jurisdiction of the Circuit Court of DuPage County, lllinois or the federal
district court for the Northern District of lllinois, Eastern Division, exclusive of its choice
of laws provision.

Access to Data by the Customer. Any Customer Data in the possession or under the
control of the Company shall be made available to the Customer upon request by the
Customer, The Company shall be responsible to provide copies of or access to Customer
Data in the possession or under the control of the Company to the Customer within a
reasonable time frame and in all cases within time frames that will allow timely
compliance by the Customer with any statutorily or court ordered deadline. This
includes requests under the lllinois Freedom of Information Act (“FOIA”), requests for
student records under FERPA or ISSRA, requests for records in discovery in state or
federal court or administrative proceedings, or any other request.

Taxes. The Customer is a tax exempt organization. Federal excise tax does not apply to
the Customer and State of Illinois Sales Tax does not apply. The amounts to be paid to
the Company hereunder are inclusive of all other taxes that may be levied, including
sales, use, nonresident, value-added, excise, and similar taxes levied or imposed upon
the work. The Company shall be responsible for any taxes levied or imposed upon the
income or business privileges of the Company.

Customer Payments. The Customer shall make payments to the Company in
accordance with the Illinois Local Government Prompt Payment Act, 50 ILCS 505/1. If
the Customer is late in making a payment it shall make interest payments at the
maximum amount permitted under the Illinois Local Government Prompt Payment Act,
50 ILCS 505/4.

Indemnification and Insurance. Company agrees to indemnify, defend and hold
harmless Customer and its officers, directors, employees, agents, attorneys and
assigns, against any third party claims, demands, actions, arbitrations, losses and
liabilities resulting from damage caused by Company employees, contractors, or
subcontractors in performing the obligations under the Agreement or this Addendum.
Company shall maintain liability insurance evidencing that the Company has workers
compensation insurance as required by law and general liability insurance with a
minimum limit of $2,000,000. All insurers shall be licensed by the State of lllinois and
rated A+-VII or better by A.M. Best or comparable rating service. The comprehénsive
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15.

16.

17.

18.

general liability shall name the Customer, its Board, Board members, employees, agents,
and successors as an additional insured with a waiver of subrogation in favor of the
Customer. The Company shall provide the Customer with certificates of insurance
and/or copies of policies reasonably acceptable to the Customer evidencing the
existence of the coverage described above, including form and deductibles, during the
duration of the Agreement. The failure to provide acceptable insurance or certificate of
insurance shall be deemed a breach of the Agreement and the Customer may
immediately terminate the Agreement. Such certificates of insurance shall indicate
that should any of the above described policies be cancelled before the expiration date
thereof, notice will be delivered to the Customer in accordance with the policy
provisions, but in no event less than thirty (30) days prior to cancellation of coverages.

No Indemnification or Limitation of Liability by Customer. Any provision included in
the Agreement that requires the Customer to indemnify the Company or any other
party is deleted and shall not apply to the Customer. Any provision in the Agreement
that limits the Company's liability is deleted.

Warranties. The Company warrants that the product is fit for the purposes for which it
is being provided to the Customer, that title to the product is free and clear, and that
Customer’s use of the product for its intended purposes does not infringe on the
intellectual property rights of any third party. The Customer agrees to use the product
only for its intended purpose. Any provision in the Agreement that imposes a warranty
on the Customer is deleted.

Employee and Subcontractor Qualifications. The Company shall ensure that its
employees and subcontractors who have potential access to Customer Data have
undergone appropriate background screening to the Customer’s satisfaction and possess
all needed qualifications to comply with the terms of this Addendum and the
Agreement including all terms relating to Customer Data, student data privacy, and
intellectual property protection, and shall be responsible for any failure of such
individuals to comply with such obligations.

Renewal of Agreement and Addendum; Posting of Agreement and Addendum. The
parties may renew the Agreement and this Addendum in writing. Unless otherwise
specifically agreed in writing, any renewal of the Agreement shall be deemed a renewal
of this Addendum. Any provisions in the Agreement that provide for an automatic
renewal of the Agreement are deleted. Customer shall post a copy of the Agreement and
this Addendum, as well as any renewals, on its website.
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19. Termination. The Customer may immediately terminate the Agreement if the
Customer makes the determination that the Company has breached a material term of
this Addendum.

20. Terms and Conditions. This Addendum constitutes the Terms of Use between the
Company and Customer and supersedes all other prior or present understandings,
either verbal or in written, regarding the subject matter of the Agreement. Any changes
to the Company’s Terms of Use shall be ineffective and inapplicable with respect to
the Customer unless Customer affirmatively consents in writing to be bound by such
changes. In the event of a conflict between the terms and provisions of the Agreement
and this Addendum, this Addendum shall be controlling.

21. Privacy Policies. Access by students or parents/guardians to the Company’s
programs or services governed by the Agreement or to any Customer Data stored by
the Company shall not be conditioned upon agreement by the parents/guardians to
waive any of the student data confidentiality restrictions or a lessening of any of the
confidentiality or privacy requirements contained in this Addendum.

22. Effective Date. The Agreement shall be deemed dated and become effective on the
date of the last signature of the parties’ duly authorized representatives as set forth

below.
Securly, Inc. School Association for Special Education in DuPage
DocuSigned by: i )
Seatt (,o(m By: a L{c. ' :
By: CF4BSAEDOCH2417 its Duly Authorized Agent
its Duly Authorized Agent
Scott Cohn
Printed Name: Printed Name: ng Q'))QQ,_\ ﬂ\mcug'g‘n
Title;  SVP of Finance Title: € yee uh v 1y rectsr
111 North Market Street San Jose CA 95113
Address: Address:__ a0 Oo\tQ.QA L isle T
N LoS 32

2/28/2021
Date: Date: 2\ag ]élo’L ]
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SECURLY INC.
Terms and Conditions of Service

This agresment applics to the order form to which these Terms and Conditions of Service are attached
(collectively, the “Agreement™), This Agreementis made by and between Securly, Inc. (“Company’?), a Delaware
corporation with offices &t 151 Murth Market Street, 4th Floor, Suite 400, San Jose, CA 85113, and its
customer listed on the arder (“Customer”). The effective date of the Agreement is referred to herein as the
“Effective Date.”

1. Services, Company will provide to Customer the cloud-based software products and services
identified in the purchase order (the “Qrder) that incorporates these terms and conditions {collectively, the
“Services™ and, each, a “Service™). Ifthere is a conflict or ambiguity between any term of lhls Agreem:ntand
the Order, the tenms of the Order shall control.  The Services may include, withowt Hmil 's

attempt to reconstroct or discover any source code or underlying ideas or algorithms of any part of the Services
(including any Client Software); (ii) access or use the Services (inchuding any Client Softwere) in order to
build 2 similar or competitive product or service or for the purposes of bringing an intellectual property
infringement claim against Company; (it} except 85 expressly stated hercin, copy, mpmdune, distribute,
republish, download, display, post or ransmit in any form or by any means any of the Services (including any
Client Software); (iv) attempt to gein unauthorized access Lo the Services and to make r.omm:rcmlly reasonable
efforts to prevent unauthorized third parties from g the Services (including any Client S ); or (v)
exceed the permitted number of devices, active users or sludems, teachers, faculty end staff in a school or district,
in cuch case as specificd in an Order.

(b) Customer shall net (i) access or atempt to BoCess the administrative interface of the Services by eny
means other than through the interface that is provided by Company in with the Services, uniess
otherwise agreed in writing or (if) m\enlmnnlly engage in any activity that interferes with or disrupts the
Services (or any servers ar networks that ere connected to the Scrvices).

(e) Cnmamer is responsible for all activity ocourring wmder Cummers accounts for the Services by ils

clovd-based web fi Itermg. online activity monitoring for cyberbullying, auditing software, moblle dovn:e
manegement saftware, tablet, and other computer asset location tracking software, device
control software for teacher classroom management, and any other software or services offered by
Company, including all updates therclo and related documentation, Company shn]l provide all mecessary user

identifications and passwords fm- the Services for use by O ployees, agents, indep
students and 1 (“Users™.
2. Securfty. Company and that it mzintai hnical and

physical security measires to proteet Customer data and personal informmon, mcludmg User Data (gs defined in
Seetion 4 below), to the extent reasanably necessary for the performance of the Services consistent with all
applicable state and federal lawe and regulations. In the event of a breach or suspected breach of any privacy or
security measures described herein that has become known to Company, Company will immediately notify
Customer thereof, and use its commereially reasonable efforts to remedy such breach.

3. Support Services. Company shall provide Customer with support services as specified in the Order
{the “Support Setvices”).

4. Ownexship.

{2) Ownership of the Service: Intellectus] Property. Company shall retain all title to and ownership of and all
proprietary rights with respect to the Services (including all software used to provide the Services and sl
portions thergof (including all derivatives or improvements thercof), whether or not incorporated into or
used with ather soft #5 8 service, software or hard Customer’s use of the Services does nal constitute
a sale of any of such software or any portion thereof. Company’s name, logo, and the product names assuciated
with the Services are trademarks of Company or third parties, and no right or license iz granted hereio to use
them. Company hereby grants Customer, solely during the term of this Agreement, u limited, royalty-fees,
revecable license to use install and the Company provided software {which may include certificates end pack
files) solely on Customer's machines and devices and only as necessary or appropriate to receive the Services (the
ey )

{b} Ownership of User Data, The Services may sliow Customer to track and gather a range of data and information
regarding its Users (“User Data™). Customer shall retain all tile to and ownership of and all proprietary rights
with respect 10 User Data, aad shall be solely responsible for its use thereof. Customer is elso responsible for
securing and backing up ils User Duta and Company shall enly restore lost User Data to its last-backup point
if the loss was due to a fault in Company’s Services or Support Services. Customer hereby grants Company a
warldwide, royalty-free, and non-exclusive Ilicense to access and use User Data for the sole purpose of enabling
Company to provide the Services, and for the limited purposss set forth in Company’s Privacy Policy (described
below).
(c) Data Use. To the extent Company reccives any personal information (as such term or eny analogous fern may
be as defined under applicable law) fiom of on behalf of Cummcr in oonnenuan with Company’s pravision of
Services to Customer under the Agr {“Customer p i , Company will anly use, refain,
disclose and otherwise process such Customer personal information for the puxpose of pmvn‘lmg the Services or
in arder to comply with the faw. Company may disclose Customer personal information to its service providers
as neoessary for Company to prond: the services to Customer. Company will however not otherwise retain, use,
or disclose Customer p for any purpose other than to performn the Services or outside of the
dn'r.cl busu-nss nlsuunshrp betwezn Cummer and Cnmpany Spamﬁcally, it will nm sell, rent, release, disclose,
tnake available, transfer or oth to any third party

users. Cuslomer shall notify Company within a ble time of any unauthorized
use of any user account or any unauthorized use of the Services, ('nsmm:r may not aceess the Company
Servioes in a manner intended to avoid ineurring fees or provide incorrect information for an Order for purposes
of reducing amounts payablc to Ccmpany

(d) Customer rep s, and that Cu will use the Services only in complmnce with the
terms of this Agr and all applicable laws and Although C has no obligation to manitor
Customer's use of the Services, Cnmpany may do 50 and roay prohibit any use of the Services it eeasonably
believes may be (or is alleged to be) in violation of this Agreement or applicable laws and regulations.

(5) If Customer is & government enlity, unit, agency, organization, entity or party (inchuding a school or schoo)
distriet), then Customer ep and cov that: (i) C has taken all actions, complied with
all requi ts, ined afl prior and reviews, and otherwise satisfied all preroquisites that may be
mecessary of appropriate to caable Customer to enter into and pecform this Agreement in accordance with its
terms; (i) there is no applicable law, repulation, rule, or other governmental requirement (A) which in any way
restricts or limits the duty of Customer ta fidly perform and comply with ail abligations of Customer as s¢f forth
in thig Agreement, ot (B) which impairs the rights of Compzny as set forth in this Agreem:nt, and (ul) the soﬂware
for the Ssrvmcs provided under this Agrbcmmt will be treated as *

puter software d " under licabl } laws, lations or mles.
(D If any soft or d quired by of on bghnlf of a uml or agency of the Umted Sm:s
Gnvcmment, Customer sgress thm such or & " or

™ and that, absent a wrlnen agrecment with Company to the
contrary, Cummer s rights with respect to such software and documentation are, in the case of civilian agency
use, Restricted Rights (as defined in FAR §52.227.19), and, if for DoD use, timited by the terms of this Agreement,
pursuant to DFARS §227.7202.

7. Confidential Information.
{a) “Confidential Information” means any sad all non-public infc provided or led by one party
(“Riscloser™ to the other panty (“Recinient™ or otherwisc leamned by a pany durmg the course of
performance under this Agreement, including without limil prices,
documentation, financisl, marketing end other business information, and ali nther materm] or mformanan that is
identified pt the time of dlsnlnsur: a3 cunﬁdcnual or proprietary ot which otherwise would reasonably be
pected to be kept fidential. G d shall also include: (i) the Ducluers plmned
or existing computer syslems and systems hi incl p
code, object cods, d of f g and ional methods; (li) the Dlsclmrs
customer lists, sales, profits, ergamzaf.mnal strucmm lndreslrucmnng, new busipess initiatives and
finences;  (iif) the Discloser’s  services and prodocts, product desngns, and how such products are
administered and managed; and (iv) the Discloser’s User Data. R of iglity shall
not apply to information that: (1) is or becomes public l.h:augh no ﬁ:ult or breach by Recipisnt, (2) is or
becomes known to Recipient (either d.u'=cﬂy or nglvtfully thruugh a third party) without an obligation of
fidentislity, or (3) is independ ped by Recipient without use of or access or reference to
Discloser’s Confidential Information.
(b) During the Term of this Agreement and for a pmod or five (5) Years fnllowmg the termination or expiration
of this Agreement, or with rcspoet Io any Confid that seerct of the Discloser,
for so0 lang a5 such i a trads t, Recipient shall hold Dlscloscr s ConfidentialInformation
in confidence and. will not disseminate or disclosz the Confidential Information to any thind party except
its Personnel, as set forth herein. Recipienmt will protect Discloser's Confidential Information with the same
degree of care it uses o protect its own confidential information of s similar nature, butm o event will Recipicnt

for monetary or other valusble consideration. Company eemi' ies that it understands and will comply with the Y Disal,
resticions on i procseug of Custome prsoal informatonas st frhin s Section 4 () Crent nocaay o e o Fghs i aton under s Ao s il e s Cotns
(d) Qwncrship of Reports and Aralvses. Company may provide Customer with certain reports and analyses as fion is disclosed anly 1o its employees, and other ly and collecti
part of the Services (“Reports”). Company shall retain 4l title to and ownership of and all propristary rights “Personne!”) with a bona fide need to know and whu are under bmdmg wrmeu obhguhons of confi dmnallty
with respect to such Reports, Company hereby grants Cr 8 ble, and non- with Recipient to protect Discloser’s Confidenti y in with the terms of this
transferable llc:nse, for (he t:rm of this Agreement, to use Reports strictly for Cusromer‘s owi internal, legitimate, Ag The Recipient shall be ible for any breach of this §.§ by any Personmel. In addition,
) . R will impl and maintai appropnatc hnical and to protect Confidential
{€) Mobile App and Paren uardlan Usage. Customer acknawledges that Users may need to d d the Tnf against accidental i idental loss, alteration, unauthorized disclosure or
Company's mobile applicetion {rom the relevant major mobile device provider app stores (iTunes or Google Play) access, and which provide s level of security i lc the risk d by the p g and the nature
ax;d that ui::n:f the COmP?Fy'x mobilc application or websiie by purenis/guardians is subject o Company’s lerms of the Confidenti to ofed. i may discloss Confidentiz] Information 1o the
of sarvice privacy policy, . . . » timited extent required to by the order or of a cour injstrative g or remmenl
(f) Feadback. If Customer provides any ideas, suggestions or d: te Y G s body; pmvxdad,cgu , that the R notifies the Di: iy in writing in vy of :uux:hu disl a::dl

software, products, services or fechnology {“Feedhack™), such Feedback is provided on e non-confidential basis
to Company end Company is free 1o retain, discloze, use and incorp such Feedback in Company’s and/or its
affilistes” productz and services, without p of or ather ideration 1o Cu Customer
understands and agrees that Conipany is not obligated to use, display, reproduce, or distribute any such Feedback,
and that u has no ﬂght to cemp:l such use, display, reproduction, or distribution. Nothing herein shall be

das il g an obligation on Custemer to provide Feedback to Company.
(z)
oli
(a) The partics agmc that Customer is an educational {nstitution, that Company is a service provider to Customer,

and that Company’s collection and use of the personally identifiable User Data of children under the age of 18
(“Minor User Data™) is eonducted on behelf of and with the authorization of Cusmm:f, in arder to provide the
Services requested by Customer. Customer has ived and reviewed Ci ’s Privacy Pohcy, Children’s
Privacy Policy and Notice of Privacy Practices (together the “Mﬂ") which include & privasy policy
and direct notice of privacy practices as required by the Children’s Online Privacy Protection Act Rule, 16 CER.
313 ("COPPA™). Customer to the collection, use and discl of Minor User Data as set
forth in the Privacy Policy as applicable to those Services requested by Company. For the purposes of COPPA,
Company acknowledges that it is an educational institution, that it plans to use the Services i its capacity as an
cducational ingtitution, and ihet it is authorized to consent to Company’s coll use aad discl of Minor
User Data by Company in order to provide the Services to Customer. Customer further acknowledges, and
Company agrees to provide, Customer an oppartunity to review the Minor User Data, and to request that such
data be deleted and/or no longer collected or used (which may impact the avnllahlllty of the Services). By
g this A t, Customer express}; ledges that it hes recei iewed the Privacy Policy,
and gmnls its nons:nl 1o Compary s collection, use and disclosure of Minor Uw Diata in sccordance with the
Privacy Policy, which mxy be updated from time to time, provided Customer will be notified of any materiel
changes.
(b) Notwilthstanding Section 5(b), Customer expressly agrees that Company mey de-identify or aggregate User
Data and Minor User Dafe 50 that it oo longer identifies an individuel under the age of 18 (“Aggregste Data™),
and may maintain lnd use. such data for its own purposes as set forth in the Privacy Policy, provided it has
saf ds wo prevent the re-identification of Aggregate Data.

6. Customer Responsibilities, Warranties and Restrictions,
(a) Customer agrees that it shall not do any of the following: (i) modify, make derivative works of, disassemble,
Teverse compile, or reverse engineer any part of the Services (including aay Client Software), or in any way

provides the Discloser wnh copics of any related information sa that the Discloser may take appropriate action
to protect its Confidential Infarmation.

{c) Afl Confidential lnformation is and shall remain the solepmpmy of Discloser, and Recipient shall not acquire
any ights or licenses tberein except as expressly st forth in this Agreement. Recipient shall retum to
Discloser (or at Discloser’s option, destroy) any and all Confidential Information and iy other information
and materials that contain such Confidential Information (including all copies in any form) immediately
upon Discloser’s written request, or upon the termination of this Agrecment, Within ten (10) days foltowing
Discloser’s written request, Recipient will provide Discloser with a writlen certification, as signed by an

officer or execunve Jevel employee of R certifying with this Section 7.

{d) Retipil dges that the disol ire of Confid fi in breach of the terms of this
Section_7 may cause Discl parable injury and d t]mtmay be diffi cul( 10 sscertnm. Thersfore,
Discloser, upon a discl or th d discl f any C by Retipient ar any

Personnel, will be entitled to injunctive relief {without bemg requined to post bond), mludmg, but not

Ilmued lc a p!ehmmnry injunction upon an ex parte applicution by the Diseloser to proteci and recover its

and the Recipient will not object to the entry of an injunction or other equitable relief

ngmn.st the Discloser on the basis of an adequate remedy st law, lack of irreparabls herm or amy

other reason.  Without limiting the foregoing, the Recipient will advise the Discloser immediately in the

mm that it learns or has reason to hefieve that any person or entity that has had access to Confidential

directly or indirectl lhrongh the R . has violated or intends to violate the terms of this

Agresment. This provision will not jn any way limit such otherremedies a5 may be availablc to
the Discleser, whether under this Apreement, at law, or in equity.

8. Billing and Payment.
(2) The amourt of the recurring fees associated with the use of the Services and the Support Services by
Customer shall be g5 set forth in the Order (the “Fees™). Fecs for Services may be charged based on the
oumber of (i) devices or active users, {ii} the number of students in a school or district, or (iif) students, teechers,
fav:uliy and staff in & school or district, as specified i un Ordsr. Additionally, there may be other besis for
lating the Fees, as sp d in the Qrder. The Fees exclude all spplicable sales, use, end other taxes, fecs,
duties md similar charges (“Taxes™), and Cu will be ible for p of all such Taxes (othes
than taxes based on Company's income) and any pensities or cha:ges that acerue with respect to the non-
payment of any Taxcs as well as governmen charges, end all and " fees Company
incurs collecting late All payable under this Agrecment will be payable in U.S$, Dollars within
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thurty (30) days of receipt of involce, unless speciticd otherwise m the Urder. Payment of fees shall be made by
the Customer prior to recelving the Services. The payment may be made by check or wire transfer. Late payments
may bear interest st the rate of 1.5% per manth (or the highest rate permited by law, if less).To the fullest extent
permitted by law, Customer wmives sll (i} claims relating to charges unless elaimed within si:ny (60) days

assistance o cormection with the defense (at Cu s bl

(b) Company_Obligations. Company shall defend Customer agamst any Claim made o brought :gum
Customer by a third party alleging that Customer’s use of the Service mﬁ-mguur i the i
mputynghuofathudpnly,mdshaﬂmdemmfyf‘ for any d: finally ded against, and for

after invoicing, and (ii) refunds under any situstions eside from those d in thi

attomey’s fees incursed by, Cu in with the Claim, on condition that Customer (a)

Notwithstanding any fees for services posted on Company's website or otherwise publuhed by Cmnpany, the
partics acknowledge and agres that the Fees may only be modified as set forth below in the “Modification;
‘Whaiver” section of this Agreement.

{b) Company may assign to a third party (a “Assignee™) all of its right, title and interest in all or any of the Fees
at any time. Upon any such assignment, Company will give Customer written notice thereof (s “Notice of
Assignment™). The Noticz of Assignment shall provide the name and contact information for the Assignee and
shall instruct Customer to make of the assigned Fees to the Assign Upon receipt of a Notice of
Assignment, (i) Customer shall sign the acknowledgement provision in such Notice ofAsslgnment and retumn it

pmmptly gives Company wrmen notice of the Claim; (b) gives Company sole control of the defense and

the Claim (pi d that C y naay nol scuie any Claun unlcss the settlement uncanditionally
release Customer of all liability); and (c) provid: ion with the definse (at
Company's reesonable expense). If a Claim is tuought or threatened, or Company believes is likely to oceur,
Company may, at its aption, (i) procure for Customer the right to use the Service, (ii) replace the Service with
ather suitable products, of (ifi) refund any prepaid fees that have not been earned and terminate this Agreement
upon notice. Company will have no liability under this Agmemem or oﬂmwm to the extent a Claim is based
upon(l)useoftllaSuvwem ibinstion with softy hnology not provided by Company, if

mCompanylspmd:dmmchNouaenf‘ i and (it} Ci shall be obligated to make all pay
of the assigned Fees to the Asi| fing the Order’s p i ions for such Fees.

9. Term and Terminstion,
(e) This Agreement commences on the Effective Date snd, unless terminated earlier in accordance with its temns,

shal remain in effect for the initial period specified in the Order (or, if no period is spunﬁ:dm the Onder, then
for an initial peried of twelve (12) months) (the “Initial Term™). This A will th for
successive twelve (12) month periods (each, a “Renewal Term™), unless either party glves the other party written
notice of non-renewal at least 30 days prior to the end of the then-curremt term. The Initial Term, together with
all R | Terms, are collectively referred to as the *“Term”,

(b) Either party may terminate this Agreement by giving written notice to the other party upon the occurrence of
an Event of Default by the other party. For purposes of this Agreement, “Event of Defaylt” means a breach by 2
party of eay of its representations, warranties, or obligations under this Agreernent, if such breach remains uncured
for a period of thtny (39 days fnllowlng reoc.ipt of writlen notice fmm the other pmy

(€) Any and all in this Agr which would be cxpected to be performed after the
ion or expirati oflhls‘ shall survive end be enforceable after such ion or
luding without limitati visi relating to ality, hif jal taxes,

representations and wummnu, mdemnification, limitations of liability, eﬂ'ects of mmmmnn. and governing

law,

10. Company Warran Compasy Disclalm i

(@) Cnmpmy wamnll 1o Customu thet it will provide the Services in u]l material respects as described in the
end user if any, and will provide such Services in a professional manner and in

would have been avoided In the absence of the eombmama. (b) madifications to the Service not
mede by Company, if infringement would have been avoided by the absence of the modifications, (c) use of any
vergion other than a current release of the Service, if infringement would have been avoided by use of a current
release, or (d) any action er omission of C for which C is obli d to indemnify Company under
this Agreement. This Section 12(b) states du: Compa.ny s sole lubllny o, and the Customer's exclusive remedy
sgainst, the Company for any type of i claim.

13. Ad and P ents. Ne:therparlywnllusethemherpmysmmeormuks r:&ttoor
ldennfydlemhetpanyulany dvertising or publici releasuor
others without such other party’s wmten app Naotwith g the fc

Customer's name as part of a publicly-available list of Company’s customers,

g Compnny may puhhsh

Bﬂﬂommp of the Parties. Thn pames are mdependenmommcmu with respect to each other, and nothing
this Agreement shall be d as loyee relationship, a partnership, fiduciacy, or
agmy relationship or any association or joint v:ntu:elmween thn partics,

14, Force Majeure. Except payment ohllgatmns, eny delay in or failure of performance by a party under this
Agreemeat will not be considered a breach of this Agreement and will be excused to the extent caused by any

the ble control of such party, provided that the perty affected by such event will
immediately notify the other party aud begin or resume performence as soon as practicable after the event has
sbated. If the ect or condition beyond a party’s reasonable control that provents such party from performing any

of i its obligations under this Agrcmt continues for thirty (30) days or more, then the other party mey

d with 1y d industry practi Ifthe § ided 1o Customer are not performed
nswmunled,Cuxmmuagmesthmummpmmpﬂymwdeawﬂmmﬂcetof‘ that describes the
deficiency in the Services.

(b) COMPANY DOES NOT GUARANTEE THAT (A) THE SERVICES WILL BE PERFORMED ERROR-
FREE OR UNINTERRUFTED, OR THAT COMPANY WILL CORRECT ALL ERRORS, (B) THE SERVICES
WILL OPERATE IN COMBINATION WITH CUSTOMER'S CONTENT OR APPLICATIONS, OR WITH
ANY OTHER HARDWARE, SOFTWARE, SYSTEMS, SERVICES OR DATA NOT PROVIDED BY
COMPANY, AND (C) THE SERVICES WILL MEET CUSTOMER'S OR ITS USERS' NEEDS,
REQUIREMENTS, SPECIFICATIONS, OR EXPECTATIONS. CUSTOMER ACKNOWLEDGES THAT
COMPANY DOES NOT CONTROL THE TRANSFER OF DATA OVER COMMUNICATIONS FACILITIES,
INCLUDING THE INTERNET, AND THAT THE SERVICES MAY BE SUBJECT TO LIMITATIONS,
DELAYS, AND OTHER PROBLEMS INHERENT IN THE USE OF SUCH COMMUNICATIONS
FACILITIES. COMPANY IS NOT RESPONSIBLE FOR ANY ISSUES RELATED TO THE
PBRPORMANCE, OPERATION OR SECURITY OF THE SERVICES THAT ARISE FROM CUSTOMER’S
CONTENT OR APPLICATIONS, OR THIRD PARTY CONTENT OR SERVICES, AND DISCLAIMS ALL
LIABILITIES ARISING FROM OR RELATED TO THIRD PARTY CONTENT OR SERVICES.

(c) NOTWITHSTANDING ANYTHING TO THE CONTRARY CONTAINED IN THIS AGREEMENT,
COMPANY DOES NOT GUARANTEE OR WARRANT (A) THAT THE SERVICES WILL COMPLY WITH
THE REQUIREMENTS OF THE CHILDREN'S INTERNET PROTECTION ACT, (B) THAT THE SERVICES
WILL FUNCTION TO PREVENT MINORS FROM BEING EXPOSED TO INAPPROFRIATE, HARMFUL,
UNSAFE, OR OBSCENE CONTENT ONLINE, (C) THAT THE SERVICES WILL FREVENT OR
OTHERWISE DISCOURAGE CYBERBULLYING OR SELF-HARM BY STUDENTS, (D) THAT THE
SERVICES WILL DETECT ALL CYBERBULLYING AND SELF-HARM BY STUDENTS, OR (E) ALL
SOCIAL MEDIA SITES, STREAMING MEDIA, WEB-BASED EMAIL SERVICES, CLOUD STORAGE
SITES, OTHER INTERNET SITES (INCLUDING PORN, GAMBLING AND OTHER INAPPROPRIATE
SITES FOR MINORS), DIRECT MESSAGES AND ELECTRONIC DOCUMENTS AND FILES WILL BE
BLOCKED OR MONITORED.

(d) FOR ANY BREACH OF THE SERVICES WARRANTY, CUSTOMER’S EXCLUSIVE REMEDY AND
COMPANY 'S ENTIRE LIABILITY SBALL BE THE CORRECTION OF THE DEFICIENT SERVICES THAT
CAUSED THE BREACH OF WARRANTY, OR, IF COMPANY CANNOT SUBSTANTIALLY CORRECT
THE DEFICIENCY IN A COMMERCIALLY REASONABLE MANNER (AS DETERMINED SOLELY BY
COMPANY IN ITS REASONABLE DISCRETION), THEN CUSTOMER MAY TERMINATE THE
SERVICES AND COMPANY WILL REFUND TO CUSTOMER THE FEES FOR THE TERMINATED
SERVICES THAT CUSTOMER PRE-PAID TO COMPANY FOR THE PERIOD FOLLOWING THE
EFFECTIVE DATE OF TERMINATION, TN SUCH AN EVENT, COMPANY SHALL ALSO EXERCISE
COMMERCIAILY REASONABLE EFFORTS TO PROVIDE CUSTOMER WITH REASONABLE
OPPORTUNITY TO ACCESS THE SERVICES FOR THE PURPOSES OF SECURING AND BACKING UP
CUSTOMER'S USER DATA.

(e} TO THE EXTENT NOT PROHIBITED BY LAW, THESE W. ARE EXCLUSIVE AND
THERE ARE NO QTHER WARRANTIES, AND COMPANY HEREBY DISCLAIMS AND EXCLUDES ALL
OTHER WARRANTIES, WHETHER STATUTORY, EXPRESS OR IMPLIED, INLUCIND ANY IMPLIED
WARRANTTES OR CONDITIONS OF MERCHANTABILITY, SATISFACTORY QUALITY, NON-
INFRINGEMENT AND FITKESS FOR A PARTICULAR PURPOSE.

11, Limitation of Linbility. BOTHPARTIES EXPRESSLY UNDERSTAND AND AGREE THAT NEITHER
PARTY SHALL BE LIABLE TO THE OTHER UNDER THIS AGREEMENT FOR ANY INDIRECT,
INCIDENTAL, SPECIAL, OR CONSEQUENTIAL DAMAGES OF ANY KIND (INCLUDING, WITHQUT
LIMITATION, DAMAGES FOR. LOSS OF GOODWILL, LOSS OF TIME OR LOST PROFITS) ARISING
OUT OF, OR IN ANY WAY CONNECTED WITH THIS AGREEMENT, EVEN IF SUCH PARTY HAS BEEN
PREVIQUSLY ADVISED OF THE POSSIBILITY OF SUCH DAMAGES, WITH THE EXCEPTION OF
WILLFUL OR GROSSLY NEGLIGENT BREACHES OF SECTION 7. AND) WITHOUT AFFECTING THE
LIMITATIONS OF LIABILITY SET FORTH IN SECTION 10, IN NO EVENT SHALL COMPANY'S
AGGREGATE LIABILITY OF ANY TYPE UNDER THIS AGREEMENT EXCEED THE AMOUNTS
ACTUALLY PAID BY AND/OR DUE FROM CUSTOMER. IN THE TWELVE (12} MONTH PERIOD
IMMEDIATELY PRECEDING THE EVENT GIVING RISE TO SUCH CLAIM REGARDLESS OF THE
FORM OF ACTION, WHETHER BASED ON CONTRACT, TORT, WARRANTY, NEGLIGENCE, STRICT
LIABILITY, PRODUCTS LIABILITY OR OTHERWISE. THIS PARAGRAPH DOES NOT APPLY TO
CUSTOMER'S VIDLATION OF COMPANY’S INTELLECTUAL PROPERTY RIGHTS.

12. Indemni

{a) Customer Obligations. Customer shalt defend Company against any claim, ceuse of action, suit or proceeding
(each a “Claim™) made or brought against Company by a third party arising out of or atributable 1o Customer's
use of the Service (other than as expressly set forth in Section 12(b) below), and shall indemnify Company for
any damages finally awarded against, and for reasonable attorney's fees incurred by, Company in connection with
the Claim, on condition that Company (a) promptly gives Customer written notice of the Claim; (b) gives
Customer sole control of the defense and settlement of the Claim (provided that Customer may not settle any
Claim unless the settlement unconditionally release Company of all Liability); and (c) provides reascnable

this A di: written notice % the non-performing party. Withaut lmitation,
act or condition beycmd Company’s reasonable contro? include all acts snd omissians of Company's service

providers. In the ¢vent of such ination by Cy Company shall refind 1o Customer such fees for the
terminated services that(_‘lummerpre-pmdmf‘ pany for the period foll theeﬁ‘ecdvedu:ommmon.
and shall also exercise commercialty reasonable efforts to provide Cu with access

the Services for the purpose of retrieving User Data. In sll cther instances of delay or failures on the part of
Company under this Section 15 (Le. wherein Customer does not or otherwise cannot terminate this Agreement
pursuant to this Sectjon 15), Customer shall not be entitled to any service credit or refund.

16. Binding Effi nmeut- Third Paxti The terms of this Agresment shall be binding on the parties
and all d essigns of the fi cT may pot assign, transfer or delogate its
rights or nbhpaons mder this Agreement (in whole or inpart) wulmu( the Company 3 prior written consent,
Compmymayﬁuly assign, transfer or delegate ils rights or ot under this A (in whole
or in part) without the Customer's consent, and nothing shall prohibit Company from ‘hiring qu].hﬁ:d
subcmm:mperﬁmnnnyuftheSmmorSuppmS:mm,u,. ided herein, Any

i transfer or dell of the foregoing shall be null end void. This Agresmentis
intended for the sole and exclusive benr.ﬁt of the parties, is not intended to benefit any third party, and only the
parties may enforce this Agreement.

17, Modification; Walver. All modifications to or waivers of any terms of ﬁus Agnemem {including any
exhibit) must be in a writing that is ngned by the parties hereto and this A

waiver of any breach of any provision of this A shalt a waiver of apy prior, mmmwr
subsequent breach of the same or any other provisions hereof, and no waiver shall bs effective unless made in
wriling and signed by an authorized representativa of the waiving party.

18. Governing Law. This Agresment and all actions arising out of of in connection with this Agresment shall

be d under and g

d by and interpreted in d with the laws of the State of California,

without regerd to the conflicts of law provisions thereof.

19. Severability,. Tn the event thal any provision of this Agrecment shall be held invalid, illegal, or
unenforceable by 2 court with jurisdiction over the parties lo this Agreement, such invalid, illepal, or
unenforcesble provision shall be deleted from the Agreement, which shall then be construed to give effect
to the remaining provisions theceof.

20. Noticea. All notices, and approvals under this A must be d d in writing
by pusonal delivery, courier, express mail service, or by certified or registered mail, (postage prepmd and return
receipt requested) orby e-mai, with reasorable cordinvation of receipt, to the other party at the address sei forth on at the
beginning of this Agresment (in the case of Company) or the Order {in the case of Customer), or such other
address as & party may designate from time to time by written notice to the other party. Notice given by mail shall
be cffective five (5) days after the date of muiling, postage prepaid and return receipt requested.  Notice by
personal delivery, courier service, or express mail service shall be effective upan delivery.

21, Interpretation. This Ag:e:ment may be executed in counterparts, each of which will constitute an original,
and alt of which will The section headings iptions in this Agr are for
convenience of reference only und hnve no legal effect.

21. Entive Agreement. This Agreement and the Privacy Policy constitute the entire sgreement between
the panies with respect to the subject matter hereof and supersede ali pnor and comempmneouuralor
writlen including, without limi

subnuned by Company that are not shown in the Order or my policies or terms lb.r the Smm:ea ponerl on
+.c2 other than the Privacy Policy.

L1
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Privacy Policy

Last updated: May 2020
Securly, Inc. (“we,” “our” or “us”) recognizes the importance of privacy. This Privacy Puolicy describes how we
collect, store, use and disclose, or otherwise process {collectively “process™) information, inchuding personal
informatign, that we obtain about visitors apd users of our website (the “Site”) as well as users
of our software and related serviess inchuding the Securly Parent Portal, Plugn® Play Hub, and mobile
applications {collectively, the “Services™). It does not apply to (and for purposes of this Policy “Services” does
not include) the personal information thet we procass tm behalf of institutional custemers that use our services; in
such cases we process personal information only on behelf of asadatap or service p
under applicable laws. and how we Process that information depending on the Services you subscribe to. For the
purposes of this Privacy Policy {"Policy™), “yon™ and “your™ refezs only to you as the visitor to our Site or user of
our Services.
By using our Services, you that your i will be handled as
described in this Policy. Any persanal mﬁnmalmn we collect about students who are children under 13 years old
will be treated in accordance with our and our
Your use of the Services, and any dispute oves privacy, is subjest to this Polu:y. or where epplicable the COPPA
Palicy, and our Terms of Use including any applicable limitations on damages and resolution of disputes. The
Terms of Use are incorporated by reference into this Policy.
We Process your personal information as set forth in this Policy or otherwise with your consent or as permitted or
required by law. In ¢ase we base our Pr ng of your p l infc ion on your consen, you may withdraw
your congent al eny time. However, withdrawing consent may result in our inability to continue providing you
with some or ell of the Services.
Please note, where Securly collects and Processes personal mﬁonmunn in nrd:r 1o provide owr S:mcu ln
customers, your child’s school for example, we will only process i including persanal i

Vitat Interest: In addition, in rare cases we may process your p 1 infi jon where
vital interests of any individual

'y 10 protect the

3. How We Use Your Information
« Prinddding and Improving Services. To pmvnde you vn(h. maintain, and i mpmve our Semcu. to develop new
features, products, or services; to perform P such as updsting [ icate youas a
valid user; to preveat lent activity on our platfc and for other service purp {Legal bases:
performance of our contract with you; and/or our legitimate interests).
® Responding to requests. To respond 10 your enguiries, folfill your arders and requests. (Legat basis:
performance of our contract with you).
o Personalizing Content and Ads. We may use the information we collect 2bout you to personalize the
information and content we display to you, including to tailor the content and information that we may send o
display to you, and 1o otherwise personalize your experiences while using Services, including providing you with
more mlcvanl ads. (Legal basis: our legitimate interests).
- '] andr /7 Towmm\mlmwxﬂ:ywnbomyou:mumandusenfours“vm,w
send you pmduct or nervwe, updates; to respond ta your inquiries; to provide you with news, special offers,

and other it we think may interest you; and for other informational, marketing, or

i Our with you may include communications via email. Please see our
section n:yrdm.g Your Choices for more information about how to change your communications preferences. If
you are located in a jurisdiction that requircs opt-in consent to receive electranic marketing messages, we will
enly send you such messages if you opt-in to receive them, We do not use personal information to market to
students or children, {Legal bases: our legitimate interests; and/or with your consent).
© Research and Analytics. To anelyze how you interact with our Sexvices; to monitor and analyze usage and
activity trends; and for other research, analytical, and statistical purposes. (Legal basis: our legitimate interests).
 Protecting Our Legal Rights And Preventing Misuse. To protect the Site and our business operations; to
prevent and detect fraud, unauthorized acnvmes and access, and other mlsusc. whue we believe necessary { 10

al 75

(hereafter “Customer Data™) on behalf the particular customer in order to provide our services to that customer.

Securly ir 2 dats processor for Custoraer Data, and as such our collection, use, discl and other p ing of
Customer Data is subject to the privacy policy and information practices of our respectiv
For the purp of GDPR, our C are the data commllen of the Customer Data we process. With respect

1o the other persanal information that we process, Securly, fnc and Securly Ltd. are the controliers of your
persenal informaticn.

1. Informatton We Colhd Abﬂnt You

We may colleat i ! inf ion (s defined by epplicable privacy law), directly from
you, from third perties such as your clnld’s school, or antomaticatly though your use of the Services. Weo may
combine c¢riain information we collect fram these various sources

Information We Col.lect lhmlly from Ynu.

ﬁum you directly a8 set out below.

We collect p ion from you when you sign up for an

account with us, including ywrnme and email addtess We may also ask or allow you to submit additional

accaunt information, such as your phone mumber, student name, student school, location of school. You may

browse parts of our Site without ¢reating an account, however, if you would like to use Securly's Services, we ask

you lo creale an account.

Customer Support. We collect personal information you provide, when you submit e request through our Site,

guch as your email address, or if you otherwise contact our customer support services via email, phone, or chat,

related ta your enquiry or complaint. We keep a copy of such records in our customer files.

Newsletters and Updates. You eut al50 sign up to reteive emails and offers from us by submitting your name,

cmail address, and ip vode or area code. For information on how 10 opt-out of receiving newsletters and updates

via emai} please see belaw.

Securly Hub. 1f you purchase our Hub, we collect your name and shipping information and collect certain

trangactional juformation related to your purchase. We use third party payment processors who handle our

pnymems If you decide to connect your Plug *a Play devices through our Securly Home App, we collect personal
ion from your d Hub devices, such a3 your IP address, Mac Address]. Pleasc note that you are

not required to canneet your Hub with our Services. However, if yor do not connect such device we may not be

abie to offer you our full range or all of our Services.

Other Inft tlon We Collecz Your Usage of Qur Servit ‘We collect p t i about

your use of our Services, such as your purchage history, ontine related activity such as sites visited, online

searches and videos warched, email content, email address, and geolocation information.

Iaformation We Collect from Third-Party Sources

‘We may also collect information about you from third parties, which we append to the information we have

collected.

‘We Collect A icall

We ically cotlect i ion about you through your use of our Services, including log files, 1P address,
app identifier, advertising 1D, location info, browser type, device type, domain name, the website that led you to
our Services, the website to which you go after leaving our Services, the dates and times you access onr Services,
and the links you click and your other activities within the Services (“Usage Data™). If you euthorize us (o collect
your geolocation information, we will collect it while our App is running on your device, You can disable our
aceess to your location services by changing your device's locstion settings. For more information please see the
Cockie and Other Tracking Mechanisms Section further befow.

2, Purposes and Legal Bases of Use
Certain laws, including the EU General Data Protection Regulation (“GDPR”), require that we inform you of the
legal bases for our p ing of your p 1 infe ian. Pursuant to the GDPR (and other similar laws), we

process personal infarmation for the following legal bases:
Performance of Contract: a5 necessary to enter into or carry out the performance of a contract with you, for
example creating ynur customer account and processmg yuur paym-ts

Our Legidh B in furth of our L which are no overridden
by your i and fund; t rights, including:
* Pastt of with and other partics

« Implementation and operation of support services for our business operations
. lmpmwng our Slte and Seevices, developing reports, aod aimilar purposes
and improving our Site and Sarvx.ces, including other forms of marketing

and analytics
» Fraud detection and p ion, Including misuse of Services
» Physical, IT, and netwurk penmeter secutity
. lmemx\l mvesngmons
o N and and other busi i ling related
Compliance mth Laws; for 1 with Jegal obli and/or defense against Iegal chums, uu:ludmg those

in the area of labor and employment law, social security, and data protection, tax, and ather corporate compliance
laws.

With pour consent: where we have your consent - for examnple for some forms of direct marketing, or for the
setting of certain cookies - (the GDPR (where it applies)) and other applicable laws give you the right to withdraw
your consent, which you can do at eny time by contacting us using the details sel out at the end of this Policy.

prevent or take action di B

lhruis to the safoty or legal rights of any person or third party, or vwlahons of our Terms oste ar this Policy.
(Legal bases: our legitimate interests; and/or compliance with laws)

. !‘ phing & with legal obligati To comply with the law or legal proceedings. For cxemple, we may disclose

ta subp court order, and other hwful requests by regulators and law enforcement,
including respond:ng to national security or law enfi q (Legal bases: our
tegilirnate interests; and/or compliance with laws)
« Related to our general bissis P 0 ider and impl mergers, Bcquisitions, reorganizations,
and other busi and where y to the edmini of our general business, accounting,

dkeeping and legal fi (Legal bases: our legitimate intatests; and/or compliance with laws)
* Aggregate, De-identifted or Anonymons Date. We also create and use aggrogate, anonymous end de-identified
data to assess, improve and develop our busmess, products and services, and for similer research and analylics
This infc ly subject to the restrictions in this Policy, provided it doss not identify
and could nat be used to ldennfy a pamu:nlar individual.

4. Bow We Disclose Your Information

n general, we disclose the perzonal information we coflect as follows:

» Affiliates. We may share your personal information with our affiliates, whose handling of personal information
is subject to this Policy.

Service Providers. We may disclose the information we collect from yon to our third-party vendors, service
providers, marketing partners, third parties, contraclors or agents who perform fonctions ont our behalf so we can
provide you with the Sexvices. These may include companies who send etmails to our costomers and prospeotive
customers; help us to track email response rates, viaws and forwands; to serve visitor advertisements end to
provide advertisemems about products of interest to them; end to collest data about how customers and
prospective customers interact with our products over time.

» Business Transfers. We may disclose information to another entity in conncetion with, including during
negotintions of, an acquisition ar merger, sale or tranafer of cur assels, a, bankrupicy proceeding or as part of any
other similar business transfer, including during negotiations related to such transactions.

o In Response to Legal Process. We also may disclose the infurmation we collect from you in order to comply
wmh the law, a judicial proceeding, court arder, or ather legal procexs, such £ in response to & court arder ot a

. Ta Prvwd Us und Others, We also may disclose the information we collect from you where we belwve 1! is
necessary to inve! prevent, or teke action regarding filegal activities, suspected fraud, si ing
potential threats to the safety of any person, violations of our Terms of Use or this Policy, or as svidence in
litigation in which we are involved.

 Aggregate and De-tdentified Information. We may share sggregate or otherwise de-identified information
about users with third parties for marketing, advertising, h or similar

5. Use of Cookies and Other Tracking Mechanisma

We and our third-party service providers may uso cookies, log files, Web beacons and other tracking mechanisms
1o track information about your use of our Services. We and our third-party service providers use cookies and
other tracking ismna to track infc ion sbout your use of our Services. We mey combine this information
with other personal information we collect from you (and our third party service providers mey do so on our
behalf),

Coakdes. Cookies ere elphanumeric identifiers that we transfer to your computer’s hard drive through your web
browser for record-keeping purposes. Some cookies aliow us to make it easier for you to navigate our Site and
Services, while others arc used to cnable a faster login process or to allow us to track your activities at our Site
and Service. There are two lypes of cookies: session and persistent covkies.

Disabling Cookies. Mast web browsers automatically accept cookies, but if you prefer, you ean edit your browser
optiana to block them in the future. The Help portion of the toolbar on most browsers will e you how to prevent
your computer from accepting new cookics, how (o have the browser notify you when you receive a new cookie,
ar how to disable cookies altogether. Visitors to qur Site who disable coakies will be able to browse certain areas
of the Site, but some features may not function. Please keep in mind that without cookies you may not have acoess
te certain features of our products and services on this site, ineluding access to your accourd or profile and certain
personalized content.-

Ciear GIFs, pixel tags and other technologies. Clear GIFs are tiny graphics with a unique identifier, similar in
function to cockies. [z contrast to conkies, which are stored on your computer’s hard drive, clear GIFs are
embedded Invisibly on web pages. We may use clear G1Fs {a.k.0. web beacons, web bugs or pixel 1gs), in
connection with our Services to, among other things, track the ectivities of Site visitars, help us manage content,
and compile statistics about Site usage. We and our third party service providers may also use clear GIFz in
HTML e-mails to you, to help us track e-meil response rates, identify when our e-mils are viewed, and track
whether our e-mails are forwarded.

Third Party Analytics, We use automated devices and spplications, such a5 Google Analytics, to evaluate usage
of our Site and our Services. We also may use other analytic means to evaluate our Services, We use these tools to
help us imp our Services, perft and vser experiences. These entities may usz cookies and other
lrnckmg lechnologms to perform their services,

f ‘We may use

for the purpose of administering aur Services to
you.
Do-Not-Track Sigrals. Our Site does not curreatly respond to do-not-track signals. For more information about
do-not-track signals, please click [i21c. You may, however, disable certain tracking as discussed in the

: section above: (¢.g,, by disabling cookies).
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6. "Interest-Based ']
‘We mey work with third parties such as network edvertisers to assist ns in displaying advertisements on third-
party websites, and to evaluate the success of our advertising campaigns. We may use information about your visit
to aur Site for these purposes; however, we do not use personal information collected from the Services for these
purposes.
You may opt-out of many third-party ed ks, including those op dby bers of tie Ni k
Adventising Initiative (“NAT™) and the Digital Advertising Alliance (“DAA"). For more information regarding this
practice by NAI members and DAA members, and your choices regarding having this information used by these
companies, inctuding how to opr out of ad nefworks operated by NAT and DAA members, please visit their
respective websiles:
Cunada;
Bu:
us: 3 !
Opting-out of participating ad networks does not opt you out of being served advertising. You may continue to
receive generic or “contextusl” ads on our Scrvises for Ic, based on the particular website that you are
viewing (ie, [ ad g). You may also 1o receive targeled ads on other websites, from
companics that do not participate in the above programs. Plessc note, that opt-cut mechanisms arc cookie based;
30, if you delete cookies, configure your browser to block, or reject cookies or use another device, your opt-out
will no longer be effective.

7. International Transfers

Securly, Inc. is headquartered in the United States of America and has of and service p
Uhited States and other jurisdictions. As such, we and our service providers may transfer your personal
information to, or aceess il in, jurisdictions (including the United States, India, and Mexico) that may cot provide
levcls of data protection equivalent to your hame jurisdiction. We will take steps to snsure that your personal

'Yy

inthe

information which has our legitimate intcrests as its legal basis. You may exercise this right without ncurring any
costs. If you raise an objection, we have an opportunity 10 demaonstrate thet we have compelling legitimate
interests which override yaur rlghts nnd freedoms. The right to object does not exist, in particular, if the

ing of your p is y te take steps prior to entering inte a cantract or to perform a
comram already concluded.
Right to (date} portadility: You can ask us to pravide your p ] infe oyouina
uged, machine-readahle format, or you cen ask to have it *ported” directly to another Data Controtler, but only
where our processing is based on your consent and the processing is carried out by sutomated means.
Right to withdraw consent. You can withdrew your consent in respect of any p of ] infc
which is based upon a consent which you have previously provided.
R@htnaﬂﬂnnwpynﬂaquyoumﬂkmohmnnopyufm fie to, the safeg under which
Your p is transfered outside the EU/EEA. We may redact data transfer agreements to pratect
commercial terms.
Right to lodge & complaint with your local supervisory euthorlty: You have a right to lodge & complnun wuh
your local supervisory authurity if you have cancems sbout how we are p ing your p We
ask that you please attempt to resolve any issue with us first, aithough you have a right to conlect your supervisory
authority at any time.
Submitting u GDPR Reguest: please contact us as set ont in the “Camtact Us™ section below to exercise one of
these rights. If we receive any requests from individuals related to the Platform Data, we will forward the request
to the relevant clients.

11. Children

Please vefer to our COPPA Policy with respect to the personal information collected from children and students
under the age of 13 via the Services. Children under the age of 16 cannot legally give their consent. Instead,
consent of their parent or legal guerdian needs to be provided.

12. Retention
We will generally keep personal infarmation anly for as long as it remains necessary for the identified purposes or
nsaut‘bmzed crreqlmdbylaw We may retain certain data as necessary to prevent fraud or future sbuse, or for

receives an adequate level of p ion in the jurisdictions in which we process it in accordance with
pplicable laws, including through approp written data p g terms and/or data transfer agreements.
If you are in the European Economic Area (“EEA™), and we process your personal information in a jurisdiction
that the European Commission has deemed to not pravide an ad {evel of data pi {a “third country™),
we will impl to adequate; pmmymupmalmformmon.suchaspuumgmplme dard
| cleuses approved bythe“ P ission or another thntlmsbeen nppmedbytthU
Commission as adduci f ‘rorlhe ion of p i when ferred to

third country. You have 2 nght to obtain details of the mechanism undar which your personal information is
transferred outside of the EEA; you may request such details by contacting us as set forth in the *“Contact us"
section below.

such as analyzis of aggregated data, account recavery, or if raquired by law. All
retained personal information will remain subject fo the terms of this Policy.

13. Changes to this Policy
This Policy is current as of the date set forth above. We may change this Palicy from time to time, so please be

sure to check back periodically. We will post any changes to this Policy on ou: . [f we make any changes o
this Policy that materially affect our practices with regard to the p ‘we will endk to provide
8. Security of Your Pemma! Inrorm:ﬂon you with notice in advance of such change by prominently hnghhghlmg the change on our Site or make other
The sccurity of your p isi 1o s, We have impl d a secusity p designed appropriate notice 10 you.
to protect ﬂlemformucnweeolleclﬁomloss.nﬂnm horized access, discl I and
, no ission over the [nternet is 100% secum 14, Contact Us
We encousage you to help protect the security of your | For instanos, never give oul your If you bave sny questi or about the privacy aspects of our Services or would like 1o make
pensonal credenﬁals when you are using the Services, 50 |hat other people will not have access to your personal & complaint, please contact:
you are responsible for mai 2 the security of any personal computing device on Vinay Mahadik
which you utlllze the Services. We ere not responsible for any lost, stolen, o compromised passwords or for any Privecy Director
activity on your account via unauthorized password activity, Securly, Ine.

9, Your Choices

Correcting or Deleting Personcl Information. Y ou may modify or delete certain of your personal information
that you have submitted by logging into your eccount and updating your profite i including your user
name and password. Pleasenotethmwumy retain certain infarmation about you as required by law or as

p d by law for ) {e.g. in d with our record retention policies or to
enforce our Terms of Sefvn:e).
If you wish to muke an access or tequest Tegarding your p { infi please contact the

Privacy Director, as referenced below.

Opting ot of Email Communications. We may send periodi jonal or infk it
parent users. You may opt-out of such communications at all times by following the opt-out i
in the &-mail. Please note that it may take up to 10 business days for us to process apt-out requests. 1f you opt-out
of receiving emails about datians or othar inf¢ ion we think may interest you, we may still send you
transactional e-mails, such as about your account or any Services you have requesied or received from us.

| emails to school a.nd

10, Additional Rights for EEA individuals
According to the GDPR, individualg in the EEA have the below rights with respect to their personal information.
Please note um your abxluy to exercise certain rights (objection; portability) will depend on the basis on which
your p i d (see section ii), and the exercise of al! rights may be subject o exemptions
ar restrictions under applwuble law — we will advise you if we rely on these. We may also need to agk you to
provide evidence of your identity befors complying with a request.
Righs of access: You can ask us 10: confirm whether we are p ing your give you 2
copy of that information; provide you with other inft sbout your ] inft ion such as whal data
we have, what we use it for, who we disclose it to, whether we transfer it ebrosd and how we protect ir, how long
we keep it for, what rights you have, how you can make a complaint, where we got your information from and
whether we have carried out eny profiling, to the extent that such information hag not already been provided to
you in this Policy.
Right to rectify and complete personal information: You can ask us to rectify inaccurate information. We may
seek to verify the accuracy of the data before rectifying it.
Right of erasure: You can ask us to erase your personal information, but only where: it is no longer needed for the
purpases for which it was collected; you have withdrawn your consent {where the data processing was based on
consent); following a successful right to object (see ‘Objection’ below); it has been proceased unlawfully; or to
comply with a legal obligation to which we are subject. We are not required to comply with your request to erase
your p ion if lhe of your personal i jon is ry: for i with a legal
blig or for the i ar defense of legal clatms. Therce are certain other circumstances in
which we are not required to comply with your erasure request, although these two are the most likely
circumstances in which we would deny that requesl.
Right of restriction: You can azk us to restrict (i.c., keep but not use) your persmal information, but only where:
its accuracy is contested, to allow us to verify its ; the p g i5 uni , but you do not want it
ecrased; it is no longer needed for the purposes for which it was cnllected. out we still need it to establish, exercise
or defend legal claims; you have exemsed the right to object, and verification of ovetriding grounds is pending.
‘Weczn 10 use your p following & request for restriction, where: we have your
consent; to establish, exercise or defend legat claims; or to protect the nghts of another natural or legal person.
Right to object te our use of your p  infe for for direct marketing purp You can request that we
change the manner in which we contact you for marketing purposes. You can request that we not transfer your
personal information to unaffiliated third parties for the purposes of direct marketing or any other purposes.
Righi 1o abject for other purposes: You have the right te object at any timie to any processing of your personal
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