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PlayVS provides the infrastructure and platform for amateur esports, starting with high schools.
We partner directly with game publishers and states to build and operate sanctioned leagues
across the country. Through partnership with the National Federation of State High School
Associations (specifically, the NFHS Network), PlayVS empowers students to compete in
esports on behalf of their high school, with the opportunity to win a championship, just like any
other youth sport.
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X

X In accordance with PlayVS Standard Data Retention and 
Destruction Practices except that PlayVS shall not dispose 
of Competition Data (as described in Exhibit H)
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Article II(1) Student Data Property of LEA is supplemented with the following language:
PlayVS currently does not send marketing materials to students’ email addresses. To ensure continuation of this policy,
PlayVS will maintain an internal suppression list for all participating Utah schools and include all Student Data from Utah
schools on this suppression list to prevent PlayVS from sending marketing emails or messages to a student’s school email
address

Article II(3). Separate Account.
PlayVS is used by individuals for non-scholastic esports activities as well as scholastic competitions. Any student that
creates and maintains a personal, non-scholastic account with PlayVS has the ability to transfer, store, or maintain Student
Data in such personal account. Information maintained in a personal account is not considered Student Data under this DPA.

Article IV(4). No Disclosure.
Provider discloses Student Data to other authorized users or organizations associated with the student’s use of the Provider
Service and with third parties as authorized by the LEA or LEA Authorized Users, such as a Coach or team administrator.

Competition Data, including player statistics and team competition records, is posted on the Provider’s Service and may be
available to the public. Competition Data includes: student athlete player name or in-game name, full name, graduation year,
school (name, city, state), photo and/or avatar, and esports position, as well as athlete player statistics and gameplay
highlights. Many Schools consider the type of personal information contained in Competition Data to be to be “Directory
Data” under FERPA.

Article IV(6). Disposition of Data.
Provider shall delete Student Data at any time within sixty (60) days of receipt of request by the LEA, eligible student or
parent or legal guardian. LEA is responsible for maintaining current student athlete roster and informing Provider to destroy
District Data which the District no longer needs to retain for an educational purpose. Upon Termination, Provider shall
destroy Student Data in accordance with Provider’s standard data retention polices and procedures.
Provider may not be able to delete Competition Data which is posted publicly on the Provider Service. Provider agrees to
take reasonable steps to remove direct identifiers (such as name or player name) from Competition Data upon request by
the LEA or by a parent or student.

For clarity, Provider will not be required to delete any information which has been de-identified or disassociated with personal
identifiers such that the remaining information cannot reasonably be used to identify a particular individual, nor will Provider
be required to delete information that has been transferred to a personal account, except at the direction of the student or
parent.


