












































Category of
Data

Application
Technology
Meta Data

Application Use
Statistics

Assessment

Attendance

Communications

Conduct

Demographics

Washington Student Data Privacy Agreement V 1.0

Elements

IP Addresses of
users, Use of
cookies etc.
Other application
technology meta

data-Please specify:

Meta data on user
interaction with
application

Standardized test
scores

Observation data
Other assessment

data-Please specify:

Student school
(daily) attendance
data

Student class
attendance data

Online
communications
that are captured
(emails, blog
entries)

Conduct or
behavioral data

Date of Birth
Place of Birth
Gender
Ethnicity or race

EXHIBIT “B”

SCHEDULE OF DATA
Check
if gsed Category of
y Data
your
system
X
Yes, data is
used to
improve the
product
Enrollment
Parent/Guardian
Contact
Information
Parent/Guardian
1D
Parent/Guardian
X Name
Schedule
X
14

Elements

Language
information (native,
preferred or primary
language spoken by
student)

Other demographic
information-Please
specify:

Student school
enrollment

Student grade level
Homeroom
Guidance counselor
Specific curriculum
programs

Year of graduation
Other enrollment
information-Please

specity:

Address
Email
Phone

Parent ID number
(created to link
parents to students)

First and/or Last

Student scheduled
courses
Teacher names

Check
if used
by
your
system

35, English teacher’ s nan



























Amendment to

WASHINGTON STUDENT DATA PRIVACY AGREEMENT
Version 1.0

Between
Northshore School District
and
NoRedInk, Corp.

1. Article ILS is replaced as follows:

5. Subprocessor. Provider shall enter into written agreements with all Subprocessors
performing functions pursuant to the Service Agreement, whereby the Subprocessors agree
to protect Student Data in manner consistent with the terms of this DPA; provided,
however, that LEA acknowledges that Provider cannot impose specific tems on its
independent infrastructure providers, but Provider will be responsible for the actions or
omissions of such infrastructure providers, and will only utilize infrastructure providers

which maintain data protection and security policies consistent with those described in
Exhibit “F".

2. Article V.his replaced as follows:

h. Subprocessors Bound. Provider shall enter into written agreements whereby
Subprocessors agree to secure and protect Student Data in a manner consistent with the
terms of this Article V; provided, however, that LEA acknowledges that Provider cannot
impose specific tems on its independent infrastructure providers, but Provider will be
responsible for the actions or omissions of such infrastructure providers, and will only
utilize infrastructure providers which maintain data protection and security policies
consistent with those described in Exhibit “F". Provider shall periodically conduct or
review compliance monitoring and assessments of Subprocessors to determine their
compliance with this Article.

3. Article VIIL9 is replaced as follows:

9. Authority. Provider represents that it is authorized to bind to the terms of this
Agreement, including confidentiality and destruction of Student Data and any portion
thereof contained therein. Provider further represents that it will be responsible for the
compliance with this Agreement by all related or associated institutions, individuals,
employees or contractors who may have access to the Student Data and/or any portion
thereof, or may own, lease or control equipment or facilities of any kind where the
Student Data and portion thereof stored, maintained or used in any way. Provider agrees
that any purchaser of the Provider shall also be bound to the Agreement.








