







































































dispose of Student Data shall not extend to Student Data that had been De-
Identified or placed in a separate student account pursuant to section |l 3. The LEA
may employ a "Directive for Disposition of Data" form, a copy of which is attached
hereto as Exhibit "D". If the LEA and Provider employ Exhibit "D," no further written
request or notice is required on the part of either party prior to the disposition of
Student Data described in Exhibit "D.

Article VIl Section 1: Termination. Per LEA’s request on Section 15 of Exhibit G, the
following shall be deleted: “ln-the-event-that-either-Party-seeks-to-terminate-this- DPA;
they may de se by mutual written consent se long as the Servise Agreement has lapsed
of has been terminated. Either party may terminate this DRA and any servce agreement
or-contract-if-the-other-party-breaches-any-terms-of-this-BPA.” The following shall be
inserted in lieu thereof: “In the event either Party seeks to terminate this DPA, they may
do so by mutual written consent so long as the Service Agreement has lapsed or been
terminated. One party may terminate this DPA upon a material breach of this DPA by
the other party. Upon termination of the DPA, the Service Agreement shall terminate.”

Exhibit D: Directive for Disposition of Data:

Add: “The Parties agree that in lieu of the form found on Exhibit D, LEA may complete
the form located at https://www.mheducation.com/privacy/privacy-request-form.”

Exhibit G Supplemental SDPC State Terms for lllinois:

Section 1: Compliance with lllinois Privacy Laws. In performing their respective
obligations under the Agreement, the LEA and the Provider shall comply with all applicable
lllinois laws and regulations pertaining to student data privacy, confidentiality, and
maintenance, including but not limited to the lllinois School Student Records Act ("ISSRA"),
105 ILCS 10/, Mental Health and Developmental Disabilities Confidentiality Act
("MHDDCA"), 740I1LCS 110/, Student Online Personal Protection Act ("SOPPA"), 105ILCS
85/, Identity Protection Act ("IPA"), 5 ILCS 179/, and Personal Information Protection Act
("PIPA"), 815 ILCS 530/ and Local Records Act (“LRA”) 50 ILCS 205/.

Section 4: Limitations on Re-Disclosure: The Provider shall not re-disclose
Student Data to any other party or affiliate without the express written permission of the LEA or
pursuant to court order, unless such disclosure is otherwise permitted under SOPPA, ISSRA,
FERPA, and MHDDCA. Provider will not sell or rent Student Data. In the event another party,
including law enforcement or a government entity, contacts the Provider with a request or
subpoena for Student Data in the possession of the Provider, the Provider shall redirect the
other party to seek the data directly from the LEA. In the event the Provider is compelled to
produce Student Data to another party in compliance with a court order, Provider shall, unless
prohibited by obligations of confidentiality in such court order, make a good faith effort to notify
the LEA at least five (5) school days in advance of the court ordered disclosure and, upon
request, provide the LEA with a copy of the court order requiring such disclosure.
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https://privacyportal.onetrust.com/webform/eddbe31c-378b-4242-9c5c-0b992061c639/8c700959-d284-4c02-8eb6-8aa85cc718b7






