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Amendment One to Texas Data Privacy Agreement Version 2.0 Between Frisco l.S.D. and Supplier 

This amendment agreement, made and entered into is effective as of ___ (the 
"Amendment"), is to modify the Texas Data Privacy Agreement Version 2.0 between Frisco 
Independent School District and (the "Supplier" as identified below). The terms of the Agreement 

are fully incorporated herein, and shall remain in effect, except as expressly amended herein. 

WITNESS ETH: 

WHEREAS, it has been determined that there is a need for the service provider to have access 
to data to perform the requu.'ements ofthis contract; 

WHEREAS, Parties are in agreement that the existing agreement shall be modified as listed 
below: 

Article Il.6 shall now read: 

No Unauthorized Use. Operator shall not use Data for any purpose other than as explicitly 
specified in the Service Agreement and as set forth on Attachment A, attached hereto and 
incorporated herein by this reference. The receipt and use of data under the Service 
Agreement shall not apply to information received by the College Board outside of the 
Service Agreement. 

Article IV.6 shall be added: 

Authorized Use. The data shared pursuant to the Service Agreement and as set forth on 
Attachment A, including persistent unique identifiers, shall be used for no purpose other 
than the Services stated in the Service Agreement and/or otherwise authorized under the 
statutes referred to in subsection (1), above. Operator also acknowledges and agrees that it 
shall not make any re-disclosuTe of any Data or any portion thereof, including without 
limitation, meta data, user content or other non-public information and/or personally 

identifiable information contained in the Data, without the express written consent of the 
LEA. The receipt and use of data under the Service Agreement shall not apply to 
information received by the College Board outside of the Service Agreement. 

Article V. l.d. shall now read: 

Security Technology. When the service is accessed using a supported web browser, Secure 
Socket Layer ("SSL") or equivalent technology shall be employed to protect data from 
unauthorized access. The service security measures shall include server authentication and 
data encryption. Operator shall host data pursuant to the Service Agreement in an 
environment using firewalls or similar controls that are periodically updated according to 
industry standards. 

Article V. Li shall now read: 
Audits. Within 30 days of receiving a request from the LEA, and not to exceed one request per 
year, the LEA may audit the measures outlined in the DPA. The Operator will cooperate fully 
with the LEA and any local, state, or federal agency with oversight authority/jurisdiction in 
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