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permitted by the LEA or this DPA. This prohibition against disclosure shall not apply to aggregate 

summaries of De-Identified information, Student Data disclosed pursuant to a lawfully issued subpoena 

or other legal process, or to subprocessors performing services on behalf of the Provider pursuant to this 

DPA. Provider will not Sell Student Data to any third party. 

5. De-Identified Data: Provider agrees not to attempt to re-identify de-identified Student Data. De-Identified

Data may be used by the Provider for those purposes allowed under FERPA and the following purposes:

(1) assisting the LEA or other governmental agencies in conducting research and other studies; and (2)

research and development of the Provider's educational sites, services, or applications, and to

demonstrate the effectiveness of the Services; and (3) for adaptive learning purpose and for customized

student learning. Provider's use of De-Identified Data shall survive termination of this DPA or any request

by LEA to return or destroy Student Data. Except for Subprocessors, Provider agrees not to transfer de­

identified Student Data to any party unless (a) that party agrees in writing not to attempt re-identification,

and (bl prior written notice has been given to the LEA who has provided prior written consent for such

transfer. Prior to publishing any document that names the LEA explicitly or indirectly, the Provider shall 

obtain the LEA's written approval of the manner in which de-identified data is presented.

6. Disposition of Data. Upon written request from the LEA, Provider shall dispose of or provide a mechanism

for the LEA to transfer Student Data obtained under the Service Agreement, within sixty (60) days of the

date of said request and according to a schedule and procedure as the Parties may reasonably agree.

Upon termination of this DPA, if no written request from the LEA is received, Provider shall dispose of all

Student Data after providing the LEA with reasonable prior notice. The duty to dispose of Student Data

shall not extend to Student Data that had been De-Identified or placed in a separate student account

pursuant to section II 3. The LEA may employ a "Directive for Disposition of Data" form, a copy of which

is attached hereto as Exhibit "D". If the LEA and Provider employ Exhibit "D," no further written request

or notice is required on the part of either party prior to the disposition of Student Data described in Exhibit

"D.

7. Advertising Limitations. Provider is prohibited from using, disclosing, or selling Student Data to (a) inform,

influence, or enable Targeted Advertising; or (bl develop a profile of a student, family member/guardian

or group, for any purpose other than providing the Service to LEA. This section does not prohibit Provider

from using Student Data (i) for adaptive learning or customized student learning (including generating

personalized learning recommendations); or (ii) to make product recommendations to teachers or LEA

employees; or (iii) to notify account holders about new education product updates, features, or services

or from otherwise using Student Data as permitted in this DPA and its accompanying exhibits

ARTICLE V: DATA PROVISIONS 

1. Data Storage. Where required by applicable law, Student Data shall be stored within the United States.

Upon request of the LEA, Provider will provide a list of the locations where Student Data is stored.

2. Audits. No more than once a year, or following unauthorized access, upon receipt of a written request

from the LEA with at least ten (10) business days' notice and upon the execution of an appropriate

confidentiality agreement, the Provider will allow the LEA to audit the security and privacy measures that

are in place to ensure protection of Student Data or any portion thereof as it pertains to the delivery of

services to the LEA. The Provider will cooperate reasonably with the LEA and any local, state, or federal

Page 6of 20 

tbisulca
Cross-Out

tbisulca
Cross-Out

tbisulca
Inserted Text
Review Compliance Reports of 























8-28-2025

Tony Bisulca Director Security & Compliance











Article V: Section 2:

In lieu of conducting independent audits of Procare Solutions LLC's systems, solutions, or 
environments, Procare Solutions LLC shall provide LEC with copies of the most recent 
applicable security compliance reports, including but not limited to SOC 2 Type II and PCI-DSS 
Attestation of Compliance (AoC) reports.

These industry-standard compliance reports are conducted by independent, trusted third-party 
auditors and comprehensively evaluate the implementation and operational effectiveness of 
the security programs, controls, and safeguards deployed within Procare Solutions LLC's systems 
and solutions.

Procare Solutions LLC agrees to provide such reports within ten (10) days of LEC's written 
request, provided that such reports are available and not subject to confidentiality restrictions 
with the auditing firm. Updated reports shall be made available to LEC within thirty (30) days of 
Procare Solutions LLC's receipt of new compliance reports from third-party auditors.




