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Contract Addendum 

Protection of Student, Teacher, and Principal Data 
 

1. Applicability of this Addendum 

The Jefferson, Lewis, Hamilton, Herkimer, Oneida BOCES (“BOCES”), an educational 
agency, and _________________________ (“Vendor”) are parties to a contract dated 
_____________ (“the underlying contract”) governing the terms under which BOCES 
accesses, and Vendor provides, _____________________________________________ 
[name of product(s) covered by contract] (“Product”). BOCES’ use of the Product results 
in Vendor receiving student, teacher, or principal personally identifiable information as 
defined in federal and state statute, including New York Education Law Section 2-d and 
this Addendum. The terms of this Addendum shall amend and modify the underlying 
contract and shall have precedence over terms set forth in the underlying contract and any 
online Terms of Use or Service published by Vendor. 

2. Definitions 

2.1 “Assignee” and “Subcontractor” shall each mean any person or entity that receives, 
stores, or processes “Protected Information” covered by this Contract from Vendor 
for the purpose of enabling or assisting Vendor to deliver the product or services 
covered by this Contract. 

2.2 “This Contract” means the underlying contract as modified by this Addendum. 

2.3  “Protected Information”, as applied to student data, means “personally identifiable 
information” as defined in 34 CFR Section 99.3 implementing the Family 
Educational Rights and Privacy Act (FERPA) where that information is received 
by Vendor from BOCES or is created by the Vendor’s product or service in the 
course of being used by BOCES. “Protected Information”, as applied to Teacher or 
Principal Data means personally identifiable information from the records of an 
educational agency relating to the annual professional performance reviews of 
classroom teachers or principals that is confidential and not subject to release under 
the provisions of Education Law §§3012-c and 3012-d. 

2.4 “Breach” means the unauthorized acquisition, access, use, or disclosure of student data 
and/or teacher or principal data by or to a person not authorized to acquire, access, use, 
or receive the student data and/or teacher or principal data. 
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