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Amplify Education Inc. (“Amplify”) provides core curriculum and supplemental programs and
services in ELA, math, and science, and formative assessment products in early reading and
math. Amplify is providing these educational or digital services to LEA, pursuant to the Price Quotes which 
incorporate the Providerʼs terms and conditions located at https://amplify.com/customer-terms (the 
“Services Agreement”).
 
The selected items in Exhibit B list all categories of data which may be collected from Amplify's
products. If you have questions about which data elements are collected for your LEA's selected products,
please contact privacy@amplify.com.
 
Amplify uses Student Data collected from, or on behalf of, an LEA to support the learning
experience, to provide Amplify products to the LEA and to ensure secure and effective
operation of our products, including: to provide and improve our educational products and to
support LEAsʼ and authorized usersʼ activities; for purposes requested or authorized by the LEA
or as otherwise permitted by applicable laws; for adaptive or personalized learning purposes,
provided that Student Data is not disclosed; for customer support purposes, to respond to the
inquiries and fulfill the requests of LEAs and their authorized users; to enforce product access
and security controls; and to conduct system audits and improve protections against the misuse
of our products, or to detect and prevent fraud and other harmful activities.



Browser User Agent, Operating system brand and 
version, Browser brand and version

Optional interim and unit assessments



Additional CEDS-aligned demographics may be 
supplied for aggregate reporting purposes.
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1. The first sentence in Article IV, Paragraph 3 is hereby deleted and replaced with the following: 
“Provider shall require all of Providerʼs employees and agents who have access to Student Data 
to comply with confidentiality obligations not less stringent than all applicable provisions of this 
DPA with respect to the Student Data shared under the Service Agreement.”
 
2. The first sentence in Article IV, Paragraph 4 is hereby deleted and replaced with the following: 
“Provider acknowledges and agrees that it shall not make any re-disclosure of any Student Data 
or any portion thereof, including without limitation, user content or other non- public information 
and/or personally identifiable information contained in the Student Data other than as necessary 
to provide the services under the Services Agreement or as directed or permitted by the LEA or 
this DPA.”
 
3. Article IV, Paragraph 5 is hereby deleted in its entirety and replaced with the following: 
“Provider agrees not to attempt to re-identify De-Identified Student Data. De- Identified Data may 
be used by the Provider for those purposes allowed under FERPA and the following purposes: 
(1) assisting the LEA or other governmental agencies in conducting research and other studies; 
and (2) research, development or improvement of the Provider's educational sites, services, or 
applications, and to demonstrate the effectiveness of the Services; and (3) for  other legitimate 
educational purposes, adaptive learning purpose and for customized student learning. Provider's 
use of De-Identified Data shall survive termination of this DPA or any request by LEA to return or 
destroy Student Data. Except for Subprocessors, Provider agrees not to transfer de-identified 
Student Data to any party unless that party agrees in writing not to attempt re-identification. Prior 
to publishing any document that names the LEA explicitly, the Provider shall obtain the LEAʼs 
written approval of the manner in which De-Identified Data is presented.”
 
4. Article V, Paragraph 2 is hereby deleted in its entirety and replaced with the following: “No 
more than once a year, or following unauthorized access to Student Data, upon receipt of a 
written request from the LEA with at least thirty (30) business daysʼ notice and upon the 
execution of an appropriate confidentiality agreement, the Provider will allow the LEA to audit the 
security and privacy measures that are in place to ensure protection of Student Data or any 
portion thereof as it pertains to the delivery of services to the LEA. The Provider will cooperate 
reasonably with the LEA and any local, state, or federal agency with oversight authority or 



jurisdiction in connection with any audit or investigation of the Provider and/or delivery of 
Services to students and/or LEA, and shall provide reasonable access to the Providerʼs 
facilities, staff, agents and LEAʼs Student Data and all records pertaining to the Provider, LEA 
and delivery of Services to the LEA. Failure to reasonably cooperate shall be deemed a material 
breach of the DPA. Notwithstanding the foregoing, Provider will only permit such audits to the 
extent required by applicable law. Further, as a vendor to multiple state and district customers, 
Provider cannot allow direct access to its systems. Upon request, Provider will provide LEA with 
results of the most recent third party security assessment report that is relevant to LEAʼs data.”
 
5. The following is added to the end of Article V, Paragraph 4, subsection 3: “Policies and other 
information of the type described in this section shall be deemed Confidential Information of 
Provider.  If a public records request is made by a third party for Providerʼs Confidential 
Information, consistent with applicable law, LEA will give Provider notice of receipt of the 
request prior to compliance to enable Provider to take protective action it may deem appropriate 
to attempt to prevent disclosure of such Confidential Information.”
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