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Launchpad: Launchpad is a resource to help students achieve better results by providing a place
where they can read, study, practice, complete homework and more.

Sapling & SaplingPlus: With Sapling Learning, every problem counts; students get wrong
answer-specific feedback with nearly every problem so they learn from correct and incorrect
answers and instructors get the support and analytics they need.

Provider will also use Student Data in accordance with this DPA for providing customer service
and support, conducting user surveys, IT management (e.g. user authentication, network
security), creating de-identified data sets for analytics and other permitted purposes, for disaster
recovery and cyber security, and for legal and regulatory compliance relative to FERPA.
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EXHIBIT “H” 

Additional Terms or Modifications 
 

THIS EXHIBIT “H” effective simultaneously with attached Student Date Privacy 
Agreement (“DPA”) between The School Board of Flagler County, Florida, (the “Local 
Education Agency” or “LEA”) and Bedford, Freeman & Worth Publishing Group, LLC, (the 
“Provider”) is incorporated in the attached DPA and amends the DPA (and all 
supplemental terms and conditions and policies applicable to the DPA) as follows: 

 
1. The second WHEREAS CLAUSE is amended to add “the Protection of Pupil Rights 

Amendment (“PPRA”) at 20 U.S.C. 1232h (34 CFR Part 98)” after “15 U.S.C. § 6501- 
6506 (16 CFR Part 312)”. 
 

2. In Paragraph 2 (Special Provisions, Check if Required), the following is hereby to be checked: 
 

 X If checked, LEA and Provider agree to the additional terms or modifications set forth in Exhibit 
 “H”. (Optional) 

 
3. Paragraph 3 on the first page of the DPA is deleted in its entirety and replaced with 

the following: In the event of a conflict between the DPA Standard Clauses, the State 
or Special Provisions will control. In the event there is conflict between the terms of 
the DPA and any other writing, including Provider Terms of Service or Privacy Policy, 
the terms of Technology Master Service Agreement, and then this DPA shall control. 

 
4. The last sentence of Article II, Paragraph 1 is amended as follows: Provider agrees 

that for purposes of this Agreement, it will be designated a “School Official,” under the 
control and direction of the LEA as it pertains to the use of Student Data, with 
“legitimate educational interests” as those terms have been interpreted and defined 
under FERPA. Provider may transfer student-generated content to a separate 
account, according to the procedures set forth below. Provider agrees to abide by 
FERPA and Fla. Stat. 1002.22 while performing its service for the LEA. 

 
5. Article I, Paragraph 2 is amended to add the following: Indemnification. Provider shall 

indemnify, hold harmless, and defend the SB and all of SB’s current, past, and future 
officers, agents, and employees (collectively, “Indemnified Party”) from and against 
any and all causes of action, demands, claims, losses, liabilities, and expenditures of 
any kind, including attorneys’ fees, court costs, and expenses, including through the 
conclusion of any appellate proceedings, raised or asserted by any person or entity 
not a party to this Agreement, and caused or alleged to be caused, in whole or in part, 
by any breach of this Agreement by Provider, third-Parties, or subprocessor(s) related 
to Attachment A, Exhibit B (Schedule of Data), including but not limited to, failure to 
notify the SB of any additional students’ PII collected and not updated by Provider in 
Exhibit B. 

Amy Kopach



© Access 4 Learning (A4L) Community Version1r7 Page 26 of 26 

 

 

 
6. Article II, Paragraph 2 (Parent Access): Data Ownership and Authorized Access is 

hereby deleted in its entirety and replaced with the following:  
 

“2. Parent Access.  To the extent required by law the LEA shall establish 
reasonable procedures by which a parent, legal guardian, or eligible student 
may review Education Records and/or Student Data correct erroneous 
information, consistent with the functionality of services. Provider shall respond 
in a reasonably timely manner (and no later than forty-five (45) days from the 
date of the request or pursuant to the time frame required under state law for an 
LEA to respond to a parent or student, whichever is sooner) to the LEA’s 
request for Student Data in a student’s records held by the Provider to view or 
correct as necessary. In the event that a parent of a student or other individual 
contacts the Provider to review any of the Student Data accessed pursuant to 
the Services, the Provider shall refer the parent or individual to the LEA, who 
will follow the necessary and proper procedures regarding the requested 
information” 

7. Article II, Paragraph 5 is deleted in its entirety and replaced with the following: Provider 
shall enter into written Agreements with all Subprocessors performing functions for the 
Provider in order for the Provider to provide the Services pursuant to the Service 
Agreement, whereby the Subprocessors agree to protect Student Data in a manner 
consistent with the terms of this DPA. Provider agrees to share the Subprocessors 
names and Agreements with LEA upon LEA’s request. 

 
8. Article III, Paragraph 1 is amended to add the following sentence: LEA will allow 

Provider access to Student Data necessary to perform the Services and pursuant to 
the terms of this DPA and in compliance with FERPA, COPPA, PPRA, and all other 
privacy statutes cited in this DPA. 

 
9. Article II, Paragraph 3 (Separate Account): Data Ownership and Authorized Access is 

hereby deleted in its entirety and replaced with the following:  
 

“3.  Separate Account.    If Student-Generated Content is stored or maintained by the 
Provider, Provider shall, at the request of the LEA, transfer, or provide a mechanism 
for the LEA to transfer, said Student- Generated Content to a separate account 
created by the student but only to the extent the Provider provides these services for 
its customers.” 

 
10. Article IV, Paragraph 1 is amended to add the following sentence: The Parties expect 

and anticipate that Provider may receive personally identifiable information in 
education records from the District only as an incident of service or training that 
Provider provides to the LEA pursuant to this Agreement. The Provider shall comply 
with all applicable State and Federal laws and regulations pertaining to Student Data 
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privacy and security, including FERPA, COPPA, PPRA, Florida Statutes Sections 
1001.41 and 1002.22, and all other privacy statutes cited in this DPA. The Parties 
agree that Provider is a “school official” under FERPA and has a legitimate educational 
interest in personally identifiable information from education records because for 
purposes of the contract, Provider: (1) provides a service or function for which the LEA 
would otherwise use employees; (2) is under the direct control of the LEA with respect 
to the use and maintenance of education records; and (3) is subject to the 
requirements of FERPA governing the use and redisclosure of personally identifiable 
information from education records 

 
11. Article IV, Paragraph 2 is amended to add the following sentence: Provider also 

acknowledges and agrees that it shall not make any re-disclosure of any Student Data 
or any portion thereof, including without limitation, meta Student Data, user content or 
other non-public information and/or personally identifiable information contained in the 
Student Data, without the express written consent of the LEA. 

 
12. Article IV, Paragraph 6 (Disposition of Data): Duties of Provider is hereby deleted in 

its entirety and replaced with the following: 
 

“6.   Disposition of Data. Upon written request from the LEA, Provider shall dispose of 
Student Data obtained under the Service Agreement, within sixty (60) days of the date 
of said request and according to a schedule and procedure as the Parties may 
reasonably agree. Upon termination of this DPA, after written request from the LEA is 
received, Provider shall dispose of all Student Data. The duty to dispose of Student 
Data shall not extend to Student Data that had been De-Identified or placed in a 
separate student account pursuant to section II 3. The LEA may employ a “Directive for 
Disposition of Data” form, a copy of which is attached hereto as Exhibit “D”. If the LEA 
and Provider employ Exhibit “D,” no further written request or notice is required on the 
part of either party prior to the disposition of Student Data described in Exhibit “D”.” 

 
13. Article IV, Paragraph 7 is deleted in its entirety and replaced with the following: 

Provider is prohibited from using or selling Student Data to (a) market or advertise to 
students or families/guardians; (b) inform, influence, or enable marketing, targeted 
advertising, or other commercial efforts by Provider; (c) develop a profile of a student, 
family member/guardian or group, for any commercial purpose other than providing 
the Service to LEA; or (d) use the Student Data for the development of commercial 
products or services, other than as necessary to provide the Service to LEA. This 
section does not prohibit Provider from generating legitimate personalized learning 
recommendations. 

 
14. Article V, Paragraph 1 is deleted in its entirety and replaced with the following: Student 

Data shall be stored within the United States. Upon request of the LEA, Provider will 
provide a list of the locations where Student Data is stored. Provider shall not, without 
the express prior written consent of District: Transmit Student Data or PII to any 
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Providers or Subprocessors located outside of the United States; distribute, repurpose 
or share Student Data or PII with any Partner Systems not used for providing services 
to the LEA; use PII or any portion thereof to inform, influence or guide marketing or 
advertising efforts, or to develop a profile of a student or group of students for any 
commercial purpose [or for any other purposes]; use PII or any portion thereof to 
develop commercial products or services; use any PII for any other purpose other than 
in connection with the services provided to the LEA; and engage in targeted 
advertising, based on the Student Data collected from the LEA.  LEA hereby approves 
the Company’s subcontractors listed in Provider's Privacy Notice located on 
Provider’s website: https://www.bfwpub.com/high-school/us/legal/privacy-notice. 

 
15. Article V, Paragraph 2 (Audits): Data Provisions is hereby deleted in its entirety and 

replaced with the following:  
 

“2.  Audits. No more than once a year, or following unauthorized access, upon 
receipt of a written request from the LEA with at least ten (10) business days’ notice 
and upon the execution of an appropriate confidentiality agreement, the Provider will 
allow the LEA to perform a remote audit the security and privacy measures that are in 
place to ensure protection of Student Data or any portion thereof as it pertains to the 
delivery of services to the LEA. As it relates to the Services provided hereunder, the 
Provider will cooperate reasonably any local, state, or federal agency with oversight 
authority or jurisdiction in connection with any audit or investigation of the Provider and 
delivery of Services to LEA’s students and/or LEA, and shall provide reasonable 
access to the Provider’s facilities, staff, agents and LEA’s Student Data and all 
records pertaining to the Provider, LEA and delivery of Services to the LEA. Failure to 
reasonably cooperate shall be deemed a material breach of the DPA.”  

 
16. Article VII, Paragraph 1 (Termination): Miscellaneous is hereby deleted in its entirety 

and replaced with the following:  
 

“1. Termination.  In the event that either Party seeks to terminate this DPA, they may 
do so by mutual written consent so long as the Service Agreement has lapsed or has 
been terminated. Either party may terminate this DPA and any service agreement or 
contract if the other party materially breaches any terms of this DPA.” 

 
17. Article VII, Paragraph 2 (Effect of Termination): Miscellaneous is hereby deleted in its 

entirety and replaced with the following:  

“2. Effect of Termination Survival. If the Service Agreement is terminated, the Provider 
shall destroy all of LEA’s Student Data pursuant to Article IV, section 6, without undue 
delay following the Provider’s receipt of a written request from the LEA.  

 
18. Article VII, is hereby amended to add Paragraph 10 as follows: Assignment. None of 

the Parties to this DPA may assign their rights, duties, or obligations under this DPA, 
either in whole or in part, without the prior written consent of the other party to this 
DPA. 

https://www.google.com/url?q=https://www.bfwpub.com/high-school/us/legal/privacy-notice&sa=D&source=docs&ust=1692189703132385&usg=AOvVaw1JeP-ytQFQ9iWrCo9nEhLE
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19. Article VII, is hereby amended to add Paragraph 11 as follows: Click through. Any 

“click through” terms and conditions or terms of use are superseded by the Technology 
Master Service Agreement and this DPA, and acceptance of the terms and conditions 
or terms of use through the “click through” do not indicate acceptance by the entity. 

 
20. Article VII, is hereby amended to add Paragraph 12 as follows: Security Controls. 

Security Controls. Provider represents and warrants that any software licensed 
hereunder shall not contain any virus, worm, Trojan Horse, tracking software or be 
capable of identifying non-approved users or tracking any approved user, or any 
undocumented software locks or drop-dead devices that would render inaccessible or 
impair in any way the operation of the software or any other hardware, software or 
data for which the software is designed to work with. 

 
21. In Section 2 (Nature of Disposition) In Exhibit “D” (Directive for Disposition of Data), 

the following is hereby amended as follows: 
 

“2. Nature of Disposition 
 
 XXXX  Disposition shall be by destruction or deletion of data. 
   Disposition shall be by a transfer of data. The data shall be transferred to the 
following site as follows: 
[Insert or attach special instructions 

 
 

THE PARTIES REPRESENT THAT THEY HAVE THOROUGHLY DISCUSSED ALL 
ASPECTS OF THE AGREEMENT AND ADDENDUM WITH THEIR RESPECTIVE 
ATTORNEY(S), THAT THEY FULLY UNDERSTAND ALL OF ITS PROVISIONS, AND 
THAT THEY ARE VOLUNTARILY ENTERING INTO THE AGREEMENT AND 
ADDENDUM WITH THE FULL KNOWLEDGE OF ITS LEGAL SIGNIFICANCE AND 
WITH THE INTENT TO BE LEGALLY BOUND BY ITS TERMS. 
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Local Education Agency: 
 

By:    

Bedford, Freeman & Worth Publishing Group, LLC 
 

By:    

 

Title:   Title:    
 

Date:   Date:   
 

Senior Director

10/11/2012

Amy Kopach
Flagler County Schools

Amy Kopach
Chief of Technology and Innovation

Amy Kopach
10/13/23
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