AGREEMENT BETWEEN
THE SCHOOL BOARD OF CITRUS COUNTY, FLORIDA
AND
Nucleus Robotics, LLC

FOR ONLINE EDUCATION SERVICES

THIS AGREEMENT (“Agreement”) is entered into by and between The School
Board of Citrus County, Florida, a political subdivision of the State of Florida and a body
corporate pursuant to §1001.40, Florida Statutes, whose address is 1007 W. Main Street,
Inverness, Florida 34450, hereinafter referred to as “CCSB” or “School Board” and
Nucleus Robotics LLC a Delaware Corporation registered to do business in the State of
Florida whose principal address is 1644 Wellesley Avenue, Los Angeles, CA, 90064

hereinafter referred to as “Contractor” or “Provider’ (each a “Party” and collectively
referred to as the “Parties”).

WHEREAS, CCSB in interested in utilizing the Contractor's software license,
hosting, implementation, and training services for CTE curriculum: and

WHEREAS, Florida Administrative Code 6A-1.0102(14) authorizes district school
boards to acquire information technology as defined in Florida Statute §282.0041(14) by

direct negotiation and contract with the Contractor as best fits the needs of the school
district as determined by the district school board: and

WHEREAS, Contractor desires to provide their software license, hosting,
implementation, and training services for Lecanto High School

NOW, THEREFORE, in consideration of the premises and of the mutual covenants
contained herein and other good and valuable consideration, the receipt and sufficiency
of which is hereby acknowledged, the Parties hereby agree as follows:

1. Incorporation of Recitals. The forgoing recitals (WHEREAS CLAUSES) are true and
correct and are incorporated herein by reference.

2. Terms of Agreement. The term of this Agreement shall commence on November 1,
2023 and continue until November 1, 2024. Notwithstanding any other termination
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referenced herein or attached hereto, School Board reserves the right to terminate
this Agreement within 30 days prior to the start of each fiscal year (July 1) during the

term of this Agreement without cause or subject to any penalties or additional
obligations.

3. Statement of Work. The Contractor shall provide software license, hosting,
implementation, and training services (“Products” and “Services”) as outlined in Quote
#10864, dated 01/26/23 which is incorporated in the Agreement by reference.
Additional services and products may be offered through separate statements of work
or proposals, all of which are subject to the terms and conditions of this Agreement
and all Exhibits. In the event of a conflict of interest between the terms and conditions
of this Agreement and any exhibits or attachments, the terms and conditions of this
Agreement shall prevail, and the following order of precedence shall be observed:

3.1. This Service Agreement.
3.2. Attachment A — Student Data Privacy Agreement.

3.3. Attachment B- Quote for Citrus County School District Quote #11269

3.4. Attachment C — Information Security Policy
3.5. Attachment D — Nucleus Terms of Use, Privacy Policy, and Content Policy

4. Payment & Compensation. The Contractor shall provide services in accordance
with_ Quote #10864], at the rate of $3,500 for 1-year of all access for 1-teacher. The
total compensation under this Agreement shall not exceed Three Thousand Five
Hundred AND 00/100 DOLLARS ($3500.00). Payment will be made in accordance

with Section 218.70, Florida Statutes, et. seq., the Local Government Prompt Payment
Act.

5. CCSB Administrator. The CCSB Administrator assigned to act on behalf of CCSB in
all matters pertaining to this Agreement and to authorize services, accept and approve

all reports, drafts, products or invoices is Debra Stanley, Director of Career and
Technical Education. .

6. Background Screening: In the event the requirements include the need for
Contractor to visit schools with students present, Contractor agrees to comply with all
requirements of Sections 1012.32 and 1012.465, Florida Statutes, and all of its
personnel who (1) are to be permitted access to school grounds when students are
present, (2) will have direct contact with students, or (3) have access or control of
school funds, will successfully complete the background screening required by the
referenced statutes and meet the standards established by the statutes. This
background screening will be conducted by CCSB in advance of Contractor or its
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personnel providing any services under the conditions described in the previous
sentence. Contractor shall bear the cost of acquiring the background screening
required by Section 1012.32, Florida Statutes, and any fee imposed by the Florida
Department of Law Enforcement to maintain the fingerprints provided with respect to
Contractor and its personnel. The Parties agree that the failure of Contractor to
perform any of the duties described in this section shall constitute a material breach
of this Agreement entitling CCSB to terminate this Agreement immediately with no
further responsibilities or duties to perform under this Agreement. Contractor agrees
to indemnify and hold harmless CCSB, its officers and employees resulting from
liability or claims made by any person who may suffer physical or mental injury, death
or property damage resulting in the Contractor's failure to comply with the
requirements of this Section or with Sections 1012.32 and 1012.465, Florida Statutes.

7. Child Neglect. The Contractor and its employees shall be subject to the requirements
of §39.201, Florida Statute that requires the reporting of child abuse or child neglect

to the State of Florida, Department of Children and Families via the Florida Abuse
Hotline: 1-800-962-2873.

8. Indemnification. The Contractor agrees to indemnify, hold harmless and defend
CCSB, its officers, employees, agents and representatives from any and all claims,
judgments, costs, and expenses including, but not limited to, reasonable attorney’s
fees, reasonable investigative and discovery costs, court costs and all other sums
which CCSB, its officers, employees, agents and representatives may pay or become
obligated to pay on account of any, all and every claim or demand, or assertion of
liability, or any claim or action founded thereon, arising or alleged to have arisen out
of the products, goods or services furnished by the Contractor, its agents, servants or
employees; the equipment of the Contractor, its agents, servants or employees while
such equipment is on premises owned or controlled by CCSB; or the negligence of
the Contractor or the negligence of the Contractor's agents when acting within the
scope of their employment, whether such claims, judgments, costs and expenses be
for damages, damage to property including CCSB's property, and injury or death of
any person whether employed by the Contractor, CCSB or otherwise.

9. Insurance. Contractors and vendors will provide a certificate(s) evidencing such

insurance coverage to the extent listed in Sections 1-6 below before commencement
of work.

Insurance listed in Section1 below is required of all Contractors and vendors:
CCSB and its board members, officers, and employees shall be named as an
additional insured to the Commercial General Liability insurance policy on a form
no more restrictive than 1ISO form CG 20 10 (Additional Insured — Owners,
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Lessees, or Contractor). If CCSB and its board members, officers, and employees

are not named as additional insureds then CCSB reserves the right to terminate
this Agreement.

Insurance listed in Section 2 below: All Contractors engaging in construction-
related activities, as defined by 440.02(8) Florida Statutes, on behalf of CCSB are
required to carry this insurance to the limit listed below. All non-construction
Contractors whose work for CCSB includes products or services, and the value of

these products or services in excess of $25,000 are required to carry this
Insurance to the limit listed below.

Insurance listed in Section 3 below: Any Contractor or vendor transporting district
employees, delivering, or transporting district owned equipment or property, or
providing services or equipment where a reasonable person would believe CCSB
is responsible for the work of the Contractor from portal to portal is required to
carry this insurance to the limit listed below.

Insurance listed in Section 4 below: All non-construction Contractors and vendors
that have one or more employees or subcontracts any portion of their work to
another individual or company are required to have workers’ compensation
insurance. For contracts of $25,000 or more, no State of Florida, Division of
Workers’ Compensation, Exemption forms will be accepted. All Contractors
engaging in construction-related activities, as defined by 440.02(8) Florida
Statutes, on behalf of CCSB are required to have workers’ compensation
insurance. All entities and individuals required to have workers compensation
insurance must purchase a commercial workers’ compensation insurance policy
to the limits listed below. The Workers’ Compensation policy must be endorsed
to waive the insurer’s right to subrogate against CCSB, and its board members,
officers and employees in the manner which would result from the attachment of

the NCCI Waiver Of Our Right To Recover From Others Endorsement (Advisory
Form WC 00 03 13).

Insurance as listed in Section 5 below: All Contractors providing professional
services including but not limited to architects, engineers, attorneys, auditors,
accountants, etc. are required to have this insurance to the limits listed below.

Insurance as listed in Section 6 below: All Contractors or vendors providing
software shall cover, at a minimum, the following:

o Data Loss and System Damage Liability
e Security Liability
e Privacy Liability
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» Privacy/Security Breach Response Coverage, including Notification
Expenses

Such Cyber Liability coverage must be provided on an Occurrence Form or, if on
a Claims Made Form, the retroactive date must be no later than the first date of
the Agreement and such claims-made coverage must respond to all claims
reported within three (3) years following the period for which coverage is required

and which would have been covered had the coverage been on an occurrence
basis.

All Contractors will carry and maintain policies as described in Sections 1 to 6
above and as checked off in the box to the left of Section 1 to 6 below. All required
insurance must be from insurance carriers that have a rating of “A” or better and a
financial size category of “VII” or higher according to the A. M. Best Company. All
required insurance policies must be endorsed to provide for notification to CCSB
thirty (30) days in advance of any material change in coverage or cancellation.
This is applicable to the procurement and delivery of products, goods, or services
furnished to the School Board of Citrus County, Florida.

The Contractor shall, within thirty (30) days after receipt of a written request from
CCSB, provide CCSB with a certified copy or certified copies of the policy or
policies providing the coverage required by this provision. The Contractor may
redact or omit, or cause to be redacted or omitted, those provisions of the policy
or policies which are not relevant to insurance required by provision 2.4.

7 | 1. | Commercial General Liability Insurance:

Bodily Injury and Property Damage Per Occurrence $1,000,000
General Aggregate $2,000,000

(] | 2. | Product Liability and/or Completed Operations Insurance:
Bodily Injury and Property Damage Per Occurrence $1,000,000
General Aggregate $2,000,000

(] | 3. | Automotive Liability:

Bodily Injury and Property Damage: Combined Single Limit (each $1.,000,000
accident)

[J | 4. | Workers’ Compensation/Employer’s Liability:
W.C. Limit Required* Statutory Limits

E.L. Each Accident $500,000
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E.L. Disease — Each Employee $500,000

E.L. Disease — Policy Limit $500,000

X | 5. | Professional Liability Insurance (Errors and Omissions):

For services, goods or projects that will exceed $1,000,000 in values over a year.

| Each Claim $1,000,000
| Annual Aggregate $2,000,000

6. | Cyber Liability and Data Storage:

Each Claim $1,000,000
Annual Aggregate $1,000,000

Except as otherwise specifically authorized in this Agreement, no deductible or
self-insured retention for any required insurance provided by the Contractor
pursuant to this Agreement will be allowed. To the extent any required insurance
is subject to any deductible or self-insured retention (whether with or without
approval of CCSB), the Contractor shall be responsible for paying on behalf of
CCSB (and any other person or organization that the Contractor has, in this

Agreement, agreed to include as an insured for the required insurance) any such
deductible or self-insured retention.

The Contractor shall continue to maintain products/completed operations

coverage in the amounts stated above for a period of three (3) years after the final
completion of the Work.

Professional Liability coverage must be maintained in the amounts stated above
for a two-year period following completion of the contract.

Compliance with these insurance requirements shall not limit the liability of the
Contractor, its subcontractors, sub-subcontractors, employees or agents. Any
remedy provided to CCSB or CCSB’s board members, officers or employees by
the insurance provided by the Contractor shall be in addition to and not in lieu of

any other remedy (including, but not limited to, as an indemnitee of the Contractor)
available to CCSB under this Agreement or otherwise.

Neither approval nor failure to disapprove insurance furnished by the Contractor

shall relieve the Contractor from the responsibility to provide insurance as required
by this Agreement.
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10.No Waiver of Sovereign Immunity. Nothing herein is intended to serve as a waiver

of sovereign immunity by any agency or political subdivision to which sovereign
immunity may be applicable.

11.No Third-Party Beneficiaries. The Parties expressly acknowledge that it is not their
intent to create or confer any rights to or obligations upon any third person or entity
under this Agreement. None of the Parties intend to directly or substantially benefit a
third party by this Agreement. The Parties agree that there are no third-party
beneficiaries to this Agreement and that no third party shall be entitled to assert a
claim against any of the Parties based upon this Agreement. Nothing herein shall be
construed as consent by an agency or political subdivision of the State of Florida to
be sued by third Parties for any matter arising out of this or any other contract.

12.Access to and Retention of Documentation. The CCSB, the United States
Department of Education, the Comptroller General of the United States, the Florida
Department of Education or any of their duly authorized representatives shall have
access to any books, documents, papers, and records of the Contractor which are
directly pertinent to work and services to be performed under this Agreement for the
purpose of audit, examination, excerpting and transcribing. The Parties will retain all
such required records, and records required under any state or federal rules,
regulations or laws respecting audit, for a period of four years after the CCSB has
made final payment and all services have been performed under this Agreement.

13.Contractor’'s Public Records. Public Records Act/Chapter 119
Requirements. Contractor agrees to comply with the Florida Public Records Act
(Chapter 119, Florida Statutes) to the fullest extent applicable, and shall, if this
engagement is one for which services are provided, by doing the following:

13.1. Contractor and its subcontractors shall keep and maintain public records required
by the CCSB to perform the service.

13.2. Contractor and its subcontractors shall upon request from the CCSB's custodian
of public records, provide the CCSB with a copy of the requested records or allow
the records to be inspected or copied within a reasonable time at a cost that does

not exceed that provided in chapter 119, Florida Statutes or as otherwise provided
by law;

13.3. Contractor and its subcontractors shall ensure that public records that are exempt
or that are confidential and exempt from the public records disclosure
requirements are not disclosed except as authorized by law for the duration of the

contract term and following completion of the contract if the Contractor does not
transfer the records to the CCSB;
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13.4. Contractor and its subcontractors upon completion of the contract shall transfer
to the CCSB, at no cost, all public records in possession of the Contractor and its
subcontractors or keep and maintain the public records required by the CCSB to
perform the service. If the Contractor and its subcontractors transfer all public
records to the CCSB upon completion of the contract, the Contractor and its
subcontractors shall destroy any duplicate public records that are exempt or that
are confidential and exempt from the public records disclosure requirements. If
the Contractor and its subcontractors keep and maintain public records, upon
completion of the contract, the Contractor and its subcontractors shall meet all
applicable requirements for retaining public records. All records stored
electronically must be provided to the CCSB, upon request from the CCSB's

custodian of public records, in a format that is compatible with the information
technology systems of the CCSB.

13.5. The Parties agree that if the Contractor and its subcontractors fail to comply with
a public records request, then the CCSB must enforce the Agreement provisions

in accordance with the Agreement and as required by Section 119.0701, Florida
Statutes.

13.6. The failure of the Contractor to comply with the provisions set forth herein shall

constitute a default and material breach of this Agreement, which may result in
immediate termination, with no penalty to CCSB.

137.IF  CONTRACTOR HAS QUESTIONS REGARDING THE
APPLICATION OF CHAPTER 119, FLORIDA STATUTES, TO
CONTRACTOR’S DUTY TO PROVIDE PUBLIC RECORDS
RELATING TO THE AGREEMENT, CONTACT THE CUSTODIAN
OF PUBLIC RECORDS, THE PUBLIC INFORMATION AND

COMMUNICATIONS OFFICER, EMAIL ADDRESS:
BLAIRL@CITRUS.K12.FL.US AND
PUBLICRECORD@CITRUSSCHOOLS.ORG; TELEPHONE

NUMBER: 352-726-1931 ext. 2211, 1007 W. MAIN STREET,
INVERNESS, FLORIDA 34450.

14.Non-Discrimination. The Parties shall not discriminate against any employee or
participant in the performance of the duties, responsibilities, and obligations under this

Agreement because of race, age, religion, color, gender, national origin, marital status,
disability or sexual orientation.
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15. Termination. This Agreement may be canceled with or without cause by CCSB during

the term hereof upon thirty (30) days written notice to the other party of its desire to
terminate this Agreement.

16.Records. Each Party shall maintain its own respective records and documents
associated with this Agreement in accordance with the records retention requirements
applicable to public records. Each party shall be responsible for compliance with any
public documents request served upon it pursuant to Section 1 19.07, Florida Statutes,
and any resultant award of attorney’s fees for non-compliance with that law.

17.Entire Agreement. This document incorporates and includes all prior negotiations,
correspondence, conversations, Agreements and understandings applicable to the
matters contained herein and the Parties agree that there are no commitments,
Agreements or understandings concerning the subject matter of this Agreement that
are not contained in this document. Accordingly, the Parties agree that no deviation

from the terms hereof shall be predicated upon any prior representations or
Agreements, whether oral or written.

18. Amendments. No modification, amendment, or alteration in the terms or conditions
contained herein shall be effective unless contained in a written document prepared

with the same or similar formality as this Agreement and executed by each party
hereto.

19.Preparation of Agreement. The Parties acknowledge that they have sought and
obtained competent advice and counsel as was necessary for them to form a full and
complete understanding of all rights and obligations herein and that the preparation of
this Agreement has been their joint effort. The language agreed to herein express
their mutual intent and the resulting document shall not, solely as a matter of judicial
construction, be construed more severely against one of the Parties than the other.

20.Waiver. The Parties agree that each requirement, duty and obligation set forth herein
is substantial and important to the formation of this Agreement and, therefore, is a
material term herein. Any party’s failure to enforce any provision of this Agreement
shall not be deemed a waiver of such provision or modification of this Agreement. A
waiver of any breach of a provision of this Agreement shall not be deemed a waiver

of any subsequent breach and shall not be construed to be a modification of the terms
of this Agreement.

21.Compliance with Laws. Each party shall comply with all applicable federal and state

laws, codes, rules and regulations in performing its duties, responsibilities and
obligations pursuant to this Agreement.
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22.Governing Law & Venue. This Agreement shall be interpreted and construed in
accordance with and governed by the laws of the State of Florida. Any controversies
or legal problems arising out of this Agreement and any action involving the

enforcement or interpretation of any rights hereunder shall be submitted to the
jurisdiction of the State courts of Citrus County, Florida.

23.Binding Effect. This Agreement shall be binding upon and inure to the benefit of the
Parties hereto and their respective successors and assigns.

24. Assignment. Neither this Agreement nor any interest herein may be assigned,
transferred or encumbered by any party without the prior written consent of the other
party. There shall be no partial assignments of this Agreement including, without
limitation, the partial assignment of any right to receive payments from CCSB. This
contract may not be assigned by the Contractor in any fashion, whether by operation
of law, or by conveyance of any type, including without limitation, transfer of stock in

Contractor, without the prior written consent of the CCSB which consent the CCSB
may withhold in its sole discretion.

25.Force Majeure. Neither party shall be obligated to perform any duty, requirement or
obligation under this Agreement if such performance is prevented by fire, hurricane,
earthquake, explosion, wars, sabotage, accident, flood, acts of God, strikes, or other
labor disputes, riot or civil commotions, or by reason of any other matter or condition
beyond the control of either party, and which cannot be overcome by reasonable
diligence and without unusual expense (“Force Majeure”). In no event shall a lack of
funds on the part of either party be deemed Force Majeure.

26.Severability. In case any one or more of the provisions contained in this Agreement
shall for any reason be held to be invalid, illegal, unlawful, unenforceable or void in
any respect, the invalidity, illegality, unenforceability or unlawful or void nature of that
provision shall not affect any other provision and this Agreement shall be considered

as if such invalid, illegal, unlawful, unenforceable or void provision had never been
included herein.

27.Notice. When any of the Parties desire to give notice to the other, such notice must
be in writing, sent by U.S. Mail, postage prepaid, addressed to the party for whom it
is intended at the place last specified; the place for giving notice shall remain such
until it is changed by written notice in compliance with the provisions of this paragraph.

For the present, the Parties designate the following as the respective places for giving
notice:

To CCSB: The School Board of Citrus County, Florida
c/o Superintendent of Schools
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1007 W. Main Street
Inverness, Florida 344450

With a Copy to: Director of Career & Technical Education,
Debra Stanley

The School Board of Citrus County, Florida
1007 W. Main Street
Inverness, Florida 344450

And

Directory of Technology
3741 West Educational Path
Lecanto, Florida 34461

To: Contractor Nucleus Robotics LLC
Marc Meinhardt
1644 Wellesley Avenue
Los Angeles, CA 90064

With a Copy to: Silver & Arsht
Jeffrey Meinhardt
1860 Bridgegate Street, Suite 100
Westlake Village, CA 91361

28.Captions. The captions, section numbers, article numbers, title and headings
appearing in this Agreement are inserted only as a matter of convenience and in no
way define, limit, construe or describe the scope or intent of such articles or sections

of this Agreement, nor in any way effect this Agreement and shall not be construed to
create a conflict with the provisions of this Agreement.

29.Authority. Each person signing this Agreement on behalf of either party individually
warrants that he or she has full legal authority to execute this Agreement on behalf of
the party for whom he or she is signing, and to bind and obligate such party with
respect to all provisions contained in this Agreement.

30.Excess Funds. Any party receiving funds paid by CCSB under this Agreement agrees
to promptly notify CCSB of any funds erroneously received from CCSB upon the
discovery of such erroneous payment or overpayment. Any such excess funds shall
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be refunded to CCSB with interest calculated from the date of the erroneous payment
or overpayment. Interest shall be calculated using the interest rate for judgments

under Section 55.03, Florida Statutes, applicable at the time the erroneous payment
or overpayment was made by CCSB.

31.Independent Contractor. The Contractor certifies that it is an independent Contractor
and shall not employ, contract with, or otherwise use the services of any officer or
employee of CCSB. The Contractor certifies that its owner(s), officers, directors or

agents, or members of their immediate family, do not have an employee relationship
or other material interest with the CCSB.

32.Conduct While on School Property. The Contractor acknowledges that its
employees and agents will behave in an appropriate manner while on the premises of
any school facility and shall at all times conduct themselves in a manner consistent
with CCSB policies and within the discretion of the premises administrator (or
designee). It is a breach of this Agreement for any agent or employee of the
Contractor to behave in a manner which is inconsistent with good conduct or decorum
or to behave in any manner that will disrupt the educational program or constitute any
level of threat to the safety, health, and wellbeing of any student or employee of the
CCSB. The Contractor agrees to immediately remove any agent or employee if
directed to do so by the premises administrator or designee.

33.Copyrights. The Contractor is hereby notified that the federal awarding agency
reserves a royalty-free, nonexclusive, and irrevocable license to reproduce, publish or
otherwise use, and to authorize others to use, for federal government purposes: the
copyright in any work developed under a grant, subgrant, or contract under a grant or
subgrant; and, any rights of copyright to which a grantee, subgrantee or a Contractor
purchases ownership with grant support. Furthermore, the Parties agree that the
CCSB has the right to make copies of any materials, whether in tangible or electronic
means or media, that are delivered under the provisions of this Agreement for use
within the School District for purposes related to CCSB business, operations, the
delivery of the educational program or to comply with the requirements of law, rule,
policy or regulation. Any material not designated as reproducible by Contractor may
not be copied by the CCSB provided that such material was copyrighted by Contractor

before performance under this Agreement and was not developed specifically for
CCSB under this Agreement.

34.Debarment. By signing this Agreement, Contractor certifies, to the best of its
knowledge and belief, that it and its principals:
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34.1. Are not presently debarred, suspended, proposed for debarment, declared

ineligible, or voluntarily excluded from covered transactions by a federal
department or agency.

34.2. Have not, within the preceding five-year period, been convicted of or had a civil
judgment rendered against them for commission of fraud or a criminal offense in
connection with obtaining, attempting to obtain, or performing a public (federal,
state or local) transaction or contract under public transaction: violation of federal
or state antitrust statutes or commission of embezzlement, theft, forgery, bribery,

falsification or destruction of records, making false statements or receiving stolen
property.

34.3. Are not presently indicted or otherwise criminally charged by a governmental

entity (federal, state or local) with commission of any of the offenses enumerated
in the preceding paragraph (b).

34.4. Have not within the preceding five-year period had one or more public
transactions (federal, state or local) terminated for cause or default.

34.5. Contractor agrees to notify CCSB within 30 days after the occurrence of any of
the events, actions, debarments, proposals, declarations, exclusions,
convictions, judgments, indictments, informations, or terminations as described

in paragraphs 34.1 through 34.4 above, with respect to Contractor or its
principals.

35.Confidential Student Information. Notwithstanding any provision to the contrary
contained in this Agreement between the Contractor and CCSB: Contractor and its
officers, employees, agents, representatives, Contractors, and sub-Contractors shall
fully comply with the requirements of Section 1002.22 and Section 1002.221, Florida
Statutes, or any other law or regulation, either federal or State of Florida, regarding
confidentiality of student information and records, Further, Contractor for itself and its
officers, employees, agents, representatives, Contractors, or sub-Contractors, shall
fully indemnify and hold the CCSB and its officers and employees harmless for any
violation of this covenant, including but not limited to defending the CCSB and its
officers and employees against any complaint, administrative or judicial proceeding,
payment of any penalty imposed upon the CCSB or payment of any and all costs(s),
damages (s), judgment(s), or loss(es) incurred by or imposed upon the CCSB arising
out of the breach of this covenant by the Contractor, or an officer, employee, agent,
representative, Contractor, or sub-Contractor of the Contractor to the extent and only
to the extent that the Contractor or an officer, employee, agent, representative,
Contractor, or sub-Contractors of the Contractor shall either intentionally or negligently
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violate the provisions of this covenant, or Sections 1002.22 or 1002.221, Florida
Statutes. This provision shall survive the termination of or completion of all
performance or obligations under this Agreement and shall be fully binding upon
Contractor until such time as any proceeding brought on account of this covenant is
barred by any applicable statute of limitations.

36.Confidentiality of Data/Information Provided. CCSB will allow the Contractor
access to limited data/information as identified in the Statement of Work as necessary
to perform the Services and pursuant to the terms of this Agreement in compliance
with FERPA, COPPA, PPRA, 34 CFR 99.31(b) and Florida Statutes sections 1001.41
and 1002.22 all other privacy statutes as it relates to data privacy and security. The
Contractor shall only use the data and information provided by CCSB for the purpose
specified in the Statement of Work, and shall not disclose, copy, reproduce or transmit
such data/information obtained under this Agreement and/or any portion thereof,
except as necessary to fulfill the Agreement or as may be required by law.

37.Protection and Handling of Data.

37.1.Data Confidentiality and Security - Contractor shall implement appropriate
measures designed to ensure the confidentiality and security of Protected

Information [as required in the Student Date Privacy Agreement attached hereto
as Attachment A.

37.2.Compliance - Contractor will not knowingly permit any Contractor’s personnel to
have access to any CCSB facility or any records or data of CCSB if the person
has been convicted of a crime in connection with (i) a dishonest act, breach of
trust, or money laundering, or has agreed to enter into a pretrial diversion or
similar program in connection with a prosecution for such offense, as described
in Section 19 of the Federal Deposit Insurance Act, 12 U.S.C. §1829(a); or (ii) a
felony. Contractor shall assure that all contracts with subcontractors impose
these obligations on the subcontractors and shall monitor the subcontractors’

compliance with such obligations. No subcontractors may be used without prior
written consent of CCSB.

37.3.FERPA - To the extent services provided hereunder pertain to the access to
student information, Contractor shall adhere to all standards included in the
Family Educational Rights and Privacy Act (FERPA) and Sections 1001.41 and
1002.22, Florida Statutes (the Protection of Pupil Privacy Acts), and other
applicable laws and regulations as they relate to the release of student
information. Notwithstanding the above, it is understood and agreed that CCSB
shall obtain any necessary consents from parents or students prior to providing
student information to Contractor, and CCSB is whoily responsible for providing
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annual notice to students and parents of their rights with respect to Florida
Statutes.

37.4.HIPAA, CIPA, and GLBA - Contractor also agrees to comply with all applicable
state and federal laws and regulations, including Health Information Privacy and

Accountability Act (HIPAA), Children Internet Protection Act (CIPA), and the
Gramm-Leach Bliley Act (GLBA).

37.5.Data De-ldentification - Contractor may use aggregate data only for product

development, research, or other purposes. Contractor must have approval of the
CCSB to publish or market CCSB data.

37.6.Data Security — Contractor agrees to protect and maintain the security of data
with protection security measures that include maintaining secure environments
that are patched with all appropriate security updates as designated by a relevant
authority (e.g. Microsoft notifications, etc.) Likewise, CCSB agrees to conform to
the following measures to protect and secure data:

37.6.1.Data Transmission. Contractor agrees that any and all transmission or
exchange of system application data with CCSB and/or any other Parties
shall take place via secure means, e.g. HTTPS, FTPS, SFTP, or equivalent.

37.6.2.Data Storage and Backup. Contractor agrees that any and all CCSB data
will be stored, processed, and maintained solely on designated servers and
that no CCSB data at any time will be processed on or transferred to any
portable or laptop computing device or any portable storage medium, unless
that storage medium is in use as part of Contractor's designated backup and
recovery processes. All servers, storage, backups, and network paths
utilized in the delivery of the service shall be contained within the states,
districts, and territories of the United States unless specifically agreed to in
writing by an CCSB officer with designated data, security, or signature
authority. An appropriate officer with the necessary authority can be

identified by the CCSB Director of Technology for any general or specific
case.

Contractor agrees to store all CCSB backup data stored as part of its backup
and recovery processes in encrypted form, using no less than 128 bit key.

37.6.3. Data Re-Use. Contractor agrees that any and all data exchanged shall be
used expressly and solely for the purposes enumerated in this Agreement.
Data shall not be distributed, repurposed, or shared across other
applications, environments, or business units of Contractor. As required by
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Federal law, Contractor further agrees that no CCSB data of any kind shall
be revealed, transmitted, exchanged, or otherwise passed to other
Contractors or interested Parties except as necessary in order to perform the
Services. Any other transmission or exchange of CCSB data is only
permitted on a case-by-case basis as specifically agreed to in writing by an
CCSB officer with designated data, security, or signature authority.

37.6.4. End of Agreement Data Handling. Contractor will ensure that District
Data is encrypted and that all device/medium will be scanned at the
completion of any contract or service Agreement and/or research study
or project to ensure that no District Data, Pll, personal information
and/or student record information is stored on such electronic
devices/medium. Furthermore, Contractor will have in place a service that
will allow Contractor to wipe the hard drive on any stolen laptop or mobile

electronic device remotely and have a protocol in place to ensure
compliant use by employees.

37.6.5. Contractor agrees that upon termination of this Agreement and requested
by CCSB in writing it shall erase, destroy, and render unreadable all CCSB
data, and certify in writing that these actions have been completed within
thirty (30) days of the termination of this Agreement or within seven (7)
days of the request of an agent of CCSB, whichever shall come first.

37.6.6. If CCSB receives a subpoena, warrant, or other legal order, demand
(including an application for public information filed pursuant to Florida
public records laws, or request seeking Data maintained by Contractor,
the CCSB will promptly provide a copy of the application to Contractor.
Contractor will promptly supply CCSB with copies of records or information
required in order for the CCSB to respond, and will cooperate with the
CCSB's reasonable requests in connection with its response.

37.6.7. Upon receipt of a litigation hold request, Contractor will preserve all
documents and CCSB data as identified in such request, and suspend
any operations that involve overwriting, or potential destruction of
documentation arising from such litigation hold.

37.7.Data Breach - Contractor agrees to comply with the State of Florida Database
Breach Notification process and ali applicable laws that require the notification of
individuals in the event of unauthorized release of personally identifiable
information or other event requiring notification. In the event of a breach of any
of Contractor's security obligations or other event requiring notification under
applicable law (‘Notification Event’), Contractor agrees to notify CCSB
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immediately and assume responsibility for informing all such individuals in
accordance with applicable law and to indemnify, hold harmless, and defend
CCSB and its trustees, officers, and employees from and against any claims,
damages, or other harm related to such Notification Event.

37.7.1.Mandatory Disclosure of Protected Information - If Contractor becomes
compelled by law or regulation (including securities laws) to disclose any
Protected Information, Contractor will provide CCSB with written notice
within 72 hours, so that CCSB may seek an appropriate protective order or
other remedy. If a remedy acceptable to CCSB is not obtained by the date
that Contractor must comply with the request, Contractor will furnish only
that portion of the Protected Information that it is legally required to furnish,
and Contractor shall require any recipient of the Protected Information to
exercise commercially reasonable efforts to keep the Protected Information

confidential. As soon as practicable, upon CCSB request, provide CCSB
with a copy of its response.

37.7.2.Remedies for Disclosure of Confidential Information — Contractor and
CCSB acknowledge that unauthorized disclosure or use of the Protected
Information may irreparably damage CCSB in such a way that adequate
compensation could not be obtained from damages in an action at law.
Accordingly, the actual or threatened unauthorized disclosure or use of any
Protected Information shall give CCSB the right to seek injunctive relief
restraining such unauthorized disclosure or use, in addition to any other
remedy otherwise available (including reasonable attorneys' fees).
Contractor hereby waives the posting of a bond with respect to any action
for injunctive relief. Contractor further grants CCSB the right, but not the
obligation, to enforce these provisions in Contractor's name against any of
Contractor's employees, officers, board members, owners, representatives,
agents, Contractors, and subcontractors violating the above provisions.

37.7.3.Safekeeping and Security - As part of the Services, Contractor will be
responsible for safekeeping all keys, access codes, combinations, access
cards, personal identification numbers, and similar security codes and
identifiers issued to Contractor's employees, agents, or subcontractors.

Contractor agrees to require its employees to promptly report a lost or stolen
access device or information.

37.7.4.Non-Disclosure — Contractor is permitted to disclose Confidential
Information to its employees, authorized subcontractors, agents,
consultants, and auditors on a need to know basis only, provided that all
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such subcontractors, agents, consultants, and auditors have written
confidentiality obligations to Contractor and CCSB.

37.7.5.Request for Additional Protection - From time to time, CCSB may
reasonably request that Contractor protect the confidentiality of certain
Protected Information in particular ways to ensure that confidentiality is
maintained. Contractor has the right to reasonably decline CCSB's request.

37.7.6.Data Ownership- Unless expressly agreed to the contrary in writing, all
CCSB Data or Pll prepared by Contractor (or its subcontractors) for the
CCSB will not be disclosed to any other person or entity.

37.7.7.Contractor warrants to the CCSB that the CCSB will own all rights, title and
interest in any and all intellectual property created in the performance of this
Agreement and will have full ownership and beneficial use thereof, free and
clear of claims of any nature by any third party including, without limitation,
copyright or patent infringement claims. Contractor agrees to assign and
hereby assigns all rights, title, and interest in any and all CCSB created
intellectual property created in the performance of the Agreement to the
CCSB, and will execute any future assignments or other documents needed
for the CCSB to document, register, or otherwise perfect such rights.
Notwithstanding the foregoing, Contractor retains all right, title and
interest in and to its software, documentation, training and
implementation materials and other materials provided in connection
with Contractor's services (collectively, “Contractor IP”). Contractor grants
to the CCSB a personal, nonexclusive license to use the Contractor IP for
its own non-commercial, incidental use as set forth in the end user license

Agreement accompanying such software and as contemplated herein. All
data of the CCSB remains the property of the CCSB.

37.7.8.It is understood and agreed that the CCSB is the exclusive Owner of the
CCSB data and that at no point in time does or will the Contractor become
the Owner of any CCSB Data, PIl or CCSB files, and that should the
Contractor be subject to dissolution or insolvency, CCSB data, PII, or files
will not be considered an asset or property of the Contractor. The CCSB
reserves the right to demand the prompt return of any and all CCSB data
and PIi at any time and for any reason whatsoever.

38.lllegal Alien Labor. The Parties shall each comply with all federal and state laws,
including but not limited to section 448.095, Florida Statues, prohibiting the hiring and
continued employment of aliens not authorized to work in the United States. The
Parties must not knowingly employ unauthorized aliens working under this Agreement
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and should such violation occur shall be cause for termination of the Agreement. The
Parties will utilize the E-verify system established by the U.S. Department of
Homeland Security to verify the employment eligibility of its new employees working
under this Agreement hired during the contract term, and will further include in all
subcontracts for subcontractors performing work or providing services pursuant to this
Agreement an express written requirement that the subcontractor utilize the E-Verify
system to verify the employment eligibility of all new employees hired by the
subcontractor to work under this Agreement during the contract term. The Contractor
shall receive and retain an affidavit from the subcontractor stating that the
subcontractor does not employ, contract with, or subcontract with an unauthorized
alien to work under this Agreement. Contractor's knowing failure to comply with this
subsection may result in termination of the Agreement and debarment of the
Contractor from all public contracts for a period of no less than one (1) year.

39.FEDERAL GRANTS TERMS AND CONDITIONS. For any Agreement that involves,
receives or utilizes Federal Grants funding, the following terms and conditions shall
be considered a part of the Agreement and the Contractor accepts and acknowledges

that it is and will continue to be in compliance with said terms and conditions for the
term of the award:

39.1. Recovered Materials (2 CFR §200.322) applies to all contracts greater than
$10,000. Contractor must comply with section 6002 of the Solid Waste Disposal
Act, as amended by the Resource Conservation and Recovery Act. The
requirements of Section 6002 include procuring only items designated in
guidelines of the Environmental Protection Agency (EPA) at 40 CFR part 247
that contain the highest percentage of recovered materials practicable,
consistent with maintaining a satisfactory level of competition, where the
purchase price of the item exceeds $10,000 or the value of the quantity acquired
during the preceding fiscal year exceeded $10,000: procuring solid waste
management services in a manner that maximizes energy and resource
recovery; and establishing an affirmative procurement program for procurement
of recovered materials identified in the EPA guidelines.

39.2. Federal Drug Free Workplace. Contractor agrees to comply with the drug-free
workplace requirements for federal Contractors pursuant to 41 U.S.C.A. § 8102.

39.3. Byrd Anti-Lobbying Amendment (31 U.S.C. 1352) applies if contract is
greater than or equal to $100,000. Contractor certifies that it has filed the
required certification and that it will not and has not used Federal appropriated
funds to pay any person or organization for influencing or attempting to influence
an officer or employee of an agency, a member of Congress, officer or employee
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of Congress, or an employee of a member of Congress in connection with
obtaining any Federal contract, grant or any other award covered by 31 U.S.C.
1352. Contractor must disclose any lobbying with non-Federal funds that takes
place in connection with obtaining any Federal award.

39.4. Energy Efficiency / Conservation (42 U.S.C. 6201). Contractor agrees to
comply with the mandatory standards and policies relating to energy efficiency
contained in the state energy conservation plan issued in compliance with the
Energy Policy and Conservation Act (42 U.S.C. 6201).

39.5. Clean Air Act (42 U.S.C. 7401 et seq.) and the Federal Water Pollution
Control Act (33 U.S.C. 1251 et seq.), as amended applies to contracts and
subgrants in excess of $150,000. Contractor agrees to comply with all
applicable standards, orders or regulations issued pursuant to the Clean Air Act
(42 U.S.C. 7401-7671q) and the Federal Water Pollution Control Act as amended
(33 U.S.C. 1251-1387). Contractor shall report any and all violations to the

Federal awarding agency and the Regional Office of the EPA, and notify CCSB
concurrently within 30 days of notice of the violation.

39.6. Remedies For Violation or Breach of Contract. Failure of the vendor to provide
products within the time specified in the ITB shall result in the following: The
Buyer shall notify vendor in writing within five (5) calendar days via the Vendor
Performance Form and provide five (5) calendar days to cure. If awarded vendor
cannot provide product, CCSB reserves the right to purchase product from the
next lowest responsive and responsible bidder. The defaulting vendor may be
responsible for reimbursing CCSB for the price differences.

39.7. Debarment and Suspension. Contractor certifies that it complies fully with the
Federal Debarment Certification regarding debarment suspension, ineligibility
and voluntary exclusion. In accordance with 2 CFR part 180 that implement
Executive Orders 12549 and 12689. Furthermore, Contractor certifies that
neither it nor its principals is presently debarred, suspended, proposed for
debarment, declared ineligible, or voluntarily excluded from participation in this
transaction by any federal department or agency.

39.8. Equal Employment Opportunity. During the performance of this contract,
Contractor agrees as follows:

39.8.1.Contractor will not discriminate against any employee or applicant for
employment because of race, color, religion, sex, sexual orientation, gender
identity, or national origin. Contractor will take affirmative action to ensure
that applicants are employed, and that employees are treated during
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employment, without regard to their race, color, religion, sex, sexual
orientation, gender identity, or national origin. Such action shall include, but
not be limited to the following: employment, upgrading, demotion, or transfer:
recruitment or recruitment advertising; layoff or termination; rates of pay or
other forms of compensation; and selection for training, including
apprenticeship. Contractor agrees to post in conspicuous places, available
to employees and applicants for employment, notices to be provided by the

contracting officer setting forth the provisions of this nondiscrimination
clause.

39.8.2. Contractor will, in all solicitations or advancements for employees placed by
or on behalf of the Contractor, state that all qualified applicants will receive
consideration for employment without regard to race, color, religion, sex,
sexual orientation, gender identity, or national origin.

39.8.3. Contractor will not discharge or in any other manner discriminate against any
employee or applicant for employment because such employee or applicant
has inquired about, discussed, or disclosed the compensation of the
employee or applicant or another employee or applicant. This provision shall
not apply to instances in which an employee who has access to the
compensation information of other employees or applicants as a part of such
employee’s essential job functions discloses the compensation of such other
employees or applicants to individuals who do not otherwise have access to
such information, unless such disclosure is in response to a formal complaint
or charge, in furtherance of an investigation, proceeding, hearing, or action,
including an investigation conducted by the employer, or is consistent with
the Contractor’s legal duty to furnish information.

39.8.4.Contractor will send to each labor union or representative of workers with
which he has a collective bargaining Agreement or other contract or
understanding, a Record Retention and access requirements to all records.
Contractor will send to each labor union or representative of workers with
which he has a collective bargaining Agreement or other contract or
understanding, a notice, to be provided by the agency contracting officer,
advising the labor union or workers’' representative of the Contractor's
commitments under Section 202 of Executive Order No. 11246 of
September 24, 1965, and shall post copies of the notice in conspicuous
places available to employees and applicants for employment.
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39.8.5.Contractor will comply with all provisions of Executive Order No. 11246 of

Sept. 24, 1965, and of the rules, regulations, and relevant orders of the
Secretary of Labor.

39.8.6.Contractor will furnish all information and reports required by Executive
Order No. 11246 of September 24, 1965, and by the rules, regulations, and
orders of the Secretary of Labor, or pursuant thereto, and will permit access
to his books, records, and accounts by the contracting agency and the

Secretary of Labor for purposes of investigation to ascertain compliance with
such rules, regulations, and orders.

39.8.7.In the event of the Contractor's noncompliance with the nondiscrimination
clauses of this contract or with any of such rules, regulations, or orders, this
contract may be cancelled, terminated, or suspended in whole or in part and
the Contractor may be declared ineligible for further Government contracts
in accordance with procedures authorized in Executive Order No. 11246 of
Sept. 24, 1965, and such other sanctions may be imposed and remedies
invoked as provided in Executive Order No. 11246 of September 24, 1965,

or by rule, regulation, or order of the Secretary of Labor, or as otherwise
provided by law.

39.8.8.Contractor will include the provisions of paragraphs 39.8 in every
subcontract or purchase order unless exempted by rules, regulations, or
orders of the Secretary of Labor issued pursuant to Section 204 of Executive
Order No. 11246 of September 24, 1965, so that such provisions will be
binding upon each subcontractor or vendor. Contractor will take such action
with respect to any subcontract or purchase order as may be directed by the
Secretary of Labor as a means of enforcing such provisions including
sanctions for noncompliance: Provided, however, that in the event the
Contractor becomes involved in, or is threatened with, litigation with a
subcontractor or vendor as a result of such direction, the Contractor may

request the United States to enter into such litigation to protect the interests
of the United States.

39.9.Copeland “Anti-Kickback” Act (18 U.S.C. 874 And 40 U.S.C. 276c¢c).
Contractor certifies that it is, and will continue to be, for the term of this contract
in for compliance with the Copeland “Anti-Kickback” Act (40 U.S.C. 3145), as
supplemented by Department of Labor regulations (29 CFR Part 3, “Contractors
and subcontractors on Public Building or Public Work Financed in Whole or in
Part by Loans or Grants from the United States”). The Act provides that each
Contractor or sub recipient must be prohibited from inducing, by any means, any
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person employed in the construction, completion, or repair of public work, to give
up any part of the compensation to which he or she is otherwise entitled. The non-

Federal entity must report all suspected or reported violations to the Federal
awarding agency.

39.10. Davis-Bacon Act, as Amended (40 U.S.C. 276A TO A-7). Contractor certifies
that it is, and will continue for the term of this contract, to be in compliance with
the Davis-Bacon Act (40 U.S.C. 3141-3144, and 3146-3148) as supplemented
by Department of Labor regulations (29 CFR Part 5, “Labor Standards
Provisions Applicable to Contracts Covering Federally Financed and Assisted
Construction”). In accordance with the statute, the Contractor is herein required
to pay wages to laborers and mechanics at a rate not less than the prevailing
wages specified in a wage determination made by the Secretary of Labor. In
addition, Contractor agrees to pay wages not less than once a week. Contractor
must provide a copy of the current prevailing wage determination issued by the
Department of Labor in each solicitation. Contractor acknowledges that the
decision to award this contract or subcontract is conditioned upon the
acceptance of the wage determination which the Contractor accepts. Contractor
agrees to report all suspected or reported violations to the Federal awarding
agency and to notify CCSB concurrently. Contractor certifies that it is, and will
continue to be, for the term of this contract in full compliance with the Copeland
“Anti-Kickback” Act (40 U.S.C. 3145), as supplemented by Department of Labor
regulations (29 CFR Part 3, “Contractors and Subcontractors on Public Building
or Public Work Financed in Whole or in Part by Loans or Grants from the United
States”). The Act provides that each Contractor or sub recipient must be
prohibited from inducing, by any means, any person employed in the
construction, completion, or repair of public work, to give up any part of the
compensation to which he or she is otherwise entitled. The non-Federal entity
must report all suspected or reported violations to the Federal awarding agency.

39.11. Contract Work Hours and Safety Standards Act (40 U.S.C. 327-333).
Contractor certifies that it is, and will continue for the term of this contract, to be
in compliance with 40 U.S.C. 3702 and 3704, as supplemented by Department
of Labor regulations (29 CFR Part 5). Under 40 U.S.C. 3702 of the Act, each
Contractor must be required to compute the wages of every mechanic and
laborer on the basis of a standard work week of 40 hours. Work in excess of the
standard work week is permissible provided that the worker is compensated at
a rate of not less than one and a half times the basic rate of pay for all hours
worked in excess of 40 hours in the work week. The requirements of 40 U.S.C.
3704 are applicable to construction work and provide that no laborer or
mechanic must be required to work in surroundings or under working conditions
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which are unsanitary, hazardous or dangerous. These requirements do not
apply to the purchases of supplies or materials or articles ordinarily available on
the open market, or contracts for transportation or transmission of intelligence.

39.12. Health And Safety Standards in Building Trades and Construction
Industry (40 U.S.C. 3704). No laborer or mechanic must be required to work in

surroundings or under working conditions which are unsanitary, hazardous, or
dangerous.

39.13. All website or software terms contained in click-through Agreements in
connection with Contractors services are disclaimed by CCSB to the extent the

terms are in addition to, conflict or are inconsistent with the terms of this
Agreement.

40.Authority to Execute Agreement. Each person signing this Agreement on behalf of
either Party individually warrants that he or she has full legal power to execute this
Agreement on behalf of the Party for whom he or she is signing, and to bind and
obligate such Party with respect to all provisions contained in this Agreement.

THE PARTIES REPRESENT THAT THEY HAVE THOROUGHLY DISCUSSED ALL
ASPECTS OF THE AGREEMENT AND ADDENDUM WITH THEIR RESPECTIVE
ATTORNEY(S), THAT THEY FULLY UNDERSTAND ALL OF ITS PROVISIONS, AND
THAT THEY ARE VOLUNTARILY ENTERING INTO THE AGREEMENT AND
ADDENDUM WITH THE FULL KNOWLEDGE OF ITS LEGAL SIGNIFICANCE AND
WITH THE INTENT TO BE LEGALLY BOUND BY ITS TERMS.

IN WITNESS WHEREOF, the Parties hereto have made and executed this Agreement
on the date first above written.

Contractor:

Ll

Chairman

Date: !O}IO/QB

[§ []

By: Marc Meinhardt

Title: VP of Partnerships

Date:__06/21/23
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Attachments: (list all attachments with the exact title of the document)
Attachment A, Student Data Privacy Agreement

Attachment B - Quote #11269

Attachment C — Information Security Policy

Attachment D — Nucleus Terms of Use, Privacy Policy and Content Policy
Contractor Contact Name: Marc Meinhardt

Phone Number: 323-433-1200

Email Address: marc@nucleuscourses.com
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ATTACHMENT A
AGREEMENT BETWEEN
THE SCHOOL BOARD OF CITRUS COUNTY, FLORIDA
AND

Nucleus Robotics LLC

STANDARD STUDENT DATA PRIVACY AGREEMENT

This Student Data Privacy Agreement (‘DPA”), as developed by the Student Data
Privacy Consortium (“SDPC”) and as modified by The School Board of Citrus County,

Florida is entered into on the date of full execution (the “Effective Date”) and is entered
into by and between:

The School Board of Citrus County, Florida, located at 1007 W. Main Street,
Inverness, Florida 34450 (the “LEA”)

and

Nucleus Robotics LLC located at 1644 Wellesley Avenue, Los Angeles, CA
90064 (the “Provider”).

WHEREAS, the Provider is providing educational or digital services to LEA.

WHEREAS, the Provider and LEA recognize the need to protect personally
identifiable student information and other regulated data exchanged between them as
required by applicable laws and regulations, such as the Family Educational Rights and
Privacy Act (“FERPA”) at 20 U.S.C. § 12329 (34 CFR Part 99); the Children’s Online
Privacy Protection Act (‘COPPA”) at 15 U.S.C. § 6501-6506 (16 CFR Part 312), , and
applicable state privacy laws and regulations and

WHEREAS, the Provider and LEA desire to enter into this DPA for the purpose

of establishing their respective obligations and duties in order to comply with applicable
laws and reguiations.

NOW THEREFORE, for good and valuable consideration, LEA and Provider agree
as follows:
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1. A description of the Services to be provided, the categories of Student Data that
may be provided by LEA to Provider, and other information specific to this DPA
are contained in the Standard Clauses hereto.

2. Special Provisions. Check if Required

If checked, the Supplemental State Terms and attached hereto as Exhibit
“G” are hereby incorporated by reference into this DPA in their entirety.

v" If checked, LEA and Provider agree to the additional terms or modifications
set forth in Exhibit “H”. (Optional)

If Checked, the Provider, has signed Exhibit “E” to the Standard
Clauses, otherwise known as General Offer of Privacy Terms

3. In the event of a conflict between the SDPC Standard Clauses, the State or
Special Provisions will control. In the event there is conflict between the terms
of the DPA and any other writing, including, but not limited to the Service

Agreement and Provider Terms of Service or Privacy Policy the terms of this
DPA shall control.

4. This DPA shall stay in effect for three (3) years. Exhibit “E” will expire three (3)
years from the date the original DPA was signed.

5. The services to be provided by Provider to LEA pursuant to this DPA are detailed
in Exhibit “A” (the “Services”).

6. Notices. All notices or other communication required or permitted to be given

hereunder may be given via e-mail transmission, or first-class mail, sent to the
designated representatives below.

The designated representative for the LEA for this DPA is:

Name: Douglas A Dodd

Title: Chairman, CCSB

Address: 1007 W Main Street
Inverness, FL 34450

Phone: 352-726-1931
Email: doddd@citrusschools.org
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The designated representative for the Provider for this DPA is:

Name:
Title:
Address:
Phone:

Email:

IN WITNESS WHEREOF, LEA and Provider execute this DPA as of the Effective Date.

Marc Meinhardt

VP of Partnerships

1644 Wellesley Avenue, Los Angeles, CA 90064
323-433-1200

marc@nucleuscourses.com

LEA: The School Board of Citrus County, Florida.

Signature: !

Printed
Name:

Title:
Date:

Douglas A Dodd

Chairman

lD!lo}Q?

Provider: Nucleus Robotics LLC

Signature:

Printed
Name:

Title:
Date:

Ve

Marc Meinhardt

Vice President of CTE Partnerships
June 21, 2023
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STANDARD CLAUSES

Version 1.0

Article I. ARTICLE I: PURPOSE AND SCOPE

1.

Article

1.

Purpose of DPA. The purpose of this DPA is to describe the duties and
responsibilities to protect Student Data including compliance with all applicable
federal, state, and local privacy laws, rules, and regulations, all as may be
amended from time to time. In performing the Services, the Provider shall be
considered a School Official with a legitimate educational interest, and
performing services otherwise provided by the LEA. Provider shall be under the
direct control and supervision of the LEA, with respect to its use of Student Data

Student Data to Be Provided. In order to perform the Services described

above, LEA shall provide Student Data as identified in the Schedule of Data,
attached hereto as Exhibit “B”.

DPA Definitions. The definition of terms used in this DPA is found in Exhibit
“C”. In the event of a conflict, definitions used in this DPA shall prevail over

terms used in any other writing, including, but not limited to the Service
Agreement, Terms of Service, Privacy Policies etc.

Il.  ARTICLE Il: DATA OWNERSHIP AND AUTHORIZED ACCESS

Student Data Property of LEA. All Student Data transmitted to the Provider
pursuant to the Service Agreement is and will continue to be the property of and
under the control of the LEA. The Provider further acknowledges and agrees
that all copies of such Student Data transmitted to the Provider, including any
modifications or additions or any portion thereof from any source, are subject to
the provisions of this DPA in the same manner as the original Student Data. The
Parties agree that as between them, all rights, including all intellectual property
rights in and to Student Data contemplated per the Service Agreement, shall
remain the exclusive property of the LEA. For the purposes of FERPA, the
Provider shall be considered a School Official, under the control and direction
of the LEA as it pertains to the use of Student Data, notwithstanding the above.

Parent Access. To the extent required by law the LEA shall establish
reasonable procedures by which a parent, legal guardian, or eligible student may
review Education Records and/or Student Data correct erroneous information,
and procedures for the transfer of student-generated content to a personal
account, consistent with the functionality of services. Provider shall respond in
a reasonably timely manner (and no later than forty-five (45) days from the date
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of the request or pursuant to the time frame required under state law for an LEA
to respond to a parent or student, whichever is sooner) to the LEA’s request for
Student Data in a student’s records held by the Provider to view or correct as
necessary. In the event that a parent of a student or other individual contacts the
Provider to review any of the Student Data accessed pursuant to the Services,
the Provider shall refer the parent or individual to the LEA, who will follow the
necessary and proper procedures regarding the requested information.

Separate Account. If Student-Generated Content is stored or maintained by
the Provider, Provider shall, at the request of the LEA, transfer, or provide a

mechanism for the LEA to transfer, said Student-Generated Content to a
separate account created by the student.

Law Enforcement Requests. Should law enforcement or other government
entities (“Requesting Party(ies)’) contact Provider with a request for Student
Data held by the Provider pursuant to the Services, the Provider shall notify the
LEA in advance of a compelled disclosure to the Requesting Party, unless
lawfully directed by the Requesting Party not to inform the LEA of the request.

Subprocessors. Provider shall enter into written Agreements with all
Subprocessors performing functions for the Provider in order for the Provider to
provide the Services pursuant to the Service Agreement, whereby the

Subprocessors agree to protect Student Data in a manner no less stringent than
the terms of this DPA.

Article lll.  ARTICLE Ill: DUTIES OF LEA

1.

Provide Data in Compliance with Applicable Laws. LEA shall provide
Student Data for the purposes of obtaining the Services in compliance with all

applicable federal, state, and local privacy laws, rules, and regulations, all as
may be amended from time to time.

Annual Notification of Rights. If the LEA has a policy of disclosing Education
Records and/or Student Data under FERPA (34 CFR § 99.31(a)(1)), LEA shall
include a specification of criteria for determining who constitutes a school official

and what constitutes a legitimate educational interest in its annual notification
of rights.

Reasonable Precautions. LEA shall take reasonable precautions to secure

usernames, passwords, and any other means of gaining access to the services
and hosted Student Data.
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Article
1.

Unauthorized Access Notification. LEA shall notify Provider promptly of any
known unauthorized access. LEA will assist Provider in any efforts by Provider to
investigate and respond to any unauthorized access.

V. ARTICLE IV: DUTIES OF PROVIDER

Privacy Compliance. The Provider shall comply with all applicable federal,
state, and local laws, rules, and regulations pertaining to Student Data privacy
and security, all as may be amended from time to time.

Authorized Use. The Student Data shared pursuant to the Service Agreement,
including persistent unique identifiers, shall be used for no purpose other than
the Services outlined in Exhibit “A” or stated in the Service Agreement and/or
otherwise authorized under the statutes referred to herein this DPA.

Provider Employee Obligation. Provider shall require all of Provider's
employees and agents who have access to Student Data to comply with all
applicable provisions of this DPA with respect to the Student Data shared under
the Service Agreement. Provider agrees to require and maintain an appropriate

confidentiality Agreement from each employee or agent with access to Student
Data pursuant to the Service Agreement.

No Disclosure. Provider acknowledges and agrees that it shall not make any
re-disclosure of any Student Data or any portion thereof, including without
limitation, user content or other non- public information and/or personally
identifiable information contained in the Student Data other than as directed or
permitted by the LEA or this DPA. This prohibition against disclosure shall not
apply to aggregate summaries of De-ldentified information, Student Data
disclosed pursuant to a lawfully issued subpoena or other legal process, or to
Subprocessors performing services on behalf of the Provider pursuant to this
DPA. Provider will not Sell Student Data to any third party.

(a) De-ldentified Data: Provider agrees not to attempt to re-identify De-
Identified Student Data. De- Identified Data may be used by the Provider for
those purposes allowed under FERPA and the following purposes: (1) assisting
the LEA or other governmental agencies in conducting research and other
studies; and (2) research and development of the Provider's educational sites,
services, or applications, and to demonstrate the effectiveness of the Services;
and (3) for adaptive learning purpose and for customized student learning.
Provider's use of De-ldentified Data shall survive termination of this DPA or any
request by LEA to return or destroy Student Data. Except for Subprocessors,
Provider agrees not to transfer de-identified Student Data to any party unless (a)
that party agrees in writing not to attempt re-identification, and (b) prior written
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notice has been given to the LEA who has provided prior written consent for such
transfer. Prior to publishing any document that names the LEA explicitly or
indirectly, the Provider shall obtain the LEA’s written approval of the manner in
which De-ldentified Data is presented.

Disposition of Data. Upon written request from the LEA, Provider shall dispose
of or provide a mechanism for the LEA to transfer Student Data obtained under
the Service Agreement, within sixty (60) days of the date of said request and
according to a schedule and procedure as the Parties may reasonably agree.
Upon termination of this DPA, if no written request from the LEA is received,
Provider shall dispose of all Student Data after providing the LEA with
reasonable prior notice. The duty to dispose of Student Data shall not extend to
Student Data that had been De-Identified or placed in a separate student
account pursuant to section Il 3. The LEA may employ a “Directive for
Disposition of Data” form, a copy of which is attached hereto as Exhibit “D”. If
the LEA and Provider employ Exhibit “D”, no further written request or notice

is required on the part of either party prior to the disposition of Student Data
described in Exhibit “D”.

Advertising Limitations. Provider is prohibited from using, disclosing, or selling
Student Data to (a) inform, influence, or enable Targeted Advertising; or (b)
develop a profile of a student, family member/guardian or group, for any purpose
other than providing the Service to LEA. This section does not prohibit Provider
from using Student Data (i) for adaptive learning or customized student learning
(including generating personalized learning recommendations); or (ii) to make
product recommendations to teachers or LEA employees; or (jii) to notify account
holders about new education product updates, features, or services or from

otherwise using Student Data as permitted in this DPA and its accompanying
exhibits.

Article V.  ARTICLE V: DATA PROVISIONS

1.

Data Storage. Where required by applicable law, Student Data shall be stored
within the United States. Upon request of the LEA, Provider will provide a list of
the locations where Student Data is stored.

Audits. No more than once a year, or following unauthorized access, upon
receipt of a written request from the LEA with at least ten (10) business days’
notice and upon the execution of an appropriate confidentiality Agreement, the
Provider will allow the LEA to audit the security and privacy measures that are
in place to ensure protection of Student Data or any portion thereof as it pertains
to the delivery of services to the LEA. The Provider will cooperate reasonably
with the LEA and any local, state, or federal agency with oversight authority or
jurisdiction in connection with any audit or investigation of the Provider and/or
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delivery of Services to students and/or LEA, and shall provide reasonable
access to the Provider's facilities, staff, agents and LEA’s Student Data and all
records pertaining to the Provider, LEA and delivery of Services to the LEA.
Failure to reasonably cooperate shall be deemed a material breach of the DPA.

3. Data Security. The Provider agrees to utilize administrative, physical, and
technical safeguards designed to protect Student Data from unauthorized
access, disclosure, acquisition, destruction, use, or modification. The Provider
shall adhere to any applicable law relating to data security. The provider shall
implement an adequate Cybersecurity Framework based on one of the
nationally recognized standards set forth in Exhibit “F”. Exclusions, variations,
or exemptions to the identified Cybersecurity Framework must be detailed in an
attachment to Exhibit “H”. Additionally, Provider may choose to further detail
its security programs and measures that augment or are in addition to the
Cybersecurity Framework in Exhibit “F”. Provider shall provide, in the Standard
Schedule to the DPA, contact information of an employee who LEA may contact
if there are any data security concerns or questions.

4. Data Breach. In the event of an unauthorized release, disclosure or acquisition
of Student Data that compromises the security, confidentiality or integrity of the
Student Data maintained by the Provider the Provider shall provide notification
to LEA within seventy-two (72) hours of confirmation of the incident, unless
notification within this time limit would disrupt investigation of the incident by law
enforcement. In such an event, notification shall be made within a reasonable
time after the incident. Provider shall follow the following process:

(1) The security breach notification described above shall include, at a

minimum, the following information to the extent known by the Provider
and as it becomes available:

i. The name and contact information of the reporting LEA subject to
this section.

i. A list of the types of personal information that were or are
reasonably believed to have been the subject of a breach.

iii. Ifthe information is possible to determine at the time the notice is
provided, then either (1) the date of the breach, (2) the estimated
date of the breach, or (3) the date range within which the breach
occurred. The notification shall also include the date of the notice.
Whether the notification was delayed as a result of a law
enforcement investigation, if that information is possible to
determine at the time the notice is provided; and

iv. A general description of the breach incident, if that information is
possible to determine at the time the notice is provided.
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(2) Provider agrees to adhere to all federal and state requirements with
respect to a data breach related to the Student Data, including, when
appropriate or required, the required responsibilities and procedures for
notification and mitigation of any such data breach.

(3) Provider further acknowledges and agrees to have a written incident
response plan that reflects best practices and is consistent with industry
standards and federal and state law for responding to a data breach,
breach of security, privacy incident or unauthorized acquisition or use of
Student Data or any portion thereof, including personally identifiable

information and agrees to provide LEA, upon request, with a summary of
said written incident response plan.

(4) LEA shall provide notice and facts surrounding the breach to the affected
students, parents or guardians.

(5) Inthe event of a breach originating from LEA’s use of the Service, Provider

shall cooperate with LEA to the extent necessary to expeditiously secure
Student Data.

Article VI. ARTICLE VI: GENERAL OFFER OF TERMS

Provider may, by signing the attached form of “General Offer of Privacy Terms”
(General Offer, attached hereto as Exhibit “E”), be bound by the terms of Exhibit “E”

to any other LEA who signs the acceptance on said Exhibit. The form is limited by the
terms and conditions described therein.

Article VII. MISCELLANEOUS

1. Termination. Inthe event that either Party seeks to terminate this DPA, they may
do so by mutual written consent so long as the Service Agreement has lapsed or
has been terminated. Either party may terminate this DPA and any service
Agreement or contract if the other party breaches any terms of this DPA.

2. Effect of Termination Survival. If the Service Agreement is terminated, the

Provider shall destroy all of LEA’s Student Data pursuant to Article 1V, section
6.

3. Priority of Agreements. This DPA shall govern the treatment of Student Data
in order to comply with the privacy protections, including those found in FERPA
and all applicable privacy statutes identified in this DPA. In the event there is
conflict between the terms of the DPA and the Service Agreement, Terms of
Service, Privacy Policies, or with any other bid/RFP, license Agreement, or
writing, the terms of this DPA shall apply and take precedence. In the event of a
conflict between Exhibit “H”, the SDPC Standard Clauses, and/or the
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Supplemental State Terms, Exhibit “H” will control, followed by the
Supplemental State Terms. Except as described in this paragraph herein, all
other provisions of the Service Agreement shall remain in effect.

4. Entire Agreement. This DPA and the Service Agreement constitute the entire
Agreement of the Parties relating to the subject matter hereof and supersedes
all prior communications, representations, or Agreements, oral or written, by the
Parties relating thereto. This DPA may be amended and the observance of any
provision of this DPA may be waived (either generally or in any particular
instance and either retroactively or prospectively) only with the signed written
consent of both Parties. Neither failure nor delay on the part of any Party in
exercising any right, power, or privilege hereunder shall operate as a waiver of
such right, nor shall any single or partial exercise of any such right, power, or

privilege preclude any further exercise thereof or the exercise of any other right,
power, or privilege.

5. Severability. Any provision of this DPA that is prohibited or unenforceable in any
jurisdiction shall, as to such jurisdiction, be ineffective to the extent of such
prohibition or unenforceability without invalidating the remaining provisions of
this DPA, and any such prohibition or unenforceability in any jurisdiction shall
not invalidate or render unenforceable such provision in any other jurisdiction.
Notwithstanding the foregoing, if such provision could be more narrowly drawn
SO as not to be prohibited or unenforceable in such jurisdiction while, at the same
time, maintaining the intent of the Parties, it shall, as to such jurisdiction, be so
narrowly drawn without invalidating the remaining provisions of this DPA or
affecting the validity or enforceability of such provision in any other jurisdiction.

6. Governing Law; Venue and Jurisdiction. THIS DPA WILL BE GOVERNED
BY AND CONSTRUED IN ACCORDANCE WITH THE LAWS OF THE STATE
OF THE LEA, WITHOUT REGARD TO CONFLICTS OF LAW PRINCIPLES.
EACH PARTY CONSENTS AND SUBMITS TO THE SOLE AND EXCLUSIVE
JURISDICTION TO THE STATE AND FEDERAL COURTS FOR THE COUNTY
OF THE LEA FOR ANY DISPUTE ARISING OUT OF OR RELATING TO THIS
DPA OR THE TRANSACTIONS CONTEMPLATED HEREBY.

7. Successors Bound: This DPA is and shall be binding upon the respective
successors in interest to Provider in the event of a merger, acquisition,
consolidation or other business reorganization or sale of all or substantially all of
the assets of such business In the event that the Provider sells, merges, or
otherwise disposes of its business to a successor during the term of this DPA,
the Provider shall provide written notice to the LEA no later than sixty (60) days
after the closing date of sale, merger, or disposal. Such notice shall include a
written, signed assurance that the successor will assume the obligations of the
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DPA and any obligations with respect to Student Data within the Service
Agreement. The LEA has the authority to terminate the DPA if it disapproves of

the successor to whom the Provider is selling, merging, or otherwise disposing
of its business.

8. Authority. Each party represents that it is authorized to bind to the terms of this
DPA, including confidentiality and destruction of Student Data and any portion
thereof contained therein, all related or associated institutions, individuals,

employees or Contractors who may have access to the Student Data and/or any
portion thereof.

9. Waiver. No delay or omission by either party to exercise any right hereunder
shall be construed as a waiver of any such right and both Parties reserve the

right to exercise any such right from time to time, as often as may be deemed
expedient.

[THE REMAINDER OF THIS PAGE IS INTENTIONALLY LEFT BLANK]
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EXHIBIT “A”

DESCRIPTION OF SERVICES

Nuclaus Rohotlcs, LLC
1644 Wellesley Ave
Los Angelas, CA 90025

 Quote for _Services QUOTE DATE:

TG: Cilrus Courly School Distrct

11268123

QUOTE #: 10864
% Uawna Bolay

QUOTE EXPIRES:

Iltem Description

Cost Dis_cqurit

~scants High Schonl (Entraprene rsnip)

33,500 00
Notes/Instructions b SUBTOTAL: $3 500 00
Mieoe PP I - TOTAL: $3,500.00
[T R Lo TP i T e

Ct e
Ve e

RLEEI ] - b B . i .
3.ppcrt w. ' 08 avaiadle Ieo: *he antirety i tne 2023-2024
schwal year

Please make all checks payabie to Nucleus Rabatics LLGC and mat to

Nucleus Robotics. LLC
1544 Wellesley Avenua
Los Angeles CA 90025

foontact us 3t admin@n.clenscourses com with apy quesiors about thesa terms
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EXHIBIT “B”

SCHEDULE OF DATA

Category of Data

Elements

Check if
Used by
Your System

Application Technology
Meta Data

IP Addresses of users, Use of cookies, etc.

Other application technology meta data-Please
specify:

Application Use

Meta data on user interaction with application

Student school (daily) attendance data

Statistics

Assessment Standardized test scores
Observation data
Other assessment data-Please specify: Completion X
Data, Ability to see free-response & submissions for
activities, and multiple choice quiz and review question
answers.

Attendance

Student class attendance data

Communications

Online communications captured (emails, blog
entries)

Conduct

Conduct or behavioral data

Demographics

Date of Birth

Place of Birth

Gender

Ethnicity or race

Language information (native, or primary
language spoken by student)
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Category of Data

Elements

Check if Used
by Your
System

Other demographic information-Please specify: Age
over 13 years old must be confirmed (birthdate)

X

Enroliment

Student school enroliment

Student grade level

Homeroom

Guidance counselor

Specific curriculum programs

—

Year of graduation

Other enroliment information-Please specify: Which
class they are in

Parent/Guardian
Contact Information

Address

Email

Phone

Parent/Guardian 1D

Parent ID number (created to link parents to
students)

Parent/Guardian Name

First and/or Last

Schedule

Student scheduled courses

Teacher names

Special Indicator

English language learner information

Low income status

Medical alerts/ health data
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Category of Data

Elements

Check if Used
by Your
System

Student disability information

Specialized education services (IEP or 504)

Living situations (homeless/foster care)

Other indicator information-Please specify:

Student Contact
Information

Address

Email

Phone

Student Identifiers

Local (School district) ID number

State ID number

Provider/App assigned student ID number

Student generated content; writing, pictures, etc.

Student app username o
Student app passwords
Student Name First and/or Last o
Student In App Program/application performance (typing program-
Performance student types 60 wpm, reading program-student
reads below grade level)
Student Program Academic or extracurricular activities a student
Membership may belong to or participate in
X
Student Survey . :
Student responses to surveys or questionnaires
| Responses
Student work
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Check if Used
Category of Data Elements by Your
System
Other student work data -Please specify:
Transcript Student course grades
X
Student course data
Student course grades/ performance scores
Other transcript data - Please specify:
Transportation Student bus assignment
Student pick up and/or drop off location
Student bus card ID number
Other data — Please specify:
Other Please list each additional data element used, X
stored, or collected by your application: When
students log in (time stamp) and when they submit
work (time stamp)
None No Student Data collected at this time. Provider
will immediately notify LEA if this designation is no
longer applicable.
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EXHIBIT “C”

DEFINITIONS

De-ldentified Data and De-ldentification: Records and information are considered to
be De-ldentified when all personally identifiable information has been removed or
obscured, such that the remaining information does not reasonably identify a specific
individual, including, but not limited to, any information that, alone or in combination is
linkable to a specific student and provided that the educational agency, or other party,
has made a reasonable determination that a student's identity is not personally
identifiable, taking into account reasonable available information.

Educational Records: Educational Records are records, files, documents, and other
materials directly related to a student and maintained by the school or local education
agency, or by a person acting for such school or local education agency, including but
not limited to, records encompassing all the material kept in the student's cumulative
folder, such as general identifying data, records of attendance and of academic work
completed, records of achievement, and results of evaluative tests, health data,
disciplinary status, test protocols and individualized education programs.

Metadata: means information that provides meaning and context to other data being
collected; including, but not limited to: date and time records and purpose of creation

Metadata that have been stripped of all direct and indirect identifiers are not considered
Personally Identifiable Information.

Operator: means the operator of an internet website, online service, online application,
or mobile application with actual knowledge that the site, service, or application is used
for K-12 school purposes. Any entity that operates an internet website, online service,
online application, or mobile application that has entered into a signed, written
Agreement with an LEA to provide a service to that LEA shall be considered an
“operator” for the purposes of this section.

Originating LEA: An LEA who originally executes the DPA in its entirety with the
Provider.

Provider: For purposes of the DPA, the term “Provider” means provider of digital
educational software or services, including cloud-based services, for the digital storage,
management, and retrieval of Student Data. Within the DPA the term “Provider” includes
the term “Third Party” and the term “Operator” as used in applicable state statutes.

Student Generated Content: The term “Student-Generated Content” means materials
or content created by a student in the services including, but not fimited to, essays,
research reports, portfolios, creative writing, music or other audio files, photographs,
videos, and account information that enables ongoing ownership of student content.
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School Official: For the purposes of this DPA and pursuant to 34 CFR § 99.31(b), a
School Official is a Contractor that: (1) Performs an institutional service or function for
which the agency or institution would otherwise use employees; (2) Is under the direct
control of the agency or institution with respect to the use and maintenance of Student
Data including Education Records; and (3) Is subject to 34 CFR § 99.33(a) governing

the use and re-disclosure of Personally Identifiable Information from Education
Records.

Service Agreement: Refers to the Contract, Purchase Order or Terms of Service or
Terms of Use.

Student Data: Student Data includes any data, whether gathered by Provider or
provided by LEA or its users, students, or students’ parents/guardians, that is
descriptive of the student including, but not limited to, information in the student's
educational record or email, first and last name, birthdate, home or other physical
address, telephone number, email address, or other information allowing physical or
online contact, discipline records, videos, test results, special education data, juvenile
dependency records, grades, evaluations, criminal records, medical records, health
records, social security numbers, biometric information, disabilities, socioeconomic
information, individual purchasing behavior or preferences, food purchases, political
affiliations, religious information, text messages, documents, student identifiers, search
activity, photos, voice recordings, geolocation information, parents’ names, or any
other information or identification numberthat would provide information about a specific
student. Student Data includes Meta Data. Student Data further includes ‘Personally
Identifiable Information (PII),” as defined in 34 C.F.R. § 99.3 and as defined under any
applicable state law. Student Data shall constitute Education Records for the purposes
of this DPA, and for the purposes of federal, state, and local laws and regulations.
Student Data as specified in Exhibit “B” is confirmed to be collected or processed by
the Provider pursuant to the Services. Student Data shall not constitute that information

that has been anonymized or De-ldentified, or anonymous usage data regarding a
student’s use of Provider’s services.

Subprocessor: For the purposes of this DPA, the term “Subprocessor’ (sometimes
referred to as the “Subcontractor’) means a party other than LEA or Provider, who
Provider uses for data collection, analytics, storage, or other service to operate and/or
improve its service, and who has access to Student Data.

Subscribing LEA: An LEA that was not party to the original Service Agreement and
who accepts the Provider's General Offer of Privacy Terms.

Targeted Advertising: means presenting an advertisement to a student where the
selection of the advertisement is based on Student Data or inferred over time from the
usage of the operator's Internet web site, online service or mobile application by such
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student or the retention of such student's online activities or requests over time for the
purpose of targeting subsequent advertisements. "Targeted Advertising" does not
include any advertising to a student on an Internet web site based on the content of

the web page or in response to a student's response or request for information or
feedback.

Third Party: The term “Third Party” means a provider of digital educational software or
services, including cloud-based services, for the digital storage, management, and
retrieval of Education Records and/or Student Data, as that term is used in some state
statutes. However, for the purpose of this DPA, the term “Third Party” when used to

indicate the provider of digital educational software or services is replaced by the term
“Provider.”
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EXHIBIT “D”
DIRECTIVE FOR DISPOSITION OF DATA

[Insert Name of District or LEA] Provider to dispose of data obtained by Provider
pursuant to the terms of the Service Agreement between LEA and Provider. The
terms of the Disposition are set forth below:

1. Extent of Disposition
Disposition is partial. The categories of data to be disposed of are set forth
below or are found in an attachment to this Directive:

Data Transfer to Technology Resource Center. Specific instructions
will be with termination of services.

(I Disposition is Complete. Disposition extends to all categories of data.

2. Nature of Disposition

[ Disposition shall be by destruction or deletion of data.

Disposition shall be by a transfer of data. The data shall be transferred to
he following site as follows:

Data Transfer to Technology Resource Center. Specific instructions
will be with termination of services.

3. Schedule of Disposition

Data shall be disposed of by the following date:
X__As soon as commercially practicable.

By [Insert Date]

4. Signature

_ : [ollo[23
Authorized Representative of LEA Date

5. Verification of Disposition of Data
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06/21/23
Authorized Representative of Provider Date
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EXHIBIT “E”

GENERAL OFFER OF TERMS

1. OFFER OF TERMS

Provider offers the same privacy protections found in this DPA between it and [Insert
Name of Originating LEA] (“Originating LEA”) which is dated [Insert Date], to any other
LEA ("Subscribing LEA") who accepts this General Offer of Privacy Terms (“General
Offer”) through its signature below. This General Offer shall extend only to privacy
protections, and Provider's signature shall not necessarily bind Provider to other terms,
such as price, term, or schedule of services, or to any other provision not addressed in
this DPA. The Provider and the Subscribing LEA may also agree to change the data
provided by Subscribing LEA to the Provider to suit the unique needs of the Subscribing
LEA. The Provider may withdraw the General Offer in the event of: (1) a material change
in the applicable privacy statues; (2) a material change in the services and products listed
in the originating Service Agreement; or three (3) years after the date of Provider's

signature to this Form. Subscribing LEAs should send the signed Exhibit “E” to Provider
at the following email address:

Nucleus Robotics, LLC

BY:

Date: 06/21/23

Printed Name: Marc Meinhardt

Title/Position: VP Partnerships
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1. Subscribing LEA

A Subscribing LEA, by signing a separate Service Agreement with Provider, and by its
signature below, accepts the General Offer of Privacy Terms. The Subscribing LEA
and the Provider shall therefore be bound by the same terms of this DPA for the term
of the DPA between the [Insert Name of Originating LEA]and the Provider. **PRIOR
TO ITS EFFECTIVENESS, SUBSCRIBING LEA MUST DELIVER NOTICE OF
ACCEPTANCE TO PROVIDER PURSUANT TO ARTICLE Vii, SECTION 5. **

THE SCHOOL BOARD OF CITRUS COUNTY

BY:

Date:

Printed Name:  Douglas A Dodd

Title/Position: Chairman. CCSB

SCHOOL DISTRICT NAME: THE SCHOOL BOARD OF CITRUS COUNTY, FLORIDA
DESIGNATED REPRESENTATIVE OF LEA:

Name; Debra Stanley

Title: Director of Career and Technical Education and Adult Education
Address: 1007 W Main Street, Inverness, FL 34450

Telephone 352-726-1931

Number:
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Email:

Adequate

stanleyd@ecitrusschools.org

EXHIBIT “F”

DATA SECURITY REQUIREMENTS

Cybersecurity

Frameworks 2/24/2020

The Education Security and Privacy Exchange (“Edspex”) works in partnership with
the Student Data Privacy Consortium and industry leaders to maintain a list of known
and credible cybersecurity frameworks which can protect digital learning ecosystems
chosen based on a set of guiding cybersecurity principles* (“Cybersecurity

Frameworks”) that may be utilized by Provider.

Cybersecurity Frameworks

MAINTAINING ORGANIZATION/GROUP FRAMEWORK(S)
X National Institute of Standards and NIST Cybersecurity Framework Version
Technology (NIST) 1.1
] National Institute of Standards and | NIST SP  800-53, Cybersecurity
Technology (NIST) Framework for Improving Critical
Infrastructure  Cybersecurity ~ (CSF),
Special Publication 800-171
O] International ~ Standards  Organization | Information technology — Security
(ISO) technigues — Information security
management systems (ISO 27000
series)
Secure Controls Framework Council, LLC Security Controls Framework (SCF)
Center for Internet Security (CIS) CIS Critical Security Controls (CSC, CIS
Top 20)
O Office of the Under Secretary of Defense Cybersecurity Maturity Model
for  Acquisition and Sustainment | Certification (CMMC, ~FAR/DFAR)
(OUSD(A&S))

Please visit http.//www.edspex.org for further details about the noted frameworks.
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*Cybersecurity Principles used to choose the Cybersecurity Frameworks are located here

Here are the cybersecurity principles used to choose the NIST Cybersecurity Framework
Version 1.1:

1. Risk-based approach: The framework follows a risk management approach, focusing on

identifying, assessing, and mitigating cybersecurity risks based on the organization's specific
needs and priorities.

2. Outcome-driven: The framework emphasizes achieving desired outcomes rather than

prescribing specific controls or technologies. It provides a flexible structure for organizations to
define and measure their cybersecurity goals.

3. Proactive and continuous improvement: The framework encourages organizations to take a
proactive stance towards cybersecurity and implement processes for continuous improvement.

It emphasizes the need for ongoing monitoring, assessment, and adaptation to evolving threats
and technologies.

4. Business alignment: The framework promotes the alignment of cybersecurity activities with
an organization's business objectives and risk tolerance. It encourages organizations to
integrate cybersecurity into their overall business strategy and decision-making processes.

5. Collaboration and coordination: The framework recognizes the importance of collaboration
and coordination between internal and external stakeholders, such as IT, legal, human
resources, and third-party vendors. It emphasizes the need for information sharing,
communication, and coordination to effectively manage cybersecurity risks.

6. Flexibility and scalability: The framework provides a flexible and scalable approach that can
be adapted to organizations of varying sizes, sectors, and cybersecurity maturity levels. It allows

organizations to prioritize and implement cybersecurity controls based on their unique
circumstances.

7. Risk-informed decision making: The framework promotes informed decision-making by
providing a structured process for identifying, assessing, and responding to cybersecurity risks.
It helps organizations make risk-based decisions regarding the allocation of resources and the
selection of appropriate cybersecurity measures.

8. Privacy protection: The framework recognizes the importance of privacy protection and
highlights the need to incorporate privacy considerations into an organization's cybersecurity

program. It encourages organizations to assess and manage privacy risks alongside
cybersecurity risks.
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EXHIBIT “G”
Supplemental SDPC State Terms for [State]

Version

[The State Supplement is an optional set of terms that will be generated on an as-
needed basis in collaboration between the national SDPC legal working group and the
State Consortia. The scope of these State Supplements will be to address any state
specific data privacy statutes and their requirements to the extent that they require terms
in addition to or different from the National Standard Clauses. The State Supplements
will be written in a manner such that they will not be edited/updated by individual Parties
and will be posted on the SDPC website to provide the authoritative version of the
terms. Any changes by LEAs or Providers will be made in amendment form in an
Exhibit (Exhibit “H” in this proposed structure).]
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EXHIBIT “H”

Additional Terms or Modifications

THIS EXHIBIT “H” effective simultaneously with attached Student Date Privacy
Agreement (“DPA") between The School Board of Citrus County, Florida, (the “Local
Education Agency” or “LEA”) and Nucleus Robotics, LLC, (the “Provider”) is incorporated
in the attached DPA and amends the DPA (and all supplemental terms and conditions
and policies applicable to the DPA) as follows:

1. The second WHEREAS CLAUSE is amended to add “the Protection of Pupit Rights

Amendment (‘PPRA”) at 20 U.S.C. 1232h (34 CFR Part 98)” after “45 U.S.C. § 6501-
6506 (16 CFR Part 312)".

2. Paragraph 3 on the page 2 of the DPA is deleted in its entirety and replaced with the
following: In the event of a conflict between the DPA Standard Clauses, the State or
Special Provisions will control. In the event there is conflict between the terms of the
DPA and any other writing, including Provider Terms of Service or Privacy Policy, the
terms of Technology Master Service Agreement, and then this DPA shall control.

3. The last sentence of Article Il, Paragraph 1 is amended as follows: Provider agrees
that for purposes of this Agreement, it will be designated a “School Official,” under the
control and direction of the LEA as it pertains to the use of Student Data, with
“legitimate educational interests” as those terms have been interpreted and defined
under FERPA. Provider may transfer student-generated content to a separate
account, according to the procedures set forth below. Provider agrees to abide by
FERPA and Fla. Stat. 1002.22 while performing its service for the LEA.

4. Article |, Paragraph 2 is amended to add the following: Indemnification. Provider shall
indemnify, hold harmless, and defend the SB and all of SB’s current, past, and future
officers, agents, and employees (collectively, “Indemnified Party”) from and against
any and all causes of action, demands, claims, losses, liabilities, and expenditures of
any kind, including attorneys’ fees, court costs, and expenses, including through the
conclusion of any appellate proceedings, raised or asserted by any person or entity
not a party to this Agreement, and caused or alleged to be caused, in whole or in part,
by any breach of this Agreement by Provider, third-Parties, or subprocessor(s) related
to Attachment A, Exhibit B (Schedule of Data), including but not limited to, failure to

notify the SB of any additional students’ Pl collected and not updated by Provider in
Exhibit B.

Agreement between The School Board of Citrus County, Florida Page |27 of 30
and Nucleus Robotics LLC



S. Article I, Paragraph 5 is deleted in its entirety and replaced with the
following: Provider shall enter into written Agreements with all Subprocessors
performing functions for the Provider in order for the Provider to provide the Services
pursuant to the Service Agreement, whereby the Subprocessors agree to protect
Student Data in a manner consistent with the terms of this DPA. Provider agrees to
share the Subprocessors names and Agreements with LEA upon LEA'’s request.

6. Article Ill, Paragraph 1 is amended to add the following sentence: LEA will allow
Provider access to Student Data necessary to perform the Services and pursuant to

the terms of this DPA and in compliance with FERPA, COPPA, PPRA. and all other
privacy statutes cited in this DPA.

7. Article IV, Paragraph 1 is amended to add the following sentence: The Parties expect
and anticipate that Provider may receive personally identifiable information in
education records from the District only as an incident of service or training that
Provider provides to the LEA pursuant to this Agreement. The Provider shall comply
with all applicable State and Federal laws and regulations pertaining to Student Data
privacy and security, including FERPA, COPPA, PPRA, Florida Statutes Sections
1001.41 and 1002.22, and all other privacy statutes cited in this DPA. The Parties
agree that Provider is a “school official” under FERPA and has a legitimate educational
interest in personally identifiable information from education records because for
purposes of the contract, Provider: (1) provides a service or function for which the LEA
would otherwise use employees; (2) is under the direct control of the LEA with respect
to the use and maintenance of education records: and (3) is subject to the

requirements of FERPA governing the use and redisclosure of personally identifiable
information from education records

8. Article IV, Paragraph 2 is amended to add the following sentence: Provider also
acknowledges and agrees that it shall not make any re-disclosure of any Student Data
or any portion thereof, including without limitation, meta Student Data, user content or
other non-public information and/or personally identifiable information contained in the
Student Data, without the express written consent of the LEA.

9. Article IV, Paragraph 7 is deleted in its entirety and replaced with the following:
Provider is prohibited from using or selling Student Data to (a) market or advertise to
students or families/guardians; (b) inform, influence, or enable marketing, targeted
advertising, or other commercial efforts by Provider; (c) develop a profile of a student,
family member/guardian or group, for any commercial purpose other than providing
the Service to LEA,; or (d) use the Student Data for the development of commercial
products or services, other than as necessary to provide the Service to LEA. This
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section does not prohibit Provider from generating legitimate personalized learning
recommendations.

10.Article V, Paragraph 1 is deleted in its entirety and replaced with the following: Student

11

Data shall be stored within the United States. Upon request of the LEA, Provider will
provide a list of the locations where Student Data is stored. Provider shall not, without
the express prior written consent of District: Transmit Student Data or Pl to any
Providers or Subprocessors located outside of the United States; distribute, repurpose
or share Student Data or P!l with any Partner Systems not used for providing services
to the LEA; use Pll or any portion thereof to inform, influence or guide marketing
or advertising efforts, or to develop a profile of a student or group of students for any
commercial purpose [or for any other purposes]; use PIl or any portion thereof to
develop commercial products or services; use any Pll for any other purpose other
than in connection with the services provided to the LEA: and engage in targeted
advertising, based on the Student Data collected from the LEA.

.Article VII, is hereby amended to add Paragraph 10 as follows: Assignment. None

of the Parties to this DPA may assign their rights, duties, or obligations under this

DPA, either in whole or in part, without the prior written consent of the other party to
this DPA.

12. Article VII, is hereby amended to add Paragraph 11 as follows: Click through. Any

‘click through” terms and conditions or terms of use are superseded by the
Technology Master Service Agreement and this DPA, and acceptance of the terms

and conditions or terms of use through the “click through” do not indicate acceptance
by the entity.

13. Article VI, is hereby amended to add Paragraph 12 as follows: Security Controls.

Security Controls. Provider represents and warrants that any software licensed
hereunder shall not contain any virus, worm, Trojan Horse, tracking software or be
capable of identifying non-approved users or tracking any approved user, or any
undocumented software locks or drop dead devices that would render inaccessible or

impair in any way the operation of the software or any other hardware, software or
data for which the software is designed to work with.

14. Article VII, is hereby amended to add Paragraph 13 as follows: Authority to Execute

Agreement. Each person signing this Agreement on behalf of either Party individually
warrants that he or she has full legal power to execute this Agreement on behalf of

the Party for whom he or she is signing, and to bind and obligate such Party with
respect to all provisions contained in this Agreement.
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THE PARTIES REPRESENT THAT THEY HAVE THOROUGHLY DISCUSSED ALL
ASPECTS OF THE AGREEMENT AND ADDENDUM WITH THEIR RESPECTIVE
ATTORNEY(S), THAT THEY FULLY UNDERSTAND ALL OF ITS PROVISIONS, AND
THAT THEY ARE VOLUNTARILY ENTERING INTO THE AGREEMENT AND
ADDENDUM WITH THE FULL KNOWLEDGE OF ITS LEGAL SIGNIFICANCE AND
WITH THE INTENT TO BE LEGALLY BOUND BY ITS TERMS.

Education : Provider:

Date: lo!,o/aj

By: Marc Meinhardt
Title: VP of Partnerships

Date: 06/21/23
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stewartl

stewartl


¢ Nucleus

Nuclieus Robotics, LLC
1644 Wellesley Ave
Los Angeles, CA 90025

TQ: Citrus County School District QUOTE #: 10864

% Dawna Boley QUOTE EXPIRES: 4/26/22

Item Description

Cost Discount

Lecanto High School (Entrepreneurship) 1 $3.500 00
Notes/Instructions SUBTOTAL: $3,500 00
Mucleus wil grovide Entreprenewship curmcuium access TOTAL: 53'500'00

‘or Meledy Hinson at Lesanto Figh School for the 2023-
2024 schoo! year Staff training and professionai
davelopment wil be oravided In a groug setting, or 1-0n-1
with 1he teacher as reeded. Tha surriculum and tzacner
supoort will be avai abie for the entiraty of the 2023.2024
schani year,

Please make all checks payable to Nucleus Robotics LLC and mail to
Nucleus Robotics, LLC
1644 Wellesley Avenue
Los Angeles, CA 90025

Contact us at admin@nucleuscourses com with any questions about these terms
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r Information Security Policy J

1 INTRODUCTION

In accordance with mandated organizationa! security requirements set forth and approved by
management, Nucleus Robotics LLC (“NRL”) has established a formal Information Security Policy

{“Policy”). This comprehensive Policy is implemented immediately along with all relevant and applicable
procedures.

The Information Security Program shall encompass this Policy along with all associated policies,
procedures, standards, guidelines, and technology controls.

1.1 Purpose

This Policy outlines the approach, methodology, and responsibilities for preserving the Confidentiality,
Integrity, and Availability (“CIA”) of NRL systems and data. It is the overarching policy for information

security and is supported by specific technical security, operational security, and security management
policies.

The Information Security Program (including this Policy) shall establish compliance with statutory,
regulatory, and contractual requirements, hereafter referred to as Minimum Compliance Criteria
{(“MCC"). Additionally, it should incorporate additional measures to align with industry best practices,
hereafter referred to as Discretionary Security Requirements (“DSR”).

Compliance with this Policy and supporting procedures ensures the safety and security of all NRL's

system components within the sensitive data environment as well as any other environments deemed
applicable.

This policy covers

Information Security Principles.
Governance — Roles and Responsibilities.

Supporting policies — Technical Security, Operational Security, and Security Management.
Compliance Requirements.

@ & 0 ©

1.2 Scope

This Policy and supporting Procedures cover all system components within the sensitive data
environment owned, operated, maintained, and controlled by NRL. This Policy and supporting

Procedures cover all other system components {both internally and externally) that interact with these
systems and all other relevant systems:

Internal system components are those owned, operated, maintained, and controlled by NRL, including
all network devices (firewalls, routers, switches, load balancers, other network devices), servers (both

physical and virtual servers, along with the operating systems and applications residing on them), as well
as any other system components deemed in scope; and

External system components are those owned, operated, maintained, and controlled by any entity other
than NRL. These external systems may impact the confidentiality, integrity, and availability (CIA) and the

overall security of the sensitive data environment, along with any other environments deemed
applicable,
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Information Security Policy

This Policy and supporting Procedures cover all employees, interns, volunteers, and contractors
(hereafter “Staff”) unless otherwise noted.

1.3 Monitoring and Enforcement

NRL periodically monitors adherence to this Policy to help ensure compliance with applicable laws,
requirements, and contractual agreements applying to client data.

Penalties for failing to comply with NRL policies and procedures could lead to disciplinary and/or
enforcement actions against individuals and lead to sanctions brought against NRL. Depending on the

seriousness of the offense, enforcement actions could include civil and/or criminal charges brought
against violators.

1.4 Exceptions

Exceptions to the current policy must be approved by the Executive Management. Approved exceptions
shall be reviewed on at least an annual basis.

2 INFORMATION SECURITY PRINCIPLES

Information must be treated as an asset of NRL; accordingly, the company will make its best efforts to
protect information against unauthorized disclosure, modification, or destruction.

Policies and procedures must be established and maintained that are risk-centric and cost-effective and
that protect the integrity, confidentiality, and availability of NRL information systems.

It is the responsibility of the senior management to ensure that risks are identified, assessed, prioritized,
managed, and controlled as part of the information security risk management process. The effectiveness
and efficiency of security arrangements are monitored and reported to the company’s governing body.

in addition to the core principle of CIA, information security must also consider the protection of the
organization's reputation; reputational loss may occur when any of the CIA principles are compromised.
The aggregation effect, by association or volume of data, can also impact the Confidentiality property.

3 GOVERNANCE — ROLES AND RESPONSIBILITIES
3.1 Executive Management (EM)

EM establishes NRL's information security and privacy management systems by ensuring the following:

1) Establishment of Information Security and Privacy policies and objectives in alignment with
NRL's strategic direction, budget and risk apetite;

2) integration of security and privacy requirements into NRL's overall business processes;

3) Availability of security and privacy resources;

4) Communication of security and privacy importance to employees, third parties, and both
internal and external stakeholders as well as conformity to security and privacy requirements;

5} Achievement of the intended outcomes of the security and privacy programs;
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Information Security Policy

9)

Continual improvement of the security and privacy programs;

Support for other management roles in demonstrating leadership applied to their areas of
responsibilities;

Assignment and communication of responsibilities and authorities for the security and privacy
programs as well as ensuring that the programs conform to regulatory or contractual
requirements with reports of performance provided to management; and

Establishment of adequate monitoring and enforcement of policies and procedures.

10} Mandating personal accountability for Information Security by ensuring all Staff understand and

sign the Employee Acceptable Use Palicy (“EAUP”) annually.

11) Ensuring all staff has access to the information required to perform their job function within the

boundaries of this policy and associated policies and procedures.

12) Appointing a Chief Information Security Officer.
13) Informing the Chief Information Security officer of any existing or new contractuat agreements

regarding information security or data protection that shall be incorporated into the
Information Security Program.

14) Delegating responsibility of the Information Security Program to the CISO.

3.2 Chief Information Security Officer (CISO)

The CISO is responsible for the effective implementation, operation, and maintenance of the

Information Security Program, including this Policy and all associated policies, procedures, guidelines,
and controls. The CISO shall:

1)

Provide expert advice to the organization on all matters concerning information security,
compliance, palicies, standards, and best practices.

Server as a central point of contact for information security matters.

Develop a Plan of Action and Milestones {POA&M) that documents the steps required to
achieve the Information Security Program objective of mitigating information risk in a cost-
effective and timely manner.

Document information security risks, threats, and possible vulnerabilities and provide a monthly
report to EM.

Ensure compliance with policies and procedures to monitor and mitigate risks.

Ensure the operational effectiveness of security controls and processes.

Assess the risk of Third-Party technology services and applications, including Cloud Services
Providers (CSP) to determine the risk of incorparating their service or application into any NRL
system(s) or application(s).

Establish, implement, and maintain the Information Security Program.

Ensure effective monitoring of NRL systems for indicators of compromise and/or security
breaches.

10) Lead the response to security incidents in accordance with the Incident Response Plan.

3.3 Staff

Information Security and the appropriate protection of information assets is the responsibility of all
users and individuals are expected at all times to act in a professional and responsible manner whilst

conducting NRL business. All staff are responsible for information security and remain accountable for
their actions.

Staff shall:
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1) Understand their role and responsibilities and that failure to comply with this policy may result
in disciplinary action,
2) Onanannual basis:
a) Read, understand, and sign the EAUP,
b) Complete Security Awareness training.

3.4 Information Asset Owners

The Information Asset Owners (1AOs) are senior/responsible individuals involved in running the business
area and shall be responsible for

1) Understanding what information is held.

2) Knowing what is added and what is removed.
3) Understanding how information is moved.

4) Knowing who has access and why.

3.5 Cloud Service Providers

Cloud Service Providers (“CSP”) are responsible for the security of the services they provide. The
effectiveness and maturity of their security program shall be evidenced by the CSP's compliance
documentation and certifications such as SO 2700x and SOC 2.

3.6 Data Protection Officer

NRL does not store or process sensitive Persanally Identifiable Information {“PI”} such as Social Security
Number, driver's license number, passport number, financial account numbers, biometric data, etc.

In the event that NRL business changes to include storing or processing of sensitive Pll, then a Data
Protection Officer must be appointed.

SUPPORTING POLICIES

The Information Security Policy is developed as a pinnacle document that has further policies, standards,
and guides which enforce and support the policy. The supporting policies are grouped into 3 areas:
Technical Security, Operational Security, and Security Management.

4.1 Technical Security

The technical security policies detail and explain how information security is to be implemented for:

1) Encryption

2) Security Configuration
3] Network Security

4} Application Security

5) Back-Ups

6) Authentication and Authorization
7) Firewall

8) Updates

4.2 QOperational Security
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The operational security policies detail how the security requirements are to be achieved for:

1) Data handling

2) Password Management
3) Media Handling

4) Business Continuity

5) Disaster Recovery

4.3 Security Management

The security management practices detail how the security requirements are to be managed and
checked.

1) Incident Response

2) Audit Program

3) Vulnerability Management

4) Change Management

5) Secure Coding and Data Validation

COMPLIANCE REQUIREMENTS
5.1 Audit

Audit will be performed as part of the ongoing NRL Audit Program. The CISO shall ensure appropriate
evidence and records are provided to support these activities at least on an annual basis.
5.2 Compliance

NRL shall operate in accordance with all applicable laws and statutes regarding information security,
privacy, and data protection. Therefore, EM shall ensure that the Information Security Program:

1) Provides effective implementation and monitoring of information security controls for MCC and
DSR.

2} Establishes a monthly review of the Information Security Program compliance program and
documents findings, and schedules and prioritizes any necessary corrective actions.
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Nucleus Terms of Use, Privacy Policy, and Content Policy Lastupdated Jan 31. 2022

PRIVACY POLICY

Hucleus Robot ¢s, LLC I"Nuclevs") taxes your privacy sericusly. Whean you use our website or services, you may provide certain types of
data 12 us Ths ducumert tells you how we use that data to enhance and manage the site ang what we use collectea in"ormation for,
J'ease read this doc iment carafully. Using sur website ar services canstitules an agreament ta ou- Pavary Policy and Terms of Use

Il you are s Califor nia resigent, you have add:tional rights under the CCPA, induding the right Lo request access .o or defetion of your
persenal information and informaticr sbout our data pracrices, as well as the FIZNL NoL to he discriminated agamst for exarcising your
privacy rights These rights can be e<arcised as descripad in this privacy poticy and cur terms of usa.

i1) What Types of Information Do We Collect?

“rom time to time, we collect Personal informaticn ang Generic Informatior., Personal irformation is sensitive because it can identify
you individually. Generic Information, ever when combined, cannot identify you individually

Same examples of Personal Iafarmation inciude your full name, address. pkone number, credit card number azc. We will nat

Neceusaridy ask you for 3l categories of Personai irformation, and at this time, Nucleds on y asxs for your name and email address
This fisbrs for illustrative purposas only.

sorme examples of Gener ¢ Information include what type of browser you use, your operating system, your IP address, etc. Most
Seneric Information is collected automat cally incidert to accessing the website. We will not necessarily coll

ect all of these categories of
data, This list1s “or iilusirative purposes crly

(2) What Information Do We Collact?

(a) Any cuntact information you supply voluniacily to us in our Lontact or sign-up forms,
() Youriocational data assnciated with youir 1P address

(0 Compurer and imobils device irformation, including its fucation MAC Adcress, IP address, device name & typne, operating
system, usagce statistics, system, or browser language

(¢) Tne order you visited sites, including anding, referral and ex:t pages.
{e) The date and time you Lsed our services, anc now long you used our services.

{3) How Do We Collect Information?
(8) We use the following automanc tocls to collect information:

+ Cookies and flash coakics, which help us custam:.ze user experience, canfirm your identity, and provide our services to
yau more quickly;

2 Pixe: tracking, which nelps us rarget advertising; and
3. 'Web Beacons, which tell us wrether pzges were visited or 2mails were cpened,

{4} We Dan’t Sell Your Personal or Generic Information Directly to Advertisers or Third Parties

We do not receive payment in cash or in-kind from third parties in exchange for your Personal or Generic ‘nformation. Your Genarc
Information may e used to generate targeted ads.

(S) We Use Your Personal Information to Provide Our Services

We use your informarion to provide our servicas to you. Sometimes we muss temporarily share your informatior: with third parties. For

example: sharing payment information with banks that process peyment; sharing you~ address with ¢ shipp:ng comgany 5o we can
send yna things yourye ordered,

(6) We Jse Your Generic Information for Various Purposes

You Genenclinformationr nelps us opt mize cur website and cailcr advartisamants to you without 2xpasing your idenrtity to thirg
parties. This information is not sold o or traded with third parties

(7} We Will Shara Your Personal and Generic Information in Specitic Circumstances

(@) Thera are a few imes whon we must snare youLr Infermatian aither 1o protect our rights 07 1o obay the law, We will snare your
Personal and Generic 'nformat on when we nonestly believe that

-4 54bpoena o warrant is duly issued, or any other legitimate government agancy reguests that we produce infarmation
and we cannot legally refuse;

2 we nzed te enforce our own rights and cortracts with users anc thirg parues, like this Privazy Paliry or the Terms of Use;
3 we n2ad tu address a secusity or technical issuc within our site:



4 we thing shanrg “ne OfC0m Slon s neg

S3afy L0 Prevert Nl m o Sriers and ot properly espet-aly nan erargercy
situarier and

507 casas Al only share as muchinformation 22 2 anssiarely nntessary to et theymma2aiate read ard no more
e Are g 1ML dnoTher (0mPpar, Or acqulred by areser LOMBATY, e oy amipadry w00 possass the information we bave

ftr s causas a s znificans chzoge 0 tne way your information 13 used. we ‘wit zonsact vou and 21V2 you an Cppariunty 7o
ononge or ceien: ~formation,

{8) Childrer under the Age of 13

IFyou are a user of Nucleus's sery ces under the 2ge of 13, wea require verfiable parental consent, 1 hus :nfarms your parent or guardian
that you nave certain rights with resoect te your data and gives Us permiss on to collect your data for use of cur services and we won't
ollact more ran is necessary for a given activily or disclose it to turd pardes urless s parl of that actmity. For example, we may veed

FOUSe yOLE name Ang any ass gnments you upioad for caursework evalization 4nd o send that infermarion back to your iastitation or
s-hoet

(9) We will Delete Your Parsonal Information if You Request That Action
We will del2te any saved data we collecr if you reqiiest we do so within 45 days of the request

{10) You Can Control Some of Your Information

Seme junsd:ctions grant you tne right to review the personal informatian we have collected about you If you want e review your
information, rontact us

{11) Do Not Track ("DNT") Transparency

Due to lack of techaicat standards across browsers, we hanale requests relatad to DNT signals on a case-py-case basis
To 'morove the user experience, we distribute some data to Gocgle Analytics. Google Analylics (racks the traffic data for our site.
Exarnples of this daa incdude Information pertalning traffic sources and time SpaNt on various pages

(12) Data Security

Nucieus will ihake svery cflant Lo secure any privale infer ator submitied 1o us by oLt users. However, no data trdesinission over the
interner)s completely secure, so we cannot guarantaa the absolute security of ts data. You use our online service at yoLir own risk
and are responsible for taking reasenable measures Lo secure your account. You acknowledge that you are respansible for securing

your own information, nctuding passworas, keepirg your sensitve informat.on canfidantial, and raking ~espansin hty fer acvors raken
11 Connection with your Lser account,

TERMS OF USE

in considerarion of ueing permitted use of the Nuceus website 0 ralated serv ces, you warsant tnat you will abide by and agree o the
Terms of Jse, Privacy Policy, end Convent Palicy. ("Agraerent’),

You will only Use Nucleus s websita or services far lawfu! purposes

If you are under 13 years of age, you will need verifiable parental consent to use aur services. Parents have the right to know
what Information we collect from children under 13 and how it is used. Namely, data from users under 13 is used for
participation in online classes, for example, the collection of assignments for evaluation or posting questions for instructors
in our posting system. Parents also have the right to request its deletion. If you are a parent with a child under 13 using this

site. we will collect your email and send you important information for how to manage your child's data while they use
Nucieus related services.

You are at least 13 years of age, and you have consent from your parent to enter into this Agreement and to use this Website
in accordance with the terms of this Agreement,

You are at [east 18 years of age, and you possess the jegal right and capacity to enter into this Agreement and to use this
Website in accordance with the terms of this Agreement.

(1) Dispute Resolution:
(a) GOVERNING LAW AND FORUM SELECTION

t10e provisions of this Agreement and all suits and special proceed 'ngs under it be canstr ded in accordance with and
snder and pursuant to the laws of the State of Calfornia. In ary aztion, special precesding, or other praceeding that may
be brougnt arising out of, in connection with, or by reason of this Agreement, tha laws of tne State of Califarnia shall be
applicatle and shall govern o the exclusion of the law of any other forum, without regard to -he jurisdiction .n whick any
action ar spedial proceading may be nstituted,

2 Tne partics acknowledge, agree in, and submit themselves to the furisdiction of the courts of Los Angeles County in the

State of California for the presert and the future with regard Lo the sabject malter of tha sgreement in any and ail olher

TALErs betwaen the parties

3 In ary subsequent dispute, all orovisions of this Agreement will be construed n the favor of Mucieus and its Agents,



(D) ARR TRAT OMN ZF 2ISPLTES AND CLASS ACTION WAIYTR

1 DL w the great oxpense and lerigth ol lime “ieadad t2 ach eve a resalution ragarding 3 dispute botween the partesin a
prbhe Lo any Lonirovarsy between tha partias regarding the constructian, applic:

«afor pertarmance of any services
under this Agreement, and any claim arising aut af o relating to this Agras

ntor ts rreach, isduding, but nat imeed
i, mialpractce claims, stal be submitied W binding arpitrat.an Lpan the written request of one party after the serice of
that redquest on tne other party

The parnes shail appoirt one person as arbiter te determ.ne the disput> Tris perser will be o hcersea atterrey o
any statrwith greaier than S years ol 2xpenence practung law ol any ret red udgz Acy g ditraton s2lected must pe
~eutidi dna ndepencent and adhere to the Arvhitration Exhics Guide

os aanptadl by the American Bar Association [fthe
Dacties cannot agres on g orivate arbiter, tner the parties will use JAMS arberation services 7o tne eent parm.ttad, the
oSt of ire arla stien s1all be borne by the losing party of r suck prapertann as the aritratar shall decide, Further the
parties acknawleags *har casrs and fass may be partialiy or completely taxed dpan t2 non prevailing party, and such
costs may be substartial. The ven.e for the arbitration and or ary iesal aispute shall be the Launty of Los Argelas,

Cal fornua,

The parties hereby acknowiedge that by submittisg a dispute te 2 bitraticn, they are aware of the folawirg: (13 they
ar= waiving rheir ngnt 15 a jury tnal, (2) waning ther nght to file a dass action o barome a lass rapresentarve either ir
courtor nthe course of arbizration sceking relief on behalf of a clazs. (31 they waive their right t 2 judicial appeai of a
gecizion of the arb rator, except or suc grounds parmitted by the Feceral Arbitration Act, (1) tne possibility af 4
raddcedaevel o° discovery, and (5) rasaxed apphcanan of the niles of ev dence thar occur i arbitrat on, Tne parties
sckonaledgs (hat ey nave the right to independent counsel r 2gard ng the interpratatian of thes azreement and
rznresertation regarding @ dispute under this Agreement Therz is ane cxcepnion to th s arb trater agreement, if the
smeount ncortroversy s below the app icadie threshotd for simall cdlaims in Les Angsles, Californ a, and the parties eacn
wave ther night to seek an amaount greater than the applicabie smali laims tirasaald, then the parlies Mdy Bring c'aims
againsi each otmer in smail ¢ aims court in the County of Los Angeles, Califoraia,

Fany provison related to thus atbitration ag-eement is found 'o e illegal ar unen®arceable, then such oravisior
siall be savered from the arbitratior agrea =ent, but tne rest of the agreement srall remain enfarceabie and in 1yl
effezt With respact to danme for public injuncove relief nnder Califorria or athar appiicable law hat, by law, May nut be
ccnpelled to arbitration you and Nideis agres hat the suustance of any disputes wnere such public inLncive rehef is
avaiable snall be derided iy the arbitrator Oa'y (Fthe caimant sucteads on .05 clalm permitung the remedy of 3 public

Infunctior may such c aimant request that 3 court of competent junisc Ction antar aninunct:on e conformity with the

arbitral award.

[2) Agreement Survives Incapacity.

-
i

513 a durable Agraoment, and the sartics agroe that it wall survive and remain in affact dezmte 27y iImpairment of your men-al
ZApatly intapdiity, or iconoatznce subsaguent o your ininal acceprarce of al reirms

13) Agreement Supersedes All Othars.

This Agrzemenr embodies the enure agreemenrt betweer you and Mocleds and 15 the “ull and { nal expressicn of the ntent of the
aaries with: “aspact ta the subject matter hereir. 1his Agreement supersedes any Ather 2greement, wiitten or aral, inregard ~a ile
speaificiters coverad by this Agreament, betweer Nucleus and any indiidual, and any anc all pror cantamporaneous or future
epresentations, conditions, warranties, understandings, negotiations, discussions sropctals 2ammunicaliers or provious agreements

oziween Lie a1y ncividuar dand Nuddeus or an Agent of Mudeus and shall p eval notwithstancing any vacancs with any other
3graamant

14) Website Use Subject to Terms of Use,

dy accessing, vicang, reading downlaading, or atherwise using this websita, you gree to these Terms of Use

(5i Agreemenrt Terms of Use Subject to Change

You understand thas Nuciets reserves the right 1o cnange these Terms of Use, guidelines and d sclaitrers at any tme as necded,
Continuing tc use Nucleus services const tutes assent 10 fhe new terms. Past cusiomers “ont nuIng to cantract w th Nuclpus assent o
the new terms and extinguish their ~ghts under pas: Lse agresmeants.

(6) By Accepting this Agreement, you Certify the Following:
(@) You are arjeast ! 3 years of age.
{L) You ot your palert or guardian if you are nnder 18, understand the jurisairnor, starcards ana aws of Lhe Lommunity, site
ANT TRTRLer o wheR you ars transporticg this material and are salery responsible or your actons
(01 you use triese services in violation of this agreement, you cnde
and am solely responsible “or your actions,

stand you may bein violation of local anc/or tederal laws
() Yo reteas s anrd discharge Nucleus and its Agents Trons any dnd alt liabi ity wind gl anse £ om your actons on tee
Nugieus websiie,

e} Any use ¢f Nucleus's services constitutes an acceptance of the Terms of Use and the Privacy Policy,

(7) Release of Liability and Indernification

Thetarms of this raiease are contractual and not s mere recital, By agreeing te this release, you are agreeirg that you cannot hold
Nucleus rasnensinie far aoviniLry that AcLars as a resilt of tins Webairs



(8) General Release of Liability

I consideration of being p2-miiled to aciess anid use Uis websile, and or behall uf yourself and your sorsongi representalivas, he rg
and next of kin, you release, waive, discharge and agrea nor Lo sue Mucleus its officers. agerts. directors, and trustees thereinafter
“Agents” o "Releasens fron alt avility to yoursalf or 1o yeur petsunal representatives, assigns, Feirs aid next of kin [or ali lass or
famaga and any claim or damage, 0 a-cnunt of INjUrY T ynuir perser ar praparty 5rresaling in yaur death, wnether causea Dy the
negiigerce sf Releasees o ctherwise while you are aceessing, viewing. reading o1 otherwise us ng the webs.ic

70 agree 1o Indemnify keleasees ard 2ach of them fram any loss, lhabwitry, damage ar cost releasees may incar du2 1o your use of the
website, whiether caused by the nagligerce of the Relsasens ar otherwise. you dssame full responsitility for ana risk o’ codly injury,
death or progerty damage due ta neglignnce of Reirasess ar otheraise while VOU arc agce
Nucleus

Ing, viewing, reading or otherwise using,

fou agree that this reiease, walver, anc inaemnlity agreement is intended (5 be as broad and Inclusive as permitted py the laws of the

State of Caiiforria and that it any ocrtion of the agreement is Feld invalid, itis agreed tnat the balanca will, notwithstanding, zont.nua
in fuil legal force and offect,

Seing ot lawful age. n corideration of being permitied Lo access and use of Nucleus, you do o yoursell, yaur heirs, execators,
admenistrators, and assigns, release and forever d scharge Nucleus, its Agerts and their Feirs, administrators, and exec.utors of and
from any ana every claim, dermand, acton or right of a<tion, of whatsoaver kind or nature, eithar in law or in equity arising fram or by
reason of ary boaily injury or personai iniwnas known or linkaown, death and/or property damage resulting ar ta result from any
acuident which may occur as a result of your use of Nucieus or any activities In connection with Nucleus whether by negligence or not

You expliclly agree rhat Nudieus and its Agents may recover expenses incurrad in defencing any suit or arbitration, including
reasonabie attorneys fees and costs

(9) Disclaimer of Warrantics and Representations
(&) NA Professional Services, Representatians or Warranties
1 You agres that Nucleus and 1is agents do not nold themselves out to offer or provide any kind of expert or professional
training or Knowledge in connaciion with Nuceus agents make no warracties of fitness or gqualiry of the rontent of any
ATitings, threads. posts emar's, staterments private messages or other cammunications, nor are they under any
otlgaticn te monitor postings, chat service, blogs, or other communications o0 any part the Nucleus website,
(b} Ne Warranty as to Information
*You uniderstdnd that Lhie maler

als and information ynu fing on Nucleus zre provided "as is " withoin warranty of 2Ny
kind, either express or impliea,

inctud ng without limization any warranty for information, serv.ces, or advice providad
througn or in connaction with Nucleus and any implted warrarties of merchantability, “itness for a particular purpsse,
expectaton of privacy or acr-1n'ringament

{10) Non-endorsemant

You understand that Lhe views 3ric cpinians ot authors pubiisned an this site do not necassarly seflect those af Nucleus eference to
any specific cormmercial products, processes, or sarvicas Oy trada name. trademark, manufacturer, or otherwise doas NoL Necassarily
constitute or imply s endarsemeng, recommendation, sr favar ng by Nuc eus. Nar snail any intormat:on or statements contained on
the Nucleus site be used for the purposes of advertising, or to imely an endorsement or recommendation

Inthe evert Nudeus ~hnoses 1o maxe a ccmmerciai recommendation youll see or hear an aporopriate Faderal Trade Commission
comphiant disclosure,

(11) No Warranty of Service.

You agree that Nucteus and its Agents maxe no repressptat ons ar warranties regarding the ava:lability, speed, reliability or zont.nued
existence of any portion of Nucleus's websit2 or services

(12) No Respensibility for Links, Emails.

Nucleus's website may centain links to sites which are not mantained 2y Nucleus's owrer. While Nucleus will try 1o indude enly finks to

fhose sites relevant to our users, under no circumstance will Mucleus of its Agents be held responsible or iiavle for the cantent of those

sites and cannot guarartae that sites will nat changs without aur knowledge, and inclusion of such links does rot imply endorsement
by Nucleus of the linked or tramr ed sites or their contant,

(13) Ownership of wehsite

Tha contents of the Nuclew, pages, weluding out not limitad te text, graphics, photographs, and icons, are capyrightad materials
owred cr controlled oy \ucleus and may cortain Nucleus name, trademarks, service marks, and trade names. You understanc that

Nucles assumes norespons:bility for any other pa Ly's site finkec to the Nutlaus welisite, You agree 101 1o Lse any material present
onrthe Nucleus aebsite without the express written agreement of Nudleus,

(14) SATISFACTION ARNMN WAIVED NE CTATHITE AE realine



Tnis agreerert s an cleclron s COPIACT i a 5. gned wridr g for purposes aF the Sratute of Sraacs Yoo alse APrEe N0l L0 raise the starute
of frauds as a defense in a dispute over the enforceatiity of this Agreement

(15) TERMINATION OF SERVICE

You ag:es that your access and use of Nuclais 15 subf2ct to the terms of this Agreemeact AND the sale discretion of the agerts of
NucleLs. You agree to akida by all decisiars of tha Nucleus regarding your use, access to the wabsite

(16) User Representation and Warranties

IFyoaupload or suomut mater al 1o Nucleus, e.g, homework or gass assignments, you reprasant and wasrant you nave a'l the
necessary rights ta use e materalva submit without violazing the rights of any thirg party These includa. 5ot are nat limmized to,
tradeinark, copyright. privacy nights, pukliciy nigivs, common law righ's, etc.

You agra2 te ind2minify and release Nucleus from all liability (including costs anc attarney's fees) for claims relating to alleged or aztual
infringemant of any third-party riznts and any law te the extantthat such claims relate to your use of NucleLs's site and scrvice,

(17) User Generated Content

From time to time, you may Jpload ser generatad content “UGC™, like answers to questions, activities, homework assigrunents or
curnments on ceurse material, ete. e Nucleus

Torhe oxtent that you provide 1JGC you grant Nucleus a fully-transferaple, royalty-free, perpetual, sunlicensable, non-exclusive,
worldwide ticerse to copy, distribute, madify, creats derivative works based an, pubiicly perferm, cublicly 2splay and otherwise use
the UGT. This ticanse indudes granting Nucle s the right to authorize third parties and Nucl2 Js instructors 26 use your UGC witn their
registerec students or ather learners independant of Nucleus's courses, Notning in these terms shall restr ct other legal rights Nucteus
may hava to UGL, for example under other licenses,

{18) Intellectual Property

Subject tc thesa Terms and our pelicies we grant you a limited, personal, ron-cxclusive, non-fransferable and revocabic licerse o use
Naclens's services. You may down vad content [rem our services only for your personal, nen-commiercial use, wiiess you obtao e

WrItten permission o otherwise use the contant ¥ou also agrea tnat you will c-eate, access, and/or use only ane usar account, unless
expressly permicted oy Nucleus, ard yau will et share accass to ¥oUr account of access information for your account with any third
party. Using our services does 107 give you ownership of o7 any intellectual property TIgNIS IN 0ur services or the cortert you access,

{19} No Academic Credit

IUnless octherwisa exoiicitly indicated by 2 sredis-granting irsttution, participatar nor complet.on of Nudleus courses does not con‘er
any acaden ¢ cred:t Ever i credits awarded Oy oneinstluton, there is NG PresLmoton hal strer instiutions wilb accept that credil.
Yo agree notilo acceol credil for rompleting a Nucieds course unless you lave earned a course certif

e or pinar equivalent
dozumentatior of yeur compietion of the Nucleus caurse. Nucieus and its irstrucrors have ao otligaron ta hava Nucleus courses
recognized ny any educational nsttation craccreditatior arganization.

{20) Data Reguests

To send a Gereral Data Protezlion Regulation ("GDPR") data subject request or CCPA corsumer requast pleasa email us at
admin@nucleuscourses.com,

(21) Copyright and DMCA
Nucleus respects the inte'ectual property rights ol instriictlars, users, and other Lthrd parties and exgecs our users L do the same
wnen Lsing the Nucleus's services. We

rescrve the right to suspend, disahle, or terminata the accounts 0* users whe nfringe or are
charged with infringing the capyrighrs

frademarks, or ozher intellectual property rights of others.

"he Digital Millenaum Copyright Act of 1993 (the "DMCA") provides recourse for copyright awners who Gel-eve that material appearing
onthe internet niringes their rights under U.S. copyright law. It you would like to read the DMCA, pleasa visit the J.S. Copyright Office
websire at ntg: /) cpyright gov/degistaugn/dinee, pdr,

If you believe 1n good faith that malerials cr the Nucleus platform infringe your copyrign®, the DMCA provides that you (or your agent)
may serd us a notice requesting that the material ba removed or access to it blockeq.

Fhe natice must include the Milow ng informanon:

V the physical or electroric signature ot a person autharized to act on behalf of the cwner of an exclusive right that:s ailegedly
infiinged;

2, 1dentihcat.on or tha copyrightad work claimed Lo have been inf nged (or f multtisle copynighted works located on the platform ara
ceverad by a singie notification, a “epresentative fist of such works):

3

igerufication of the matecial thatis claimed ) be infringing of the sub_sct of in fringing actwity, and Infarmatior easonadiy
sufficient ro allow Nizel2is te tocate the material an the plarfarm:

4. the name, address, reiephone number, ard email address {if avalabie) of the complaining party:



3 ST3t2ment tnat the compiaining party has a good fath beliaf thar Lve of the material in the manner complained of is no
authcrized by the copyright owner, its agent, ar the law; and

-astatercent that the information in the notification is accurate and, urdor penalty of perjury, that the complain.ng party 1s
authcrizad Lo act v benalf of the owner of an exclusive right that is allegedly infr nged

Not:ces must meet the then-current statutory reguirements imposed by the DMCA. Notices and ccunter-notices with ressact to
Nucleuss services can aither be sent:

1. via mail: 1644 Welles ey Ave, Los Angeles, CA 90025
2. via email: admin@nucleuscourses.com

‘e suggest that you consult your legar aovisor before filing a nctice Alse, be awars that there can be penaities ‘or false claims under
the OMCA
the

{22) THIS IS THE FINAL AGREEMENT

This Agreament constitutes the entire agreement of the parties and controls nver ali prior or ontemporaneuus representations,
proposals, discussions, and communicatinas, whether oral or in writing, This Agreement may be modified only in writing and shall be
enforceaple in accorgance with ts terms when sizned by each af the parties.

You have carefully read and understand the abeve Agreament and Privacy Policy, and 1y using the Nucle us wetsite you agraea tc tha
entirety of its contents

CONTENT POLICY

By using Nucleus's services you agree to the items in this content pelicy. Nucleus reserves the right to terminate your activity on the
Nucleus site for any reason it sees f't. The following are rules and guidelines that govern spacific behavior of Nucleus users,

(1) Use of Nucleus services must be related to educational purposes.

Nucleus ancourages you 1o Nave fun when using our sarvices. Bul please remember Lo stay close ro the topic of your classes, Do not
uploac content unrelatad to Nucleus services or use Nucleus as a means of distracting other Mucleus Jsers. Nucleus may terminate or
resirict your access if you make it difficult for otner studenis 1o use Nudleus services or fearn from our sarvices.

{2) Cyberbuliying, harassment, cyber-stalking, threats of violence and racism are strictly prohibited.

Nucleus is an educational service. Cyberbullyirg, online harassment, threats of viclence, cyoer-stalking, racism, and other behavicr
f-om wsers that might make Jsers, the site admunistrators, or instructors feel unsafe usirg Nucleus services is strictiy prohibitea and
may resuit in tarmination of Nucleus's services. These arza issaes Nudeus takes seriausly. If you see tnis kind ol conlent or experence
this kind of nenavior, piease report it to Mucleus immediatawy.

(3) Keep it legal and keep it clean.

As stated in our Terms of Use, you may only use Nucleus's services ror lawful ourposas. Do not post user gerieratad content that might
not oe suitatle or legal for those under tne age af 18. This includes, but is not limired (o, nudity or sexually suggest ve material This is

not 3 daung site Attempting to use Nucleus in such a fashion may result in termiration of your account. lllegal uses of Nucleus's
services will resultin termination of your accounr

(4) Nucleus is an educational service

Users sheuld always keep in mind that, as a guiding principie, Nucleus is an educational service. Any user behavior that impedes other

users from taking advantage of Nucleus's services or distracts from those services may result in account restrictions or terminat on. Itis
Nucleus's sole discration whether users have violated this principle
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Form w-g

{Rav. Cciobar 2018)
ot trnwne Treasury
myrnal Brovarue Sansce

Request for Taxpayer
Identification Number and Certification

> Go to www.irs.gov/FormW9 for instructions and the latest information,

Give Form to the
requester. Do not
send to the IRS.

N_L_xc_leus Robotics, LLC

1 Mz (@3 shawn on yourvicome Lax return, Name is requirec o e na: do nct leave this lire blark,

2 Business namefdisragariid enbly race, 1f diffurant i abave

3 Check appropriate tox for federat tax
lollowing seven boxes,

[ indiv duavizole proprictor or COc Corparation

:] S Corporation
single-member LLC

Print or type.

D Other (sew utry rorg) >

classification of the person whose nare Is 2ntered on lins 1 Check only one of the

Limitzd liability company. Enter the tax classificalion (C=C corporal on, S=8 corporation, F=Partnership) »

Note: Check the approoriate bax in the line above for the tax classiication o the single-member ownier Do nol check
LLC it zhe LLC is c assified as a single-membar LLC that is disragarded rom the owner unless the owner of tie LLC 15
another LLC that 18 not cisragarded Irom the avingr for U.S. foderal tix purposes. Otherwise, a single-member LLC st
is disregarded from the owner should check the appropriate box for the tax classfication of its owner

4 Exemptions (codes apply only to
certain enlities, not individuals; sce
instructions on page 3j:

:’ Partnarship D Trust/estata
Exemol payse code (if any) )

P I

Exemp:ion Irom FATCA reporting

cods (I any}

PALTvms (o ous e e e g i

Sjadress (numge_r,"s(Feét. and apt. or suite no.) See inattu:‘ia's.

1644 Wellesley Avenue

Ses Specific Instructions cn page 3

| Fesepunsiaie’s name ani addiess iophonal)

6 City, state, an 21 code

Lo_s Angeles, CA 90025

7 List aczount number(s) here {optonal)

IEEMH Taxpayer identification Number (TIN)

TIN, later

Note: If the account is in morz than one rame, see the instructions for line 1 Alsc sce What Name and

Number To Give the Requester for guidelines on whose nuTber to enter

Ener your TIN in the appropriate box, The TIN provided must match the name gven online 1 to avoid [E;“j_"" security number
backup withholding For individuals, tnis is generally your socral secunty number (SSN) However, tor a
resident alien. sole proprietor, or disregarded entity, see tne instructions for Part | later. For other
2ntities, it is your employer denlification numbar {FIN}. !f you do rot have a number, see How to get a

T

{ Employer identification number

B|4-23i99526

Part Il Certification

i

Under penaities of perjury, | certify that:

1 The number showri on this torm 1s my correct taxpayer identfication number (or | am waiting for a number to he issued to me); and
2. am not suttfect to backup withholding because: (a) | am exempt from packup withholding, f {B) | have not been notdied oy the internal Revanua
Service (IRS) that | am gabject to oackup withnolding as a resutt of a tailure to report all interast ar dividends, or (c) the IRS nas notified me that | am

nn lenger subject 1o backup withholding: and

3.tama U8, citizen o other U.S. persen (defined betow); and

4. The FATCA code(s) entered on this form (if any mdicating that | am exemp* irom FATCA reporting is correct

Certification instructions. You must cross out tem 2 above [ yals hatve Dusn aolilieg by (ke 1RS that you are currénlly suD ect 1o backup withhiclding because
you have failed to repon all nterest anc dividends on your iax return. For real estate trarsactons, tem 2 Joes not apoly. For mortgage inlerest p2id,

acquisition ar anargenment of secured procedy, cancallation of dett, centributions to an individual ret

othar thar nlersst and dividends, you arz nol reguired te agn th
Sign Soae
Here

I ==
Signature of ¥ W
U.S. person ™ !

rement arrangament (IRA), and generally, payments

= cerbihication, bul you must provide your correct TIN. See the instructions for Part 1. later.

Date >

General Instructions

Section references are 1o the Internal Revenue Code unless otherwise
noled.

Future developmenis. For the latest infermation about davelopments
relaec to Form V-3 and its instructions, such as legislation enacred
after they were published, go 1o www irs.gavFormiyg

Purpose of Form

Ar indivicual ar entity (Form W-3 raquester) who s racuired to fle a0
information return with the (RS mus: obtain your correct @xpayer
identification aumber {TiM) which may be your sosial security number
{SSN), ingividual laspayer dentification number (TTIN), adaption
taxpayer identificalion sumber (ATIN), ar employer identitication numbar
[EIN}. 1o report on an miarmation raturn the amount Fad to you, or other
amount reportab'e on an information return. Examples of information
returns include, but are not limited to, :he (cllowing.

* Form 1008 INT (interest aarned or paid)

* Form 1099-DIV (dividends, including those from stacks or mutual
funds)

» Farm 1099 MISC (various types o incoms, prizes, awards, or gross
progeeds)

* Form 1099-B (stock or mutual fund sales and cenain other
transaclions by brokers)

* Form 1099-S /proceeds from real estate transactions)
* Form 1099-K (merchant card and third party network transactions)

= Form 1098 (home mortgaga intarest), 1098-E {student loan interest),
1098-T (tuitior)

* Form 1099-C (canrceled debl)
» Form 1099-A lacqu sit on or abardonment of sacured property)

Use Form W-8 only if you are a U.S. person (including a residen:
atien:, to provide your corec: TIN.

If you do not returr Form W-9 to the requester with a TIN, you might

be subject tc backup withholdirg See What is backup withnolding,
later

Cal. No 10231X

Form W-8 (Rev. 10 2013)



Nucleus Robotics, LLC
1644 Wellesley Ave
Los Angeles, CA 90025

Quote for Services

QUOTE DATE: 1126/23
TG: Citrus Courty Schanl Distrct QUOTE #: 10364
%  DawnaBoley QUOTE EXPIRES: 470

item Descripticn Qty

Cost Discount
scanto High Schonl (Enirspreneurship)

$3,500 00
Notes/Instructions : SUBTOTAL: $3 500 00
5 ; R T T ISR, TOTAL. $3,500.00
[LEN t, W v H o st a0

e g, ENLIR T

T AT PO N
f dagroupselieg o b e
comn The e airs o acd b

s.ppcrt w:' 0@ avallahle ¢ . the 2nlirety af the 2023-2024
school year
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Please make all checks payabie to Nucleus Rabatics LLC and ma i to
Nucleus Robotics, LLC
1544 ‘Wellesley Avenue

Los Angeles CA 90025

Contact us at admin@nuacleuscourses com with any questcns apout these terms



Nucleus Terms of Use, Privacy Policy, and Content Policy

Last updated Jan 31, 2022
PRIVACY POLICY

Nucleus Robotics, LLC (“Nucleus”) takes your privacy seriously. When you use our website or
services, you may provide certain types of data to us. This document tells you how we use that data
to enhance and manage the site and what we use collected information for. Please read this

document carefully. Using our website or services constitutes an agreement to our Privacy Policy
and Terms of Use.

If you are a California resident, you have additional rights under the CCPA, including the right to
request access to or deletion of your personal information, and information about our data practices,
as well as the right not to be discriminated against for exercising your privacy rights. These rights
can be exercised as described in this privacy policy and our terms of use.

(1) What Types of Information Do We Collect?
From time to time, we collect Personal Information and Generic Information. Personal Information is

sensitive because it can identify you individually. Generic Information, even when combined, cannot
identify you individually.

Some examples of Personal Information include your full name, address, phone number, credit card
number, etc. We will not necessarily ask you for all categories of Personal Information, and at this
time, Nucleus only asks for your name and email address. This list is for illustrative purposes only.

Some examples of Generic Information include what type of browser you use, your operating
system, your IP address, etc. Most Generic Information is collected automatically incident to

accessing the website. We will not necessarily collect all of these categories of data. This list is for
illustrative purposes only.

(2) What Information Do We Collect?

(a) Any contact information you supply voluntarily to us in our contact or sign-up
forms.

(b) Your locational data associated with your IP address.
(c) Computer and mobile device information, including its location, MAC Address, IP

address, device name & type, operating system, usage statistics, system, or browser
language.

(d) The order you visited sites, including landing, referral and exit pages.
(e) The date and time you used our services, and how long you used our services.

(3) How Do We Collect Information?
(a) We use the following automatic tools to collect information:
1. Cookies and flash cookies, which help us customize user experience,
confirm your identity, and provide our services to you more quickly;
2. Pixel tracking, which helps us target advertising; and
3

Web Beacons, which tell us whether pages were visited or emails were
opened.

(4) We Don’t Sell Your Personal or Generic Information Directly to Advertisers or Third
Parties



We do not receive payment in cash or in-kind from third parties in exchange for your Personal or
Generic Information. Your Generic Information may be used to generate targeted ads.

(5) We Use Your Personal Information to Provide Our Services

We use your information to provide our services to you. Sometimes we must temporarily share your
information with third parties. For example: sharing payment information with banks that process
payment; sharing your address with a shipping company so we can send you things you've ordered.

(6) We Use Your Generic Information for Various Purposes
Your Generic Information helps us optimize our website and tailor advertisements to you without
exposing your identity to third parties. This information is not sold to or traded with third parties.

(7) We Will Share Your Personal and Generic Information in Specific Circumstances
(a) There are a few times when we must share your information either to protect our
rights or to obey the law. We will share your Personal and Generic Information when we
honestly believe that:

1. asubpoena or warrant is duly issued, or any other legitimate government

agency requests that we produce information and we cannot legally refuse;

2. we need to enforce our own rights and contracts with users and third
parties, like this Privacy Policy or the Terms of Use;

3. we need to address a security or technical issue within our site;

4. we think sharing the information is necessary to prevent harm to others
and others’ property, especially in an emergency situation; and

5. In all cases we will only share as much information as is absolutely
necessary to meet the immediate need, and no more.

If we are merged into another company or acquired by another company, the new company will
possess the information we have collected. If this causes a significant change in the way your

information is used, we will contact you and give you an opportunity to change or delete information.

(8) Children under the Age of 13

If you are a user of Nucleus’s services under the age of 13, we require verifiable parental consent.
This informs your parent or guardian that you have certain rights with respect to your data and gives
us permission to collect your data for use of our services and we won't collect more than is
necessary for a given activity or disclose it to third parties unless it's part of that activity. For
example, we may need to use your name and any assignments you upload for coursework
evaluation and to send that information back to your institution or school.

(9) We will Delete Your Personal Information If You Request That Action
We will delete any saved data we collect if you request we do so within 45 days of the request.

(10) You Can Control Some of Your Information

Some jurisdictions grant you the right to review the personal information we have collected about
you. If you want to review your information, contact us.

(11) Do Not Track (“DNT”) Transparency

Due to lack of technical standards across browsers, we handle requests related to DNT signals on a
case-by-case basis.

To improve the user experience, we distribute some data to Google Analytics. Google Analytics

tracks the traffic data for our site. Examples of this data include information pertaining traffic sources
and time spent on various pages.

(12) Data Security



Nucleus will make every effort to secure any private information submitted to us by our users.
However, no data transmission over the Internet is completely secure, so we cannot guarantee the
absolute security of this data. You use our online service at your own risk and are responsible for
taking reasonable measures to secure your account. You acknowledge that you are responsible for
securing your own information, including passwords, keeping your sensitive information confidential
and taking responsibility for actions taken in connection with your user account.

TERMS OF USE

In consideration of being permitted use of the Nucleus website or related services, you warrant that
you will abide by and agree to the Terms of Use, Privacy Policy, and Content Policy. (“Agreement”)

You will only use Nucleus’s website or services for lawful purposes.

If you are under 13 years of age, you will need verifiable parental consent to use our services.
Parents have the right to know what information we collect from children under 13 and how it
is used. Namely, data from users under 13 is used for participation in online classes, for
example, the collection of assignments for evaluation or posting questions for instructors in
our posting system. Parents also have the right to request its deletion. If you are a parent
with a child under 13 using this site, we will collect your email and send you important
information for how to manage your child’s data while they use Nucleus related services.

You are at least 13 years of age, and you have consent from your parent to enter into this
Agreement and to use this Website in accordance with the terms of this Agreement.

You are at least 18 years of age, and you possess the legal right and capacity to enter into
this Agreement and to use this Website in accordance with the terms of this Agreement.

(1) Dispute Resolution:
(a) GOVERNING LAW AND FORUM SELECTION

1. The provisions of this Agreement and all suits and special proceedings
under it be construed in accordance with and under and pursuant to the
laws of the State of California. In any action, special proceeding, or other
proceeding that may be brought arising out of, in connection with, or by
reason of this Agreement, the laws of the State of California shall be
applicable and shall govern to the exclusion of the law of any other forum,
without regard to the jurisdiction in which any action or special proceeding
may be instituted.

2. The parties acknowledge, agree in, and submit themselves to the
jurisdiction of the courts of Los Angeles County in the State of California
for the present and the future with regard to the subject matter of the
agreement in any and all other matters between the parties.

3. In any subsequent dispute, all provisions of this Agreement will be
construed in the favor of Nucleus and its Agents.

(D) ARBITRATION OF DISPUTES AND CLASS ACTION WAIVER

1. Due to the great expense and length of time needed to achieve a
resolution regarding a dispute between the parties in a public court, any
controversy between the parties regarding the construction, application
or performance of any services under this Agreement, and any claim
arising out of or relating to this Agreement or its breach, including, but
not limited to, malpractice claims, shall be submitted to binding
arbitration upon the written request of one party after the service of that



request on the other party.

The parties shall appoint one person as arbiter to determine the
dispute. This person will be a licensed attorney in any state with greater
than 5 years of experience practicing law or any retired judge. Any
arbitrator selected must be neutral and independent and adhere to the
Arbitration Ethics Guidelines adopted by the American Bar Association. If
the parties cannot agree on a private arbiter, then the parties will use
JAMS arbitration services. To the extent permitted, the cost of the
arbitration shall be borne by the losing party or in such proportion as the
arbitrator shall decide. Further, the parties acknowledge that costs and
fees may be partially or completely taxed upon the non-prevailing party,
and such costs may be substantial. The venue for the arbitration and or
any legal dispute shall be the County of Los Angeles, California.

The parties hereby acknowledge that by submitting a dispute to
arbitration, they are aware of the following: (1) they are waiving their right
to a jury trial, (2) waiving their right to file a class action or become a class
representative either in court or in the course of arbitration seeking relief
on behalf of a class, (3) they waive their right to a judicial appeal of a
decision of the arbitrator, except on such grounds permitted by the
Federal Arbitration Act, (4) the possibility of a reduced level of discovery,
and (5) relaxed application of the rules of evidence that occur in
arbitration. The parties acknowledge that they have the right to
independent counsel regarding the interpretation of this agreement and
representation regarding a dispute under this Agreement. There is one
exception to this arbitration agreement: if the amount in controversy is
below the applicable threshold for small claims in Los Angeles, California,
and the parties each waive their right to seek an amount greater than the
applicable small claims threshold, then the parties may bring claims
against each other in small claims court in the County of Los Angeles,
California.

If any provision related to this arbitration agreement is found to be
itlegal or unenforceable, then such provision shall be severed from the
arbitration agreement, but the rest of the agreement shall remain
enforceable and in full effect. With respect to claims for public injunctive
relief under California or other applicable law that, by law, may not be
compelled to arbitration, you and Nucleus agree that the substance of any
disputes where such public injunctive relief is available shall be decided
by the arbitrator. Only if the claimant succeeds on its claim permitting the
remedy of a public injunction may such claimant request that a court of

competent jurisdiction enter an injunction in conformity with the arbitral -
award.

(2) Agreement Survives Incapacity.
This is a durable Agreement, and the parties agree that it will survive and remain in effect despite

any impairment of your mental capacity, incapacity, or incompetence subsequent to your initial
acceptance of all terms.

(3) Agreement Supersedes All Others.

This Agreement embodies the entire agreement between you and Nucleus and is the full and final
expression of the intent of the parties with respect to the subject matter herein. This Agreement
supersedes any other agreement, written or oral, in regard to the specific items covered by this
Agreement, between Nucleus and any individual, and any and all prior, contemporaneous or future
representations, conditions, warranties, understandings, negotiations, discussions, proposalis,



communications or previous agreements between the any individual and Nucleus, or an Agent of
Nucleus and shall prevail notwithstanding any variance with any other agreement

(4) Website Use Subject to Terms of Use.

By accessing, viewing, reading, downloading, or otherwise using this Website, you agree to these
Terms of Use.

(5) Agreement Terms of Use Subject to Change.
You understand that Nucleus reserves the right to change these Terms of Use, guidelines and
disclaimers at any time as needed. Continuing to use Nucleus services constitutes assent to the new

terms. Past customers continuing to contract with Nucleus assent to the new terms and extinguish
their rights under past use agreements.

(6) By Accepting this Agreement, you Certify the Following:
(a) You are at least 13 years of age.
(b) You, or your parent or guardian if you are under 18, understand the jurisdiction,
standards and laws of the community, site and computer to which you are transporting
this material and are solely responsible for your actions.
(c) If you use these services in violation of this agreement, you understand you may be
in violation of local and/or federal laws and am solely responsible for your actions.
(d) You release and discharge Nucleus and its Agents from any and all liability which
might arise from your actions on the Nucleus website.

(e) Any use of Nucleus’s services constitutes an acceptance of the Terms of Use and
the Privacy Policy.

(7) Release of Liability and Indemnification
The terms of this release are contractual and not a mere recital. By agreeing to this release, you are

agreeing that you cannot hold Nucleus responsible for any injury that occurs as a result of this
Website.

(8) General Release of Liability

In consideration of being permitted to access and use this website, and on behalf of yourself and
your personal representatives, heirs, and next of kin, you release, waive, discharge and agree not to
sue Nucleus its officers, agents, directors, and trustees (hereinafter "Agents” or "Releasees"), from
all liability to yourself or to your personal representatives, assigns, heirs and next of kin for all loss or
damage, and any claim or damage, on account of injury to your person or property or resulting in
your death, whether caused by the negligence of Releasees or otherwise while you are accessing,
viewing, reading or otherwise using the website.

You agree to indemnify Releasees and each of them from any loss, liability, damage or cost
releasees may incur due to your use of the website, whether caused by the negligence of the
Releasees or otherwise. you assume full responsibility for and risk of bodily injury, death or property

damage due to negligence of Releasees or otherwise while you are accessing, viewing, reading or
otherwise using Nucleus.

You agree that this release, waiver, and indemnity agreement is intended to be as broad and
inclusive as permitted by the laws of the State of California and that if any portion of the agreement

is held invalid, it is agreed that the balance will, notwithstanding, continue in full legal force and
effect.

Being of lawful age, in consideration of being permitted to access and use of Nucleus, you do for
yourself, your heirs, executors, administrators, and assigns, release and forever discharge Nucleus,
its Agents and their heirs, administrators, and executors of and from any and every claim, demand,



action or right of action, of whatsoever kind or nature, either in law or in equity arising from or by
reason of any bodily injury or personal injuries known or unknown, death and/or property damage
resulting or to result from any accident which may occur as a resuilt of your use of Nucleus or any
activities in connection with Nucleus whether by negligence or not.

You explicitly agree that Nucleus and its Agents may recover expenses incurred in defending any
suit or arbitration, including reasonable attorneys' fees and costs.

(9) Disclaimer of Warranties and Representations
(a) No Professional Services, Representations or Warranties
1. You agree that Nucleus and its agents do not hold themselves out to offer
or provide any kind of expert or professional training or knowledge in
connection with Nucleus. agents make no warranties of fitness or quality of
the content of any writings, threads, posts, emails, statements, private
messages or other communications, nor are they under any obligation to
monitor postings, chat service, blogs, or other communications on any part
the Nucleus website.
(b) No Warranty as to Information
1. You understand that the materials and information you find on Nucleus are
provided "as is," without warranty of any kind, either express or implied,
including without limitation any warranty for information, services, or
advice provided through or in connection with Nucleus and any implied
warranties of merchantability, fitness for a particular purpose, expectation
of privacy or non-infringement.

(10) Non-endorsement

You understand that the views and opinions of authors published on this site do not necessarily
reflect those of Nucleus. Reference to any specific commercial products, processes, or services by
trade name, trademark, manufacturer, or otherwise does not necessarily constitute or imply its
endorsement, recommendation, or favoring by Nucleus. Nor shall any information or statements

contained on the Nucleus site be used for the purposes of advertising, or to imply an endorsement or
recommendation.

In the event Nucleus chooses to make a commercial recommendation you’ll see or hear an
appropriate Federal Trade Commission compliant disclosure.

(11) No Warranty of Service.

You agree that Nucleus and its Agents make no representations or warranties regarding the
availability, speed, reliability or continued existence of any portion of Nucleus’s website or services.

(12) No Responsibility for Links, Emails.

Nucleus’s website may contain links to sites which are not maintained by Nucleus’'s owner. While
Nucleus will try to include only links to those sites relevant to our users, under no circumstance will
Nucleus or its Agents be held responsible or liable for the content of those sites and cannot
guarantee that sites will not change without our knowledge, and inclusion of such links does not
imply endorsement by Nucleus of the linked or framed sites or their content.

(13) Ownership of website

The contents of the Nucleus pages, including, but not limited to text, graphics, photographs, and
icons, are copyrighted materials owned or controlled by Nucleus and may contain Nucleus name,
trademarks, service marks, and trade names. You understand that Nucleus assumes no



responsibility for any other party's site linked to the Nucleus website. You agree not to use any
material present on the Nucleus website without the express written agreement of Nucleus.

(14) SATISFACTION AND WAIVER OF STATUTE OF FRAUDS
This agreement is an electronic contract is a signed writing for purposes of the Statute of Frauds.

You also agree not to raise the statute of frauds as a defense in a dispute over the enforceability of
this Agreement.

(15) TERMINATION OF SERVICE

You agree that your access and use of Nucleus is subject to the terms of this Agreement AND the
sole discretion of the Agents of Nucleus. You agree to abide by all decisions of the Nucleus
regarding your use, access to the website.

(16) User Representation and Warranties
If you upload or submit material to Nucleus, e.g., homework or class assignments, you represent
and warrant you have all the necessary rights to use the material you submit without violating the

rights of any third party. These include, but are not limited to, trademark, copyright, privacy rights,
publicity rights, common law rights, etc.

You agree to indemnify and release Nucleus from all liability (including costs and attorney’s fees) for
claims relating to alleged or actual infringement of any third-party rights and any law to the extent
that such claims relate to your use of Nucleus’s site and service.

(17) User Generated Content

From time to time, you may upload user generated content (“UGC”), like answers to questions,
activities, homework assignments, or comments on course material, etc., to Nucleus.

To the extent that you provide UGC, you grant Nucleus a fully-transferable, royalty-free, perpetual,
sublicensable, non-exclusive, worldwide license to copy, distribute, modify, create derivative works
based on, publicly perform, publicly display, and otherwise use the UGC. This license includes
granting Nucleus the right to authorize third parties and Nucleus instructors to use your UGC with
their registered students or other learners independent of Nucleus’s courses. Nothing in these terms
shall restrict other legal rights Nucleus may have to UGC, for example under other licenses.

(18) Intellectual Property

Subject to these Terms and our policies we grant you a limited, personal, non-exclusive, non-
transferable, and revocable license to use Nucleus's services. You may download content from our
services only for your personal, non-commercial use, unless you obtain our written permission to
otherwise use the content. You also agree that you will create, access, and/or use only one user
account, unless expressly permitted by Nucleus, and you will not share access to your account or
access information for your account with any third party. Using our services does not give you
ownership of or any intellectual property rights in our services or the content you access.

(19) No Academic Credit

Unless otherwise explicitly indicated by a credit-granting institution, participation in or completion of
Nucleus courses does not confer any academic credit. Even if credit is awarded by one institution,
there is no presumption that other institutions will accept that credit. You agree not to accept credit
for completing a Nucleus course unless you have earned a course certificate or other equivalent
documentation of your completion of the Nucleus course. Nucleus and its instructors have no

obligation to have Nucleus courses recognized by any educational institution or accreditation
organization.

{(20) Data Reauests



To send a General Data Protection Regulation (“GDPR”) data subject request or CCPA consumer
request please email us at admin@nucleuscourses.com.

(21) Copyright and DMCA

Nucleus respects the intellectual property rights of instructors, users, and other third parties and
expects our users to do the same when using the Nucleus's services. We reserve the right to
suspend, disable, or terminate the accounts of users who infringe or are charged with infringing the
copyrights, trademarks, or other intellectual property rights of others.

The Digital Millennium Copyright Act of 1998 (the "DMCA") provides recourse for copyright owners
who believe that material appearing on the Internet infringes their rights under U.S. copyright law. If
you would like to read the DMCA, please visit the U.S. Copyright Office website

at http://www.copyright.gov/legislation/dmca.pdf.

If you believe in good faith that materials on the Nucleus platform infringe your copyright, the DMCA

provides that you (or your agent) may send us a notice requesting that the material be removed or
access to it blocked.

The notice must include the following information:

1. the physical or electronic signature of a person authorized to act on behalf of the owner of an
exclusive right that is allegedly infringed;

2. identification of the copyrighted work claimed to have been infringed (or, if multiple
copyrighted works located on the platform are covered by a single notification, a
representative list of such works);

3. identification of the material that is claimed to be infringing or the subject of infringing activity,
and information reasonably sufficient to allow Nucleus to locate the material on the
platform;

4. the name, address, telephone number, and email address (if available) of the complaining
party;

5. a statement that the complaining party has a good faith belief that use of the material in the
manner complained of is not authorized by the copyright owner, its agent, or the law; and

6. a statement that the information in the notification is accurate and, under penalty of perjury,

that the complaining party is authorized to act on behalf of the owner of an exclusive right
that is allegedly infringed.

Notices must meet the then-current statutory requirements imposed by the DMCA. Notices and
counter-notices with respect to Nucleus's services can either be sent:

1. via mail: 1644 Wellesley Ave, Los Angeles, CA 90025
2. via emait: admin@nucleuscourses.com

We suggest that you consult your legal advisor before filing a notice. Also, be aware that there can
be penalties for false claims under the DMCA.

(22) THIS IS THE FINAL AGREEMENT

This Agreement constitutes the entire agreement of the parties and controls over all prior or
contemporaneous representations, proposals, discussions, and communications, whether oral or in
writing. This Agreement may be modified only in writing and shali be enforceable in accordance with
its terms when signed by each of the parties.

You have carefully read and understand the above Agreement and Privacy Policy, and by using the
Nucleus website you agree to the entirety of its contents.



CONTENT POLICY

By using Nucleus’s services you agree to the items in this content policy. Nucleus reserves the right
to terminate your activity on the Nucleus site for any reason it sees fit. The following are rules and
guidelines that govern specific behavior of Nucleus users.

(1) Use of Nucleus services must be related to educational purposes.

Nucleus encourages you to have fun when using our services. But please remember to stay
close to the topic of your classes. Do not upload content unrelated to Nucleus services or
use Nucleus as a means of distracting other Nucleus users. Nucleus may terminate or restrict

your access if you make it difficult for other students to use Nucleus services or learn from
our services.

(2) Cyberbullying, harassment, cyber-stalking, threats of violence and racism are strictly
prohibited.

Nucleus is an educational service. Cyberbullying, online harassment, threats of violence,
cyber-stalking, racism, and other behavior from users that might make users, the site
administrators, or instructors feel unsafe using Nucleus services is strictly prohibited and
may result in termination of Nucleus’s services. These are issues Nucleus takes seriously. If

you see this kind of content or experience this kind of behavior, please report it to Nucleus
immediately.

(3) Keep it legal and keep it clean.

As stated in our Terms of Use, you may only use Nucleus’s services for lawful purposes. Do
not post user generated content that might not be suitable or legal for those under the age of
18. This includes, but is not limited to, nudity or sexually suggestive material. This is not a
dating site. Attempting to use Nucleus in such a fashion may result in termination of your
account. lllegal uses of Nucleus’s services will result in termination of your account.

(4) Nucleus is an educational service

Users should always keep in mind that, as a guiding principle, Nucleus is an educational
service. Any user behavior that impedes other users from taking advantage of Nucleus’s
services or distracts from those services may result in account restrictions or termination. It
is Nucleus’s sole discretion whether users have violated this principle.



