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As a global leader in assessment, reading, and math solutions for pre-K-12 schools and districts, 
Renaissance is committed to providing educators with insights and resources to accelerate growth and 
help all students build a strong foundation for success. Renaissance solutions reach more than 40 percent 
of US schools and more than half a million students in other regions across the world. Our portfolio 
includes solutions for assessment (Star Assessments, Star Phonics, mylGDls for Preschool, FastBridge, 
DnA, and SchoolCity); practice (Accelerated Reader, myON, Freckle, and Lalilo); and data-driven insights 
(eduCLIMBER and Schoolzilla). 









Please refer to the Categories of Data Collected by Product 
located at 
https ://renaissance. widen. net/view/pdf /dyg5r6yjs8/
Categories-of-Data-Collect ed-by-Product.pdf?u=zceria 
for this information. 
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STANDARD STUDENT DATA PRIVACY AGREEMENT (NDPA Standard Version 1.01 with Exhibit E) 

EXHIBIT "H" 

Additional Terms or Modifications 

Version 
------

LEA and Provider agree to the following additional terms and modifications: 

Page 2. WHEREAS, the Provider and LEA recognize the need to protect personally identifiable student information 
and other regulated data exchanged between them as required by applicable laws and regulations, such as the

Family Educational Rights and Privacy Act (“FERPA”) at 10 U.S.C § 1232g (34 CFR Part 99); and to the extent 
applicable, the Children’s Online Privacy and Protection Act (“COPPA”) at 15 U.S.C. § 6501-6506 (16 CFR Part 312), 
applicable state privacy laws and regulations and…

Page 6, ArticleI V: Duties of Provider, Section 4. No Disclosure: Provider acknowledges and agrees that it shall not make 
any re-disclosure of any Student Data or any portion thereof, including without limitation, user content or other non-
public information and/or personally identifiable information contained in the Student Data other than as directed or 
permitted by the LEA or this DPA. This prohibition against disclosure shall not apply to aggregate summaries of De-
Identified information, Student Data disclosed pursuant to a lawfully issued subpoena or other legal process, or to 
subprocessors performing services on behalf of the Provider pursuant to this DPA. Provider will not Sell Student 
Data to any third party.

Page 6, Article IV: Duties of Provider, Section 5. De-Identified Data: Provider agrees not to attempt to re-identify de-
identified Student Data. De-Identified Data may be used by the Provider for those purposes allowed under FERPA 
and the following purposes: (1) assisting the LEA or other governmental agencies in conducting research and other 
studies; and (2) research and development of the Provider's educational sites, services, or applications, and to 
demonstrate the effectiveness of the Services; and (3) for adaptive learning purpose and for customized student 
learning. Provider's use of De-Identified Data shall survive termination of this DPA or any request by LEA to return 
or destroy Student Data. Except for Subprocessors, Provider agrees not to transfer deidentified Student Data to any 
party unless (a) that party agrees in writing not to attempt re-identification, and (b) prior written notice has been 
given to the LEA who has provided prior written consent for such transfer. Prior to publishing any document that

names the LEA explicitly or indirectly, the Provider shall obtain the LEA’s written approval of the manner in which 
de-identified data is presented.
Page 7, Article V: Data Provisions, Section 2. Audits: No more than once a year, or following a confirmed 
unauthorized

access, upon receipt of a written request from the LEA with at least ten thirty (1030) business days’ notice and upon 
the execution of an appropriate confidentiality agreement, the Provider will allow the LEA to audit the security and 
privacy measures that are in place to ensure protection of Student Data or any portion thereof as it pertains to the 
delivery of services to the LEA .
Page 7, Article V: Data Provisions, Section 4. Data Breach: In the event of an confirmed unauthorized release, 
disclosure or acquisition of Student Data that compromises the security, confidentiality or integrity of the Student 
Data maintained by the Provider the Provider shall provide notification to LEA within seventy-twothirty (7230) days 
hours of confirmation of the incident, unless notification within this time limit would disrupt investigation of the 
incident by law enforcement. In such an event, notification shall be made within a reasonable time after the 
incident. Provider shall follow the following process:

Version1r6 Page 22of22

jbaden
Cross-Out

jbaden
Cross-Out

jbaden
Cross-Out

jbaden
Cross-Out

jbaden
Cross-Out

jbaden
Cross-Out

jbaden
Cross-Out

jbaden
Cross-Out

jbaden
Cross-Out




























	Renaissance- Student Data Privacy Agreement_ AZ Student Data Privacy Alliance-Mesa Public Schools_encrypted_RLsigned042023
	Untitled

	Categories-of-Data-Collected-by-Product



