EXHIBIT "H" — Additional Terms or Modifications
Version Scholastic

LEA and Provider agree to the following additional terms and maodifications:
ARTICLE IV: DUTIES OF PROVIDER

. Provider Employee Qbligation. Provider shall require all of Provider's employees and agents who
have access to Student Data to comply with all applicable provisions of this DPA with respact to

the Student Data shared under the Service Agreement. Provider agrees to require and maintain
an apprapriate confidentiality agreement frorm each employee or agent with aceess 1o Student
Data pursuant to the Service Agreement or ensure that each such employee or agent is
otherwise subject to its confidentiality obligations, including but not limited to this DPA .

No Disclosure. Frovider acknowledges and agrees that it shall not make any re-disclosure of

any Student Data or any pc:rtlon thereof, +HE+HE+H§—M‘EH&H{—HFFH‘EEIH—BH—H&&HE&H%EH{

m#efmaﬁen—eemamed—m—me—%léem—ﬁma—mherthan as dlrecled or permltted by the LEﬁ. or th|s
DPA. This prohibition against disclosure shall not apply to ageregate surmmariesef De-ldentified
information, Student Data disclosed pursuant to a lawfully issued subpoena or other legal
process, or to subprocessors parforming services on behalf of the Provider porsosmtte covered
by this DPA. Provider will not Sell Student Data to any third party.

De-Ildentified Data: Provider agrees not 1o attempt to re-identify de-identified Student Data.
De-ldentified Data may be used by the Provider for those purposes allowed under FERPA and the
following purposes:
(1) assisting the LEA or other governmental agencies in conducting research and other studies;
and {2) research and development of the Provider's educational sites, services, or applications,
and to demonstrate the effectivenass of the Services; and {3} for adaptive leaming purpose and
for customized student learning. Provider's use of De-ldentified Data shall survive termination of
this DPA or any request by LEA to return or destroy Student Data. Except for Subprocessors,
Provider agrees not to transfer de- identified Student Data to any party unless {a} that party
agrees in wntmg not 1o attempt r&ldentlﬂcatlon ﬁﬂﬂ—{-b}—pmekw%en—ﬁ&reﬁ%&a—beﬁ—gweﬁ—te
. HF—3 sfer- Priar to publishing any
document that names the LEA E‘){phCIﬂ}’ o indirectly, the Prowder shall obtain the LEA's written
approval of the manner in which de-identified data is presented.

. Disposition of Data. Upon written request from the LEA, Provider shall dispose of or
provide a mechanism for the LEA to transfer Student Data obtained under the Service
Agreernent, within sixty (60) days of the date of said request and according to a
schedule and precedure as the Parties may reasonably agree. Upon termination of this
DPA, if no written request from the LEA is received, Provider shall dispose of all Student
Data after previdingthe LEA-with reasenshle priernetiee: In accordance with the data
retention policy described in Exhibit A*. The duty to dispose of Student Data shall not
extend to Student Data that had been De-ldentified or placed in a separate student
account pursuant to section Il 3. The LEA may employ a “Directive for Disposition of
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Data” form, a copy of which is attached hereto as Exhibit “D". If the LEA and Provider
employ Exhibit "I}’ no further written request or notice is required on the part of either
party prior to the disposition of Student Data described in Exhibit D",

Note® Exhibit A lanquage will include the following:
Pravider needs to provide the detailed retention policy details, including the timeline.

ARTICLE V: DATA PROVISIONS

may make reasonable mqumes of the Provider regardmg the use of the LEAS Student
Data and the security measures undertaken by the Provider to protect said Student
Data. The Provider will cooperate reasonably with the LEA and any local, state, or federal
agency with oversight authority or jurisdiction in connection with any audit or
investigation of the Provider and/or delivery of Services to students and/or LEA, and
shall provide reasonable access to the Provider's facitities; staff, agents and LEAS
Student Data and all relevant records collectively pertaining to all of the following;
Provider, LEA and delivery of Services to the LEA. Failure to reasonably cooperate shall
be deemed a material breach of the DPA,

Data Breach. In the event of an unauthorized release, disclosure or acquisition of
Student Data that compromises the security, confidentiality or integrity of the Student
Data maintained by the Provider the Provider shall provide notification to LEA within
seventy-two {72} hours of confirmation of the incident, unless notification within this
time limit would disrupt investigation of the incident by law enforcement. In such an
event, notification shall be made within 2 reasonable time after the incident. Provider
shall follow the following process:

{1) The security breach notification described above shall include, at a minimum, the
following information to the extent known by the Provider and as it becomes
available:

i. The name and contact information of the reporting LEA subject to this
section.

ii. Alist of the types of personal information that were or are reasonably
helieved to have heen the subject of a breach.

ii. If the information is possible 1o determine at the time the notice is provided,
then either

(1} the date of the breach, {2} the estimated date of the breach, or {3} the
date range within which the breach occurred. The notification shall also
include the date of the notice.



iv. Whether the notification was delayed as a result of a law enforcement
investigation, if that information is possible to determine at the time the
notice is provided; and

v. A general description of the breach incident, if that information is possible
to determing at the time the notice is provided.

{2) Provider agrees to adhere to all federal and state requirements with respect to a
data breach related to the Student Data, including, when appropriate or required,
the required respansibilities and procedures for notification and mitigation of any
such data breach.

{3) Provider further acknowledges and agrees to have a written incident response
plan that reflects best practices and is consistent with industry standards and
federal and state law for responding to a data breach, breach of security, privacy
incident or unauthorized acquisition or use of Student Data or any portion
thereof, including personally identifialile information and agrees to provide LEA,

upon request, with a summary of said written incident response plam,_In the

Ven id written incident r 1} lan ntain nsitiv r_proprietar
information, Provider's provision of such written incident response plan shall be
subject io LEA's execution of Provider's non-disclosure agreement.

{4) LEA shall provide notice and facts surrounding the breach to the affected
students, parents or guardians.

{5) In the event of a breach originating from LEA’s use of the Service, Provider shall
provide commercially reasonable cooperation toe—with LEA 1o the extent
necessary to expeditiously secure Student Data.

ARTICLE VII: MISCELLANEOUS

8. Authority. Each party represents that it is authorized to bind to the terms of this DPA,
including confidentiality and destruction of Student Data and any portion thereof
contained therein, all related or associated institutions, individuals, employees or
gontractors who may have access 1o the Student Data and/or any portion thereof
pursuant to authorization from Provider, or, to the extent a party does net have legal
authority to bind an h other entity, Provider shall be responsible for the complisnce




EXHIBIT "E”
GEMERAL OFFER OF PRIVACY TERMS
1. Offer of Terms
Pravider offers the same privacy protectionsfound in this DPA hetween it and

Moronge Unilled School District
("Originating LEA™) which is dated Apr18, 2023 , toany other LEA (“Subscribing LEA") who accepts this

General Offer of Privacy Terms (“General Offer”) through its signature below. This General Offer shall
extend only to privacy protections, and Provider's signature shall not necessarily hind Provider to other
terms, such as price, term, or schedule of services, ar to any other provision not addressed in this DPA, The
Pravider and the Subscribing LEA may also agree to change the data provided by Subscribing LEA to the Provider
to suit the unigue needs of the Subscribing LEA, The Pravider may withdraw the General Offer in the event of;
(1] a material change in the applicable privacy statues (2) a material change in the services and products
listed in the originating Service Agreement; or three (3) years after the date of Provider’s signature to this
Form. Subscribing LEAs should send the signed Exhibit "E” to Provider at the following email address:

rip-schelastic@scholastic.com .
PROVIDER: Scholastic Inc.

B Toui R, Mrekases Date: 04-22-2023
Printed Mam e: ToniR. Abrahams Title/Position: Vice President of Operations

2. Subscribing LEA

A Subscribing LEA, by signing a separate Service Agreement with Provider, and by its signature below, acceptsthe
General Offer of Privacy Terms. The Subscribing LEA and the Provider shall therefore be bound by the same
terms of this DPA for the term of the DPAbetweenthe  Morongo Unilled School District

and the Provider, ¥**PRIOR TO ITS EFFECTIVEMESS, SUBSCRIBIMG LEA MUST DELMWVER MOTICE OF ACCERPTAMNCE

TO PROVIDER PURSUAMT TO ARTICLE W11, SECTICORN 5, **
LEA: Ceres Unified

BY: / 4 é
DatE:DE,r"EE,I"EDEE

Chris Higle Title/Position:Chief Technology Officer

Printed Mame:

SCHOOL DISTRICT Mame: Ceres Unified

DESIGMATED REPRESEMTATINWE OF LEA:
Chris Higle

Marm e:
- Chief Technology Officer
Itle!
2503 Lawrence Street Ceres CA 95307
Address:

2095561570
Telephone MNumber:

chiglef@ceres.klZ.ca.us
Ern ail:

11903531



