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Provider provides an application management system offered at no cost to districts subject to
the Service Agreement available at: https://clever.com/about/terms. Providers technology
system is integrated into the district-student information system and identity system to create
easy and secure data transportation for rostering and provisioning of student accounts for
partner applications. Provider offers single-sign-on into any application, a customizable student
and teacher portal, an administrator dashboard that allows for easy trouble-shooting and
application management, identity management, multi-factor authentication, badging access for
school devices, app store portal for discovery and purchase of services and education
applications, edtech analytics, and LMS Connect.
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Messages sent
via Provider
Messaging if LEA
does not opt-out.
Note: Not all data
is required; those
marked those with
“optional” can be
sent to Clever, if
the district opts-in.
Districts can
send optionally
send additional
data fields as
“extension fields”.
For more
information,
please see
https://docs.googl
e.com/spreadshe
ets/u/1/d/e/2PAC
X-1vTY8WSC--TB
ok
cHjG8itGyqnrj7sC
kfyWVzIxeLybwzr
yW01L9qD8xwho
JDBlWrjOkciOXV
34G9ejH/pubhtml
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Article IV, Paragraph 6 is amended to add the following: Disposition of Data. Upon written request from the LEA, Provider shall
dispose of or provide a mechanism for the LEA to transfer Student Data obtained under the Service Agreement, within sixty (60) days
of the date of said request and according to a schedule and procedure as the Parties may reasonably agree, unless Provider is
required to retain such information to resolve disputes, enforce its agreements, or comply with its legal obligations or with law
enforcement requests. Upon termination of this DPA, if no written request from the LEA is received, Provider shall dispose of all
Student Data after providing the LEA with reasonable prior notice. The duty to dispose of Student Data shall not extend to Student
Data that had been De-Identified or placed in a separate student account pursuant to section II 3. The LEA may employ a “Directive
for Disposition of Data” form, a copy of which is attached hereto as Exhibit “D”. If the LEA and Provider employ Exhibit “D”, no further
written request or notice is required on the part of either party prior to the disposition of Student Data described in Exhibit “D”.

Article IV, Paragraph 7 is amended to add the following: Advertising Limitations. Provider is prohibited from using, disclosing, or
selling Student Data to (a) inform, influence, or enable Targeted Advertising; or (b) develop a profile of a student, family
member/guardian or group, for any purpose other than providing the Service to LEA or as set forth in the Service Agreement. This
section does not prohibit Provider from using Student Data (i) for adaptive learning or customized student learning (including
generating personalized learning recommendations); or (ii) to make product recommendations to teachers or LEA employees; or (iii)
to notify account holders about new education product updates, features, or services or from otherwise using Student Data as
permitted in this DPA and its accompanying exhibits.

Article V, Paragraph 3 is amended to add the following: Data Security. The Provider agrees to utilize administrative, physical, and
technical safeguards designed to protect Student Data from unauthorized access, disclosure, acquisition, destruction, use, or
modification. The Provider shall adhere to any applicable law relating to data security. The provider shall implement an adequate
Cybersecurity Framework based on one of the nationally recognized standards set forth in Exhibit “F”. Exclusions, variations, or
exemptions to the identified Cybersecurity Framework must be detailed in an attachment to Exhibit “H”. Additionally, Provider may
choose to further detail its security programs and measures that augment or are in addition to the Cybersecurity Framework in Exhibit
“F”. Provider shall provide, in the Standard Schedule to the DPA, contact information of an employee who LEA may contact if there
are any data security concerns or questions. LEA and its users are solely responsible for choosing secure credentials ("Access
Credentials”) to access the Services and for keeping such Access Credentials confidential. LEA is responsible for any use of the
Services using its and its users’ Access Credentials, except to the extent such Access Credentials were obtained directly from
Provider.


